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1. Overall Description:

SA1 thanks SA2 for LS on Questions on onboarding requirements and for clarifying the two questions.
In response to the clarified questions, SA1 has the following responses.
Q1) A2 from SA2) SA2 is asking whether the non-3GPP identities and credentials (provided by authority of the PNI-NPN, e.g. enterprise, factory) for NSSAA or PDU session secondary authentication, can be remotely provisioned to UE which only has normal PLMN credentials and configuration. 
A1) The requirement quoted by SA2:

The 5G system shall support a secure mechanism for a network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.

Applies for both standalone NPNs and NPNs implemented as a network slice of a PLMN.  In the PLMN network slice case, the non-3GPP identities and credentials apply for the secondary authentication.

Q2) A3 from SA2) SA2 is asking whether 3rd party identities and credentials (provided by authority of the PNI-NPN, e.g. enterprise, factory) used for NSSAA and PDU secondary authentication can be provisioned via the 3GPP system to UE, which only has normal PLMN credentials and configuration.
A2) The requirement quoted by SA2:

The 5G system shall support a secure mechanism for a network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.

Applies for both standalone NPNs and NPNs implemented as a network slice of a PLMN.  In the PLMN network slice case, the non-3GPP identities and credentials apply for the secondary authentication.

2. Actions:

To SA2 groups.

ACTION: 
SA1 asks SA2 to take this into account in their work.
3. Date of Next TSG SA WG1 Meetings:
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