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8
Consolidated requirements

8.1
Functional new requirements

8.1.1
General

[PR 8.1.1-1] The 5G system shall support the relaying of traffic between a remote UE and a gNB using one or more UE-to-Network Relay UEs.

[PR 8.1.1-2] The 5G system shall support different traffic flows of a remote UE to be relayed via different Indirect 3GPP Communication paths.

[PR 8.1.1-3] The 5G system shall enable the network operator to define the maximum number of hops supported when using UE-to-Network Relay UEs.

[PR 8.1.1-4] The 5G system shall be able to provide indication to a remote UE (alternatively, an authorized user) on the quality of currently available Indirect 3GPP Communication paths. 

8.1.2
Relay Selection
[PR 8.1.2-1] The 3GPP system shall support selection and reselection of a UE-to-Network Relay UE based on a combination of different criteria e.g., 

-
the characteristics of the traffic that is intended to be relayed (e.g. expected message frequency and required QoS),

-
the subscriptions of UE-to-Network Relay UEs and remote UE, 

-
the capabilities/capacity/coverage when using the UE-to-Network Relay UE, 

-
the QoS that is achievable by selecting the UE-to-Network Relay UE, 

-
the power consumption required by UE-to-Network Relay UE and remote UE, 

-
the pre-paired UE-to-Network Relay UE,

-
the 3GPP or non-3GPP access the UE-to-Network Relay UE uses to connect to the network, 
-
the 3GPP network the UE-to-Network Relay UE connects to (either directly or indirectly),

-
the overall optimization of the power consumption/performance of the 3GPP system, or
-
battery capabilities and battery lifetime of the UE-to-Network Relay UE and the remote UE.

NOTE 1:
Reselection may be triggered by any dynamic change in the selection criteria, e.g. by the battery of a UE-to-Network Relay UE getting depleted, a new relay capable UE getting in range, a remote UEs requesting additional resources or higher QoS, etc. 

8.1.3
Permission and Authorization

[PR 8.1.3-1] The 5G system shall enable the network operator to authorize a UE to use Indirect 3GPP Communication. The authorization shall be able to be restricted to using only UE-to-Network Relay UEs belonging to the same network operator. The authorization shall be able to be restricted to using only UE-to-Network Relay UEs belonging to the same application layer group.

[PR 8.1.3-2] The 5G system shall enable the network operator to authorize a UE to relay traffic as UE-to-Network Relay. The authorization shall be able to be restricted to relaying only for remote UEs belonging to the same network operator. The authorization shall be able to be restricted to relaying only for remote UEs belonging to the same application layer group.
[PR 8.1.3-3] The 5G system shall support a mechanism for an end user to provide/revoke permission to an authorized UE to act as a UE-to-Network Relay UE.

[PR 8.1.3-4] The 5G system shall provide a suitable API by which an authorized 3rd party shall be able to authorize (multiple) UEs under control of the 3rd party to act as a UE-to-Network Relay UE or remote UE.

[PR 8.1.3-5] The 5G system shall provide a suitable API by which an authorized 3rd party shall be able to enable/disable (multiple) UEs under control of the 3rd party to act as a UE-to-Network Relay UE or remote UE.

8.1.4
Services and Service Continuity 

[PR 8.1.4-1] A 5G system shall support all types of data e.g., voice, data, multimedia, MCX for Indirect 3GPP communication.
[PR 8.1.4-2] The 5G system shall maintain service continuity of Indirect 3GPP Communication for a remote UE when the communication path to the network changes (i.e. change of one or more of the UE-to-Network Relay UEs, change of the gNB).

8.2
Functional existing requirements

[PR 8.2-1] The 5G system shall support a UE acting as both a remote UE and as a UE-to-Network Relay UE at the same time.

[PR 8.2-2] The 5G system shall maintain service continuity when the remote UE moves from a direct network connection to an Indirect 3GPP communication using UE-to-Network Relay UEs and vice-versa.

[PR 8.2-3] Indirect communication between a Remote UE and a network, involving one or more Relay UEs shall have at least the same kind of security protection as a direct communication between a UE and a network. In particular, this implies that Relay UEs are not able to eavesdrop on the communication between the Remote UE and the network.
8.3
Performance requirements

Table 8.3-1 provides the consolidated potential key performance requirements based on the different traffic scenarios in clause 6.

Table 8.3-1: Consolidated Potential Key Performance for UE to network relaying

	Scenario
	Max. data rate (DL)
	Max. data rate (UL)
	End-to-end latency

(note 7)
	Area traffic capacity

(DL)
	Area traffic capacity

(UL)
	Area user density 
	Area
	Range of a single hop

(note 8)
	Estimated number of hops 

	InHome Scenario

(note 1)
	1 Gbit/s
	500 Mbit/s
	10 ms
	5 Gbit/s/ home
	2 Gbit/s /home
	50 devices

/house
	10mx10m – 3 floors 
	10 m indoor
	2 - 3

	Factory Sensors

(note 2)
	100 kbit/s
	5 Mbit/s
	50 ms to 1 s
	1 Gbit/s /factory
	50 Gbit/s /factory
	10000 devices /factory
	100m x 100m
	30 m indoor / metallic
	2 - 3

	Smart Metering

(note 3)
	100 bytes / 15 mins
	100 bytes / 15 mins
	10 s
	200 x 100 bytes / 15 mins /hectare
	200 x 100 bytes / 15 mins /hectare
	200 devices

/hectare
	100m x 100m
	>100 m indoor / deep indoor
	2 - 5

	Containers

(note 4)
	100 bytes / 15 mins
	100 bytes / 15 mins
	10 s
	15000 x 100 bytes / 15 mins /ship
	15000 x 100 bytes / 15 mins /ship
	15000 containers /ship
	400m x 60m x 40m
	>100 m indoor / outdoor / metallic
	3 - 9

	Freight Wagons
	100 bytes / 15 mins
	100 bytes / 15 mins
	10 s
	200 x 100 bytes / 15 mins /train
	200 x 100 bytes / 15 mins /train
	120 wagons /train
	1 km
	>100 m outdoor / tunnel
	10 - 15

	Public Safety

(note 5)
	12 Mbit/s
	12 Mbit/s
	30 ms
	20 Mbit/s /building
	40 Mbit/s /building
	30

devices

/building
	100m x 100m – 3 floors
	>50 m indoor (floor or stairwell)
	2 - 4

	Wearables

(note 6)
	10 Mbit/s
	10 Mbit/s
	10 ms
	20 Mbit/s per 100 m2
	20 Mbit/s per 100 m2
	10 wearables per 100 m2
	10m x 10m
	10 m indoor / outdoor
	1 - 2

	NOTE 1:
Area traffic capacity is determined by high bandwidth consume devices (e.g. ultra HD TVs, VR headsets), the number of devices has been calculated assuming a family of 4 members.

NOTE 2:
Highest data rate assumes audio sensors with sampling rate of 192 kHz and 24 bits sample size.

NOTE 3:
Three meters (gas, water, electricity) per house, medium density of  50 - 70 houses per hectare.

NOTE 4:
A large containership with a mix of 20 ft and 40 ft containers is assumed.

NOTE 5:
A mix of MCPTT, MCVideo, and MCData is assumed. Average 3 devices per firefighter / police officer, of which one video device. Area traffic based on 1080p, 60 fps is 12 Mbit/s video, with an activity factor of 30% in uplink (30% of devices transmit simultaneously at high bitrate) and 15% in downlink. 

NOTE 6:
Communication for wearables is relayed via a UE. This relay UE may use a further relay UE.

NOTE 7:
End-to-end latency implies that all hops are included.

NOTE 8:
'Metallic' implies an environment with a lot of metal obstructions (e.g. machinery, containers). 'Deep indoor' implies that there may be concrete walls / floors between the devices.

NOTE 9:
All the values in this table are example values and not strict requirements.
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