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6.7 Traffic Scenario: Public safety
6.7.1 Description

The description of the public safety traffic scenario is provided in 5.4 (enhancing indoor coverage for the fire brigade) and 5.6 (connected ambulance).

6.7.2 Assumptions

An average of 2 to 3 devices per firefighter / police officer is assumed. This can e.g. be a push-to-talk device, a body camera and a sensor. In the resulting service mix of MCPTT, MCVideo, and MCData, the MCVideo data will most likely have the highest data rate requirements. Per MCVideo devices, a data rate is calculated based on 1080p, 60 fps video. This results in a data rate of 12 Mbits/s. Total traffic density is the number of MCVideo devices x data rate x activity factor. An activity factor of 30 % is assumed for uplink and 15 % for downlink. This leads to 10 devices x 12 Mbit/s x 0,30 is approximately 40 Mbits/s in uplink and 20 Mbit/s in downlink. Of course also other service mix for MC services are possible. 

A building of 100m x 100m with 3 floors is assumed. In this building 10 fire fighters are deployed, e.g. with an average of 2,5 devices is 25 devices/per building.

In order to provide indoor coverage, the fire fighters deploy additional relay UEs, which they position at strategic places (e.g. in a stairwell). An indication on the relay UE (e.g. a different colour light or different sound) indicates whether the relay has a significantly good connection to the network to act as relay.

Relay distances within a building will depend on the building structure. A relay distance of >50 m is assumed in a typical indoor office environment with e.g. furniture, doors, partition walls, et cetera, or in e.g. a stairwell. However, similar distances are not assumed with deep indoor penetration (e.g. through concrete floors, walls, et cetera.

Assumption in the scenario is that the 10 fire fighters bring and deploy 5 relay UEs into the building. Note that they can redeploy these relay UEs as they are moving through different parts of the building. With a >50 m max relay distance, they should be able to deploy throughout the building.

6.7.3 Potential New Functional Requirements

The functional requirements associated with this traffic scenario are provided in 5.4.
6.7.4 Potential Key Performance Requirements

Potential key performance requirements for this traffic scenario are provided in table 6.7.4-1. 
Table 6.7.4-1 – Potential key performance requirements for Public Safety scenario
	Scenario
	Max. data rate (DL)
	Max. data rate (UL)
	End-to-end latency
(note 2)
	Area traffic capacity

(DL)
	Area traffic capacity

(UL)
	Area user density 
	Area
	Range of a single hop
	Estimated number of hops 

	Public Safety

(note 1)
	12 Mbit/s
	12 Mbit/s
	30 ms
	20 Mbit/s /building
	40 Mbit/s /building
	30

devices

/building
	100m x 100m – 3 floors
	>50 m indoor (floor or stairwell)
	2 - 4

	NOTE 1:
A mix of MCPTT, MCVideo, and MCData is assumed. Average 3 devices per firefighter / police officer, of which 1 video device. Area traffic based on 1080p, 60 fps is 12 Mbit/s video, with an activity factor of 30% in uplink (30% of video devices transmit simultaneously at high bitrate) and 15% in downlink
NOTE 2:
End-to-end latency implies that all hops are included.

NOTE 3:
All the values in this table are example values and not strict requirements.


