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Discussion
CR S1-19xxxx is written under an understanding that UAC needs to be enhanced, so that UAC works also for NB IoT at least at the same granularity of the EPS access barring mechanism for NB IoT. In particular ExceptionData is to be differentiated from the others.
Consideration is as follows:

· In EPC, access barring for NB IoT differentiates only ExceptionData and the others. See AB-Config-NB in SystemInformationBlockType14-NB in TS 36.331, clause 6.7.3.
· About NOTE 1a
The concept of “NB IoT configured for delay tolerant service” does not exist in EPC. We have no intent to introduce this new concept in 5GS. We just think this clarification helps CT1 to clarify the order of rules of Table 4.5.2.2 of TS 24.501; Access Categories 10 and 11 are supposed to be processed in this order after rule 4.
· Access Categories 12 and 13 are needed. Otherwise, neither two possible settings in the following work.
1. Setting as is currently shown e.g. in Access Category 3: “and except for NB IoT”
This means the following behaviour. In Table 4.5.2.2 of TS 24.501, rule 1,2,3,4 are checked, then new rules for Access Categories 10 and 11 are checked. If the NB IoT is not subject to access control for Access Categories 10 and 11, the NB IoT is not checked further in the table. Those NB IoT are never barred even when possibly usual UEs are barred.
2. Alternative setting like “All except for the conditions in Access Categories 1, 10, and 11”.

In this case, NB IoT is checked further according to the order of the rule. Then ExceptionData of the NB IoT is barred as MOdata.
· About NOTE 1b

This is the same as EPS.
· About “and except for NB IoT”
Regarding Table 4.5.2.2 of TS 24.501, for NB IoT, rule 1,2,3,4 are checked, then new rules for Access Categories 10, 11, 12, 13 are checked. Then automatically rule checking stops.
· Access Identity

The existing description seems sufficient.

Proposal
Please refer to the above when discussing CR S1-193077, if needed.
