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**************************************FIRST CHANGE **************************************
5.3.6
Potential New Requirements needed to support the use case

[R.5.3-001] Subject to regulatory requirements or operator’s policy, 3GPP system shall support a PLMN operator to be made aware of the failure or recovery of other PLMN(s) in the same country when the Disaster Condition applies, or when the Disaster Condition is not applicable.
5.4.2
Pre-conditions

Preconditions described in section 5.1.2 (Network reselection during disaster – General) applies.

In addition, following is further assumed:

-
The Country K is composed of three cities, called OldCity, NearCity, FarCity. Due to some reasons, the network HomeNetwork has not yet installed equipment within FarCity. 
5.6.1
Description

When one network is impacted by disasters, almost all UEs of that network may try to access other available neighboring networks. 

In case of international roaming, the number of incoming UEs of foreign country to one network is very small compared to the number of the network’s own users. However, in case of roaming caused when one network is out of order due to disaster, the number of incoming UEs from neighboring network is in the same order of the number of one network’s own UEs. If the load of accepting network is already high, additional UEs from neighboring network can cause domino effect, i.e., the accepting network may also soon go out of order.

Thus, it should be taken into consideration how to effectively protect one network in case other neighboring network is impacted by disaster. 

5.6.5
Existing features partly or fully covering the use case functionality
TS 22.261 and TS 22.011 specifies requirements related to access control, e.g. unified access control, access class barring, etc. However, the specified access control mechanism does not provide tools for operator to apply different access barring among its home UEs and inbound roaming UEs.

In addition, the specified access control mechanism does not provide tools for operator to apply different access barring among inbound roaming UEs from different PLMNs. I.e, regardless of the PLMN to which a UE is subscribed, different incoming UEs use same access barring parameters. 

In addition, TS22.011 specifies Extended Access Barring mechanism. EAB supports different barring based on whether a UE camps on (E)HPLMN or on VPLMN. But, this does not support barring for a UE of specific PLMN as described in this use case. Also, it is applicable only for UE which is delay tolerant.

5.8.3
Service Flows
Following is one example service flow: 

1.
HNetwork finalizes fixing its network equipment and is ready to accept its own UEs. 

2.
HNetwork informs NNetwork that it is ready to accept its UEs.

3.
For UEs in connected mode, to decide when to release connection of the UEs of HNetwork, NNetwork may consider the characteristic of ongoing communication. E.g., it may not immediately release a connection of the UE with active voice call. It is assumed that HNetwork and NNetwork do not support inter-PLMN handover. 

4.
To make the switch from NNetwork to HNetwork faster, NNetwork may give some assistance information to the UEs. Based on this information, the UE may quickly find HNetwork.


5.
For UEs in Idle mode, NNetwork may use resource efficient means to inform the UEs that the HNetwork is recovered from disaster.
6.
From the moment when the UE leaves NNetwork to the moment when the UE successfully is registered in HNetwork, the UE cannot get any connectivity service. Thus, NNetwork may control when Idle mode UEs and Connected mode UEs leave NNetwork. 
5.10.5
Existing features partly or fully covering the use case functionality

5.10.6
Potential New Requirements needed to support the use case
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