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Abstract: SA2 has send a LS with question on the number of CAG Identifiers per PLMN per UE, this discussion paper proposes an answer.
3GPP SA2 has send a LS S2-1910803 kindly asking 3GPP SA1 to provide further guidance to question 2, if possible:
For PNI-NPN:

Q2: should we consider the case that the size of the UE allowed CAG ID could be so large that the AMF may need to filter it based on the CAG IDs supported in the (registration) area where UE is located?

SA2 Answer: SA2 assumes that RAN3 is referring to the AMF signaling a UE's Allowed CAG list to NG-RAN as part of the Mobility Restrictions. As per current Stage 2 specifications, SA2 does not assume AMF to perform any filtering.

However, SA2 invites SA1 to provide additional guidance on the number of CAG Identifiers per PLMN per UE to be supported.

In TS 22.261 under subclause 6.25.1:
Non-public networks are intended for the sole use of a private entity such as an enterprise, and may be deployed in a variety of configurations, utilising both virtual and physical elements. Specifically, they may be deployed as completely standalone networks, they may be hosted by a PLMN, or they may be offered as a slice of a PLMN.

In any of these deployment options, it is expected that unauthorized UEs, those that are not associated with the enterprise, will not attempt to access the non-public network, which could result in resources being used to reject that UE and thereby not be available for the UEs of the enterprise. It is also expected that UEs of the enterprise will not attempt to access a network they are not authorized to access. For example, some enterprise UEs may be restricted to only access the non-public network of the enterprise, even if PLMN coverage is available in the same geographic area. Other enterprise UEs may be able to access both a non-public network and a PLMN where specifically allowed.

3GPP SA2 has decided to split the non-public networks into 2 types – SNPN (Standalone non-Public Network) and PNI-NPN (Public Network Integrated Non-Public Network). In case of PNI-NPN is deployed, slicing shall be used to allocate a resource for this non-public network. Dedicated radio nodes might additionally be deployed for the sole use by the NPN, Closed Access Groups (CAG) may optionally be used to restrict UEs from using these radio nodes.

If one enterprise operates in more than one geographical area and on each area a PNI-NPN network is deployed, then the CAG identifier used could be one and the same. Thus if one enterprise UE moves between different own PNI-NPNs, it would only need one CAGid in its list and select it when entering the enterprise premises.
It is possible to have NPN UE moving between different enterprise factories, but DT expectation is not to have huge number of foreign visited CAGs(PNI-NPNs) under one PLMN.
Therefore:

Proposal: To send LS towards 3GPP SA2 with an answer that there is no need to have more than 20 positions in the Allowed CAG list per PLMN per UE.
