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	Reason for change:
	In factory networks security is often an important feature. Communication within a factory is seen as private communication, which should also remain private for the 3GPP network. A network operator should therefore be able to provide similar end-to-end integrity protection and confidentiality as if the factory communication is implemented on a factory owned dedicated network within the factory.
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8.9
Data security and privacy

The 5G system shall support data integrity protection and confidentiality methods that serve URLLC and energy constrained devices. 
The 5G system shall support a mechanism to verify the integrity of a message as well as the authenticity of the sender of the message.
The 5G system shall support encryption for URLLC services within the requested end-to-end latency.
Subject to regulatory requirements, the 5G system shall be able to provide end-to-end integrity protection and confidentiality for a 3rd party, based on keys derived from the 3GPP network, such that the 3GPP network is not able to access the data transferred between a UE and 3rd party application server.
