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	Reason for change:
	As part of Rel-16, for new services and markets, the feature of non-public networks was introduced. Non-public networks may be deployed as standalone non-public networks (SNPN) or as public network integrated NPNs.
Additionally for SNPN, UE can obtain services directly through the SNPN (for ease of discussion, this can be termed native) or services can be obtained through PLMN via the SNPN, i.e non-native, UE connects to the PLMN for services by going through the SNPN.

Whilst in Rel-16, emergency services are supported for public integrated NPNs, stage 2 is clear that in Rel-16 for SNPNs, emergency services are not supported, see TS 23.501, subclause 5.30.2.3, where one can find the text
Emergency services are not supported in SNPN access mode
This goes for both natively provided services by SNPNs and non-natively PLMN provided services through SNPNs.
Now for Rel-17, we  proposes to revisit this (non)support of emergency services both natively and non-natively.
Additionally, whilst it is mentioned (in TS 22.261) that PLMN services are supported via the non-public network, it is unclear if this covers 3GPP perscribed voice services (i.e voice services through IM CN subsystem, IMS)

Subject to an agreement between the operators and service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support for non-public network subscribers:

- access to subscribed PLMN services via the non-public network;

- seamless service continuity for subscribed PLMN services between a non-public network and a PLMN;

- access to selected non-public network services via a PLMN;

- seamless service continuity for non-public network services between a non-public network and a PLMN.

This CR proposes to spell out that the PLMN services provided via the non-public network, includes voice.
Secondly, it is also proposed to allow emergency services to be supported natively by the SNPN or supported (non-nbatively) by the PLMN via the SNPN.



	
	

	Summary of change:
	The PLMN services accessed via SNPN can be IMS voice and Emergency services.
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	Unclear if PLMN services accessed via SNPN can be IMS voice and Emergency services
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* * * First Change * * * *

6.25.2 
Requirements

The 5G system shall support non-public networks.

The 5G system shall support non-public networks that provide coverage within a specific geographic area.

The 5G system shall support both physical and virtual non-public networks. 

The 5G system shall support standalone operation of a non-public network, i.e. a non-public network may be able to operate without dependency on a PLMN.
Subject to an agreement between the operators and service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support for non-public network subscribers:

- access to subscribed PLMN services, (including IMS voice and emergency services) via the non-public network;

- seamless service continuity for subscribed PLMN services, (including IMS voice and emergency services) between a non-public network and a PLMN;

- access to selected non-public network services via a PLMN;

- seamless service continuity for non-public network services between a non-public network and a PLMN.

A non-public network subscriber to access a PLMN service shall have a service subscription using 3GPP identifiers and credentials provided or accepted by a PLMN.

The 5G system shall support a mechanism for a UE to identify and select a non-public network.

NOTE:
Different network selection mechanisms may be used for physical vs virtual non-public networks.

The 5G system shall support identifiers for a large number of non-public networks to minimize collision likelihood between assigned identifiers.
The 5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorized to select.

The 5G system shall support a mechanism to prevent a UE with a subscription to a PLMN from automatically selecting and attaching to a non-public network it is not authorized to select. 
The 5G system shall support a change of host of a non-public network from one PLMN to another PLMN without changing the network selection information stored in the UEs of the non-public network.
* * * End of Change * * * *

