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Abstract: 
This contribution considers two use cases in TR 22.831 in the context of the FS_MINT WID’s scope restrictions.
Discussion
SP-190090, the FS_MINT Study Item WID, includes the following statement at the end of the objectives:
“In this study, the scope is limited to the case during significant RAN failure. ”
[bookmark: _GoBack]There is a use case in TR 22.831 that assume failure scenarios beyond RAN failure. This use cases is therefore out of scope of the FS_MINT study. While it is an interesting use case, it will not result in potential requirements that will be part of the conclusion of 22.831.
In 5.7 “Use case on access control for “backup” PLMN”, the first step of the service flow is “hPLMN is broken down, and requests PLMN-B to activate “backup” mode to allow hPLMN users to access PLMN-B.”
In the proposed change, the sections that assume failure scenarios beyond ‘significant RAN failure’ have additional notes evaluating the solution.
Proposed Changes
Begin First Change
[bookmark: _Toc8394802]5.7	Use case on access control for “backup” PLMN
[bookmark: _Toc8394803]5.7.1	Description
Once hPLMN is broken down, more and more hPLMN users are trying to access the other “backup” PLMNs in short time, it may cause signalling storm or heavily impact the PLMN’s native users’ experience of the PLMNs.  In this case “backup” PLMNs enable to control the access from the hPLMN users. 
[bookmark: _Toc8394804]5.7.2	Pre-conditions
Necessary parameters for the urgent communication are pre-configured between the two PLMNs and UE.
The “backup” PLMN-B (same country) is not forbidden in hPLMN UEs
[bookmark: _Toc8394805]5.7.3 	Service flow
hPLMN is broken down, and requests PLMN-B to activate “backup” mode to allow hPLMN users to access PLMN-B.
The UE of the hPLMN users accesses to PLMN-B by performing PLMN selection and indicate its special identity
More and more hPLMN UEs are trying to access to the “backup” PLMN-B in short time, which is getting overload or running out of resources
The “backup” PLMN-B makes access control or load balance on these hPLMN users so that the native PLMN-B’s UEs are not heavily impacted, e.g., barring the hPLMN UEs access attempts, or degrade the performance for the on-line hPLMN UE.
[bookmark: _Toc8394806]5.7.4	Post-conditions
Native UEs of the PLMN-B are not heavily impacted
The hPLMN UEs access to other allowed “backup” PLMNs or with limited performance 
[bookmark: _Toc8394807]5.7.5	Existing features partly or fully covering the use case functionality
Access control and load balance, UE’s performance treatment are already specified in existing 3GPP specifications for the inbound roamers (e.g., TS 22.011, TS 22.261)
[bookmark: _Toc8394808]5.7.6	Potential New Requirements needed to support the use case
As use case 5.7 assumes failure of a PLMN and this is not in the scope of the FS_MINT study, there are no potential new requirements needed to support the use case.
End First Change

