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* * * First Change * * * *
8.2.24
Enhanced Calling Name (eCNAM)

8.2.24.1
Definition and Scope

The eCNAM service [15] provides the terminating party with the eCNAM identity data of the originating party. The eCNAM identity data consists of a name and metadata. This service is available to a user only after subscription.

NOTE:
The size of the eCNAM identity data can be up to 1000 characters.

The eCNAM service helps inform and protect terminating users from fraud attemps (e.g., fraudulent robocalls) through its retrieval, assembly and delivery of the call metadata together with the results of the caller identity analytics function (defined in Section 3.1).
* * * Next Change * * * *
8.2.24.2
Service Requirements and Functionality

The terminating service provider shall extract the originating party’s telephone number from the originating party identity (e.g., from the tel-URI) to use in its query to retrieve eCNAM identity data from an authoritative data source. eCNAM identity data includes telephone number, name, logo, or any other information that allows the recipient to identify or contact the calling party.
The terminating service provider shall ensure that the received calling number is verified.                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                       
If the terminating service provider determines that the originating party's telephone number is verified and OIR is not invoked, the terminating service provider shall retrieve the originating party’s eCNAM identity data. 

If the originating party's telephone number can not be obtained or if it is not verified, eCNAM identity data shall not be displayed to the user. Instead, the terminating service provider shall indicate the unavailability of the eCNAM identity data to the terminating party. However, subject to service provider policy, the results of the analytics function – if available - shall be included in the eCNAM message delivered to the UE.
The interface between the terminating service provider (eCNAM service) and the analytics function shall be private and secure.

NOTE 1: 
The analytics function is expected to have information (e.g., statistical and reputation) about the caller and/or the call that could be useful to the user. Therefore, even in the absence of a verification service, the delivery of this analytics information can help protect the user against fraud and help service providers meet their regulatory obligations.
The terminating service provider shall obtain the eCNAM identity data from a trusted source.  This trusted source may be the originating service provider or a third party with a business arrangement with the originating service provider.  

The interface between the terminating service provider and the trusted data source shall be private and secure.

The conditions for exchange of data are governed by regional regulatory administration and through service provider agreement.

The terminating service provider’s delivery of originating party’s eCNAM identity data to the terminating party shall be subject to Originating Identification Restrictions (OIR). 

If a terminating service provider requests a data element that the originating party did not consent to releasing, the data element shall not be returned.

NOTE 2: 
A trusted source contains subscriber identity information that is obtained directly from the subscriber's communications service record, and is updated in near-real time with any changes in the subscriber's service record. A subscriber's communications service record is created when the user starts service with the service provider.  The record contains information such as the name, address, billing information.

The service provider shall obtain its subscribers' consent for elements listed on the subscriber's communications service record at the start of communications service, and allow the subscriber to modify his/her consent at any point during the service.  

NOTE 3: 
The metadata is intended to provide additional identity information about the originating party to the terminating party. The originating party’s privacy is a primary factor determining presentation of his/her metadata to the terminating party; no identity information is presented without his/her consent. Examples of the metadata include: the postal code, the preferred language, the business name and the business segment. The metadata delivered can vary from one service provider to another. The metadata offered by each service provider is subject to expansion and modifications over time, as more data or updated data becomes available about the originating party. 

For the eCNAM service, the originating and terminating service providers shall agree on the retrievable metadata with the originating party's consent based on regional regulations.  

The eCNAM service shall support a service provider policy to establish the priority of delivering the identity data received from eCNAM query results and originating party identity data over any other data received from the originating party. 

NOTE 4: 
OIP and eCNAM have the same level of priority. 

3GPP systems shall support the delivery of the eCNAM identity data in multiple languages (e.g., Chinese). Semantic translation is outside the scope of this standard. 

3GPP systems shall relay the eCNAM identity data from the trusted sources to the terminating party without modification.

NOTE 5: 
The purpose of the preceding two requirements is to deliver eCNAM in more languages, such as Chinese.However, this does not require the storage of the eCNAM data in multiple languages in the databases. 

* * * Next Change * * * *
8.2.24.3
Service interactions with other IMS supplementary services

8.2.24.3.1
Identification Services

8.2.24.3.1.1
Originating Identification Presentation (OIP)

For users that subscribe to both OIP and eCNAM, both originating party identity and eCNAM identity data shall be delivered to the terminating party.  

8.2.24.3.1.2
Originating Identification Restriction (OIR)

The requirements for presenting and withholding the originating party's eCNAM identity data shall adhere to the rules described in [4] for the presentation of session originator identity.

If the originating party subscribed to or invokes OIR, eCNAM identity data shall not be delivered to the terminating party, including data elements that the originating party had consented to release.
Non-identifying information from the analytics function to help caution the user against possible fraud (e.g., “Known Scam”) can be delivered to the user. It is therefore possible for the user to receive a display such as:

Private Number... "Known Scam"
8.2.24.3.2
Diversion Services

8.2.24.3.2.1
Communication Forwarding Unconditional (CFU)

When a communication has been forwarded and the forwarded-to party has been provided with the eCNAM service, the forwarded-to party shall receive the eCNAM identity data of the original originating party, if this originating party has not subscribed to or invoked the OIR service.

8.2.24.3.2.2
Communication Forwarding Busy (CFB)

Same as CFU.

8.2.24.3.2.3
Communication Forwarding No Reply (CFNR)

Same as CFU.

8.2.24.3.2.4
Communication Forwarding on Not Logged-in (CFNL)

Same as CFU.

8.2.24.3.2.5
Communication Deflection (CD)

When a communication has been deflected and the deflected-to party has been provided with the eCNAM service, the deflected-to party shall receive the eCNAM identity data of the original originating party, if this originating party has not subscribed to or invoked the OIR service.

8.2.24.3.2.6
Communication Forwarding on Subscriber Not Reachable (CFNRc)

Same as CFU.

8.2.24.3.3
Communication Waiting (CW)

If a terminating party has the eCNAM service active and is notified that an incoming communication is waiting, then this terminating party shall receive the eCNAM identity data of the originating party, if this originating party has not subscribed to or invoked the OIR service.

8.2.24.3.4
Completion of Communication to Busy Subscriber (CCBS)

The originating party’s eCNAM identity shall be transmitted to the CCBS customer’s UE when the terminating party becomes free and a CCBS communication is generated to the terminating party.

If the terminating party subscribed to or has invoked OIR, the terminating party eCNAM identity data shall not be delivered to the originating party.

8.2.24.3.5
Explicit Communication Transfer (ECT)

The transferee’s eCNAM identity data shall be delivered to the transfer target subject to the transferee's OIR, and assuming the transfer target has eCNAM active. 

The transferring party eCNAM identity data may also be delivered to the transfer target based on operator policy and terminal capability and subject to the transferring party’s OIR. 

8.2.24.4
Interoperability with PSTN/ISDN and mobile CS  services

The IMS Multimedia Telephony service shall support the interoperability of the eCNAM service with mobile CS and PSTN/ISDN Supplementary Service CLIP.  The eCNAM service shall utilize only the calling number originating from the PSTN to obtain the originating party’s eCNAM identity data.  

eCNAM is not offered in the PSTN.

* * * End of Changes * * * *
