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Abstract: Consolidation of merged potential service requirements for network operation and maintenance.
Discussion
This document consolidates the new potential service requirements per subclause 6.x for the objective (SP-190092)

Network operation and Maintenance in 5G non-public networks for cyber-physical control applications in vertical domains; Enhanced QoS monitoring, communication service and networks diagnostics; Communication service interface between application and 5G systems, e.g. information to network for setting up communication services for cyber-physical control applications and corresponding monitoring.
For each potential new service requirement in TR 22.832 v1.0.0, the corresponding subclause in clause 6 “Merged potential service requirements” and the potential clause for the respective CR for the normative service requirements have been identified.

The merged potential service requirements for subclause 6.x are in the proposed changes. They are for inclusion in TR 22.832.

6.3
Network operation and Maintenance

This clause contains merged and consolidated potential service requirements related to network operation and maintenance in 5G non-public networks for cyber-physical control applications in vertical domains. This includes enhanced QoS monitoring, communication service and networks diagnostics. Furthermore, this clause includes merged and consolidated potential service requirements related to the communication service interface between application and 5G systems, e.g. information to the 5G network for setting up communication services for cyber-physical control applications and corresponding monitoring.

	Requirement
	Clustering
	Notes

	No.
	Text
	
	

	[PR-5.5.6-001]
	3GPP network shall be able to provide suitable and secured means to allow the authorized 3rd party application to provide the 3GPP network with the expected communication behaviour of UE(s) via encrypted connection (e.g. the allowed application to communicate with, the time the UE is allowed to communicate, the allowed geographic area), as well as the expected network’s actions when detecting the unexpected communication behavior (e.g. terminate the UE’s communication, block the transferred data between UE and the un-allowed application).
	6.3 NwOp

22.261 NwCapExp
	E.g. when detecting the unexpected communication behaviour from UE to avoid malicious attack on devices and applications.

	Status: Approved new potential 5G service requirements.

Consolidation: Requirement not yet covered in TS 22.261/22.104; Rephrasing for better understanding: split into two requirements (link between requirements is implicit, needs some corresponding wording)

	Proposed text: The 3GPP network shall be able to provide suitable and secured means to enable an authorized 3rd party to provide the 3GPP network via encrypted connection with the expected communication behaviour of UE(s).

NOTE 1:
The expected communication behaviour is, for instance, the applications a UE is allowed to communicate with, the time a UE is allowed to communicate, or the allowed geographic area of a UE.

[MPR-22832-6.3-00b]
The 3GPP network shall be able to provide suitable and secured means to enable an authorized 3rd party to provide via encrypted connection the 3GPP network with the actions expected from the 3GPP network when detecting an unexpected communication behavior.

NOTE 2:
Such actions can be, for instance, to terminate the UE’s communication, to block the transferred data between the UE and the not allowed application.

	

	[PR-5.6.6-001]
	5G network shall be able to provide secure means to provide communication scheduling information (e.g., time period UE(s) will use communication service) to an NPN via encrypted connection in order, e.g., for 5G network to perform network energy saving and network resource optimization.
	6.3 NwOp

22.261 
NwCapExp (although application exposure)

Energy efficiency
	

	Status: Approved new potential 5G service requirements.

Consolidation: Rephrase it with SA2/Stage2 in mind (what are we expected to do?)
Replace e.g. with i.e., split into two sentences for better reading.

	Proposed text: The 5G network shall be able to provide secure means for providing communication scheduling information (i.e. the time period the UE(s) will use a communication service) to an NPN via encrypted connection. This communication scheduling information is used by the 5G network to perform network energy saving and network resource optimization.

	

	[PR-5.7.6-001]
	The 5G system shall support the means for setup, monitoring, modification, and disengagement of communication services in the 5G network that support communication for cyber-physical control applications as described in TS 22.104.
	6.3 NwOp

22.261

NwCapExp
	

	Status: Approved new potential 5G service requirements.

Consolidation: Check for what is really missing, some API requirements in NPN section of 22.261, very likely standard 3GPP mechanisms for managing communication services.
22.261 (6.10 network capability exposure): Based on operator policy, the 5G network shall expose a suitable API to allow an authorized 3rd party to define and reconfigure the properties of the communication services offered to the 3rd party. ( setup, modification, but communication service is offered to the user.
22.261 (6.23 QoS monitoring): The 5G network shall provide an interface to application for QoS monitoring (e.g. to initiate QoS monitoring, request QoS parameters, events, logging information, etc.). ( monitoring

22.261 (6.23 QoS monitoring): The 5G system shall be able to provide statistical information of service parameters and error types while a communication service is in operation. ( monitoring

disengagement is missing
requiring only disengagement will be difficult to put into context by downstream groups. Targets functionality for 3rd party.

	

	[PR-5.8.6-002]
	The 5G network shall be able to support a means for a 3rd party for identification, registration, and authentication of UEs for mobile operating panel, mobile robot, and production terminal.
	6.3 NwOp

22.261

NwCapExp
	Editor’s note: need to determine parts that are acutally requirements to the 5G system.

Editor’s note: check whether these requirements only apply to NPN

	Status: Approved in principle, but still needs some clarification.
Consolidation: await update of corresponding use case.
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6.3
Network operation and Maintenance

This clause contains merged and consolidated potential service requirements related to network operation and maintenance in 5G non-public networks for cyber-physical control applications in vertical domains. This includes enhanced QoS monitoring, communication service and networks diagnostics. Furthermore, this clause includes merged and consolidated potential service requirements related to the communication service interface between application and 5G systems, e.g. information to the 5G network for setting up communication services for cyber-physical control applications and corresponding monitoring.
[MPR-22832-6.3-00a]
The 3GPP network shall be able to provide suitable and secured means to enable an authorized 3rd party to provide the 3GPP network via encrypted connection with the expected communication behaviour of UE(s).

NOTE 1:
The expected communication behaviour is, for instance, the applications a UE is allowed to communicate with, the time a UE is allowed to communicate, or the allowed geographic area of a UE.

[MPR-22832-6.3-00b]
The 3GPP network shall be able to provide suitable and secured means to enable an authorized 3rd party to provide via encrypted connection the 3GPP network with the actions expected from the 3GPP network when detecting an unexpected communication behavior.

NOTE 2:
Such actions can be, for instance, to terminate the UE’s communication, to block the transferred data between the UE and the not allowed application.
[MPR-22832-6.3-00c]
The 5G network shall be able to provide secure means for providing communication scheduling information (i.e. the time period the UE(s) will use a communication service) to an NPN via encrypted connection. This communication scheduling information is used by the 5G network to perform network energy saving and network resource optimization.
[MPR-22832-6.3-00d]
The 5G system shall support the means for setup, monitoring, modification, and disengagement (tear down) of communication services by an authorized 3rd party.
Table 6.3-1: Relation between merged and new potential service requirements from use cases

	Merged Potential Service Requirement (clause 6)
	Based on New Potential Service Requirements (clause 5)
	Merged Potential Service Requirement (clause 6)
	Based on New Potential Service Requirements (clause 5)

	[MPR-22832-6.2-00a]
	[PR-5.5.6-001]
	[MPR-22832-6.2-00c]
	[PR-5.6.6-001]

	[MPR-22832-6.2-00b]
	[PR-5.5.6-001]
	[MPR-22832-6.2-00d]
	[PR-5.7.6-001]

	
	
	
	



 End of Change 1 
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