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Abstract: This contribution proposes modifications to QoS related requirements [PR.6.8.6-002] and [PR.6.8.6-005] in clause 6.8 and associated the consolidated requirements in clause 10.2.7of TR 22.854.  Use of the term “secure API” in the requirements may convey a wrong message to downstream groups that the an external API is required for the stage 2 solution because it is possible for the stage 2 solution to be met by an Application Function (AF) solution.  Therefore, it is proposed that the requirements should be modified to remove misinterpretation that an API solution is required.
---------- Start of 1st Change ----------
6.8
MPS for DTS QoS and media encryption modifications
6.8.1
Description

This use case describes the need for a Service User to communicate Quality of Service (QoS) related needs to a MPS capable 3GPP system for an established MPS for DTS session. As described in other use cases, once a MPS for DTS session has been successfully established, different communication applications (e.g., media types) can be supported over the MPS for DTS session.  For example, voice, video, data, text messages (e.g., SMS).  In addition, in certain cases the Service User would need to encrypt the media supported over the MPS for DTS session (e.g., secure voice).

A Service User (or server with MPS subscription) was able to successfully establish a MPS for DTS session (see clauses 6.1, 6.2 and 6.3 for example DTS invocations).   The Service User was then able to conduct several data transactions over the active DTS session (e.g., email, data download etc).  The Service User now needs to support a voice or video communication over the DTS session.  The Service User indicates to the MPS capable 3GPP system the Quality of Service (QoS) needs or modifications needed for the new media type for the active DTS session.  The MPS 3GPP system makes the needed QoS modifications to support the new media type (i.e., voice or video).  The Service User is now able to support the voice or video communication over the active DTS session.

After a MPS for DTS session was successfully established, the Service User (or server with MPS subscription) now needs to support a secure communication (i.e., encryption of the media flows) over the DTS session.  The Service User indicates to the MPS capable 3GPP system the Quality of Service (QoS) needs or modifications needed for the new media encryption for the active DTS session.  The MPS 3GPP system makes the needed QoS modifications to support the new media encryption.  The Service User is now able to support the secure communication (i.e., media encryption) over the active DTS session.
6.8.2
Pre-conditions

The following is the pre-condition for this use case:

· A MPS for DTS session has been successfully established and is active.

6.8.3
Service flows

The following describes the sequence of events:

1
MPS for DTS session was established successfully.

2
The Service User uses the active MPS for DTS session to conduct data transactions (e.g. email, webpage download, etc).  

3
The Service User now needs to make a voice or video communication or support a secure communication (i.e., media encryption) over the active MPS for DTS session using an OTT application (specifically this is not a call using the operator-controlled IMS infrastructure).

4
The Service User sends a request to the MPS capable 3GPP system indicating need to support new media type (s) or media encryption and the associated QoS.

5
The MPS capable 3GPP system verifies authorization for the requested modification and makes the necessary network modifications to support the requested QoS for the media flows or a subset of the media flows. 

6
The Service User receives indication from the MPS capable 3GPP system that the request for QoS modifications were successful.

7
The MPS Service User proceeds to make a voice or video or secure communication (i.e., media encryption) over the active MPS for DTS session.

6.8.4
Post-conditions

Upon end of the DTS session, the UE returns to normal conditions (i.e., use of normal data service).
6.8.5
Potential impacts or interactions with existing services/features

The impacts and interactions described in clauses 6.1.5, 6.2.5 and 6.3.5 apply to this use case.  
6.8.6
Potential requirements
[PR.6.8.6-001] The 3GPP system shall be capable of supporting a set of default QoS characteristics for an active MPS for DTS session. 

[PR.6.8.6-002] The 3GPP system shall support means to allow an MPS Service User to request QoS modifications for an active MPS for DTS session to support OTT application.

[PR.6.8.6-003] The 3GPP system shall be capable of verifying authorization for a requested QoS modification to an active MPS for DTS session.
[PR.6.8.6-004] The 3GPP system shall be capable of making authorized QoS modifications for the media flows or a subset of the media flows of an active MPS for DTS session.  
[PR.6.8.6-005] The 3GPP system shall support means to provide an MPS Service User with an indication that a requested QoS modification of an active MPS for DTS session was successful.
---------- End of 1st Change ----------
---------- Start of 2nd Change ----------
10.2
MPS for DTS consolidated requirements

10.2.1
Authentication and authorization

The 3GPP system shall support means to authenticate and authorize an MPS for DTS session request from a UE with an MPS subscription.

The 3GPP system shall support means to authenticate and authorize an MPS Service User for a MPS for DTS session request from a UE that does not have an MPS subscription.

The 3GPP system shall support means to authenticate and authorize an MPS for DTS session request from an IoT device with an MPS subscription.

The 3GPP system shall support means to authenticate and authorize an MPS capable Enterprise Network requesting activation of MPS for DTS for a UE with an MPS subscription.

10.2.2
Roaming

The 3GPP system shall support means for a visited PLMN, including a visited PLMN outside of the home country, to verify with the home PLMN that a MPS for DTS session request from a UE is authorized (i.e., the UE is authorized for MPS) and to authorize an MPS for DTS session.

10.2.3
Security and policy

The 3GPP system shall support security capabilities for an MPS Service Provider PLMN to verify an MPS capable enterprise network's authorization to request MPS for DTS activation for an MPS subscribed UE or IoT device associated with the enterprise network.

10.2.4
Handover

MPS priority treatment shall continue following handover within the Registered PLMN/Equivalent PLMN (RPLMN/EPLMN).

10.2.5
Invocation and revocation

The 3GPP system shall support means for an MPS Service User to initiate an MPS for DTS session from a UE with an MPS subscription.

NOTE 1:
The method for DTS invocation may include (a) using a web browser to enter a predetermined address (e.g., URL) or (b) using a specialized MPS application on the UE, or (c) using a user-selectable option provided as part of a VPN client in the UE.

The 3GPP system shall support means for a MPS Service User to initiate an MPS for DTS session to an MPS capable Enterprise Network using a UE with an MPS subscription.

The 3GPP system shall support means for an MPS Service User to initiate an MPS for DTS session from a UE that does not have an MPS subscription using a predetermined method.

NOTE 2:
The predetermined method used for DTS invocation using a UE without an MPS subscription (e.g., access code) is outside of 3GPP scope.

The 3GPP system shall support means for an IoT device to initiate an MPS for DTS session using a specialized MPS application on the IoT device.

The 3GPP system shall support means for a Service User or IoT device to end an MPS for DTS session, or MPS for DTS session to an MPS capable Enterprise Network for the cases:

· an MPS Service User using a UE with an MPS subscription,

· an MPS Service User using a UE that does not have an MPS subscription, or

· an IoT device with an MPS subscription.

· If MPS for DTS is not explicitly revoked by the MPS Service User or IoT device, the 3GPP system in the RPLMN shall automatically revoke the DTS:

· upon UE detachment/deregistration (e.g., power down), or

· when the connections under control of the DTS session are released (e.g., when an MPS capable Enterprise closes all the connections but fails to explicitly release the DTS).

The 3GPP system shall retain MPS for DTS as activated for an implementation dependent time during a short interruption in network connectivity, e.g., due to a radio link failure caused by poor error performance during times of radio link congestion, in anticipation of restoration of connectivity.

The 3GPP system shall support means for an authorized MPS capable enterprise network to request activation of MPS for DTS for the following cases: 

· a specific MPS subscribed UE or IoT device, and

· a group of MPS subscribed UEs or IoT devices.

The 3GPP system shall support means for an authorized MPS capable enterprise network to explicitly requests to end a MPS for DTS session or group of MPS for DTS sessions while maintaining basic connectivity to the MPS subscribed UE(s) or IoT device(s).

The 3GPP system shall support means for an MPS Service User to initiate an MPS for DTS session from a UE with an MPS subscription when roaming in the UE configured visited PLMN outside the home country.

NOTE 3:
The method for MPS for DTS invocation may include (a) using a web browser to enter a predetermined address (e.g., URL) or (b) using a specialized MPS application on the UE, or (c) using a user-selectable option provided as part of a VPN client in the UE.

The 3GPP system shall support means for an MPS Service User to explicitly ends an MPS for DTS session from a UE with an MPS subscription when roaming in the UE configured visited PLMN outside the home country.

10.2.6
Media

The 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows when a MPS for DTS session is activated.

The 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows end-to-end between the UE and the enterprise network when MPS for DTS to an authorized MPS capable enterprise network is activated.

10.2.7
QoS

The 3GPP system shall be capable of supporting a set of default QoS characteristics for an active MPS for DTS session.

The 3GPP system shall be capable of verifying authorization for a requested QoS modification to an active MPS for DTS session.

The 3GPP system shall be capable of making authorized QoS modifications for the media flows or a subset of the media flows of an active MPS for DTS session.

The 3GPP system shall support means to allow an MPS Service User to request QoS modifications for an active MPS for DTS session to support Over The Top (OTT) applications.

The 3GPP system shall support means to provide an MPS Service User with an indication that a requested QoS modification of an active MPS for DTS session was successful.
10.2.8
Signalling

The 3GPP system shall support a means for MPS for DTS activation when data service is congested at the request of the MPS Service User, or IoT device.

The 3GPP system shall support a means for MPS for DTS activation when data service is congested at the request of a roaming MPS Service User.
10.2.9
General support of service

The 3GPP system shall support MPS for DTS, a generic priority packet transport service that applies independently of the specific data application being used, using an UE with an MPS subscription.

The 3GPP system shall support an end-to-end MPS for DTS connection between an MPS subscribed UE and an MPS capable enterprise network.

The 3GPP system shall support authorized MPS capable enterprise network activation of MPS for DTS to MPS subscribed UEs on demand based on operator policy.

The 3GPP system shall support means for an MPS Service User to initiate an MPS for DTS session during international roaming using a UE configured for MPS with the MPS capable visited PLMN outside the home country based on operator policy (e.g., bi-lateral agreements between operators).

The 3GPP system shall support an MPS subscription that is not associated with a particular UE to allow an MPS Service User to invoke MPS from a UE that does not have an MPS subscription.

The 3GPP system shall support authorized MPS capable enterprise network activation of MPS for DTS for remote MPS subscribed IoT devices associated with the enterprise network on demand based on operator policy.
---------- End of Change ----------
