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Abstract: This document includes in the VIAPA technical specification the service requirements for processional audio/video originated in the AVPROD study [1] related to

· Non-public networks

· Clock synchronization

· Network exposure

· Service continuity 

[1]
3GPP TR 22.827: “Study on Audio-Visual Service Production” 

---------- Use Case template ----------

5
Service requirements

5.1
Non-public network requirements
Based on MNO and NPN policy, the 5G system shall support a mechanism to enable MNO to update the subscription of an authorized UE in order to allow the UE to connect to a desired NPN. This on-demand mechanism should enable means for a user to request on-the-spot network connectivity which is authorized by its MNO.
The 5G system shall enable an NPN to be able to request a third-party service provider to perform alternative (e.g., to AKA) authentication with non-3GPP identities and credentials to be used for UE network access authentication in non-public networks based on non-3GPP identities and credentials supplied by the third party service provider.
The 5G system shall enable an NPN to support multiple third-party service providers.
The 5G system shall enable an NPN to be able to request a PLMN to perform NPN access network authentication of a UE based on 3GPP identities and credentials supplied by the PLMN.
Based on operator policy, the 5G system shall support a mechanism to provision on-demand connectivity (e.g. IP connectivity for remote provisioning). The 5G system shall support an on-demand mechanism for a user (human or software) to request on-the-spot network connectivity while providing operators with identification and security tools for the provided connectivity.

The 5G system shall support a secure mechanism for a network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.

In the event of a loss of communication between RAN and core network, the 5G system shall be able to restore a network function within 1 s after reconnection of RAN and core network.
5.2
Application specific requirements

The 5G system shall enable AV production workflows based on open standards and be agnostic to the data carried [2].
5.3
Clock synchronization 
The 5G network shall be able to provide a time reference information to a 3rd party application as a master clock with an accuracy of 1 microsecond.
5.4
Network Exposure Requirements
The 5G system shall support mechanisms to allow 3rd party application to update the UE configuration for a UE or group of UEs using the application
5.5
Service Continuity 
The 5G system shall be able securely reconnect within 20 ms from UE starting first network connection attempt after a UE network connection loss. 

The 5G system shall support seamless uplink and downlink service continuity maintaining the performance requirements while switching between co-located PLMN and NPN (e.g., due to mobility).

The 5G system shall support seamless service continuity maintaining the performance requirements: for an uplink stream while performing traffic steering, switching, and splitting among co-located PLMN(s) and NPN(s); for downlink while switching between co-located PLMN and NPN.

