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Abstract: This contribution proposes description of supporting non-public networks as private slices.
Discussion
One objective of the eCAV SID is to support NPNs as private slices. However, the use case description is missing. This contribution proposes some analysis and adds description of this use case.
Proposal

It is proposed to add the following descriptions in TR 22.832.
***************************Start of Change **************************
5.X
Non-public networks as private slices
5.X.1
Description

In one typical deployment scenario, a NPN can be deployed for dedicated enterprises purpose, in a localized area (a stadium, a hall for concert, a workshop in a factory, or a container terminal). Moreover, a NPN is deployed as a standalone network where all the network functions belong to this NPN are deployed closely and localized in the enterprise. All the communications generated from this NPN are closed-loops within this NPN.
Different NPNs/enterprises may have different service requirements. 
· Typically, all the UEs connecting to the same NPN share the same service need, e.g. UEs in the same NPN share the same communication pattern. 

· Moreover, enterprise devices behaviour can be expected, e.g. the AGVs in a factory moves along a designated route. Therefore, the 5G system can be customized and optimized according to the service requirements of different enterprises. 
5.X.2
Pre-conditions

An operator deploys NPNs as private slices for different enterprises.
5.X.3
Service Flows

Case A: 

NPN A is deployed in a logistics warehouse and provides communication services among AGVs (Automatic Guided Vehicle). These AGVs communicate with each other to avoid collision. 

· The AGVs closed to each other may join in one group and IP-based multicast is used within this group. Other kinds of communication mechanism such as SMS over NAS are not supported in NPN A. 

· The traffic shall not be routed outside NPN A. NPN A provides closed-loop process control for communications among different AGVs. Lawful interception is not requried. Roaming and interworking with another network (including PLMN and other NPNs) are not required. 

· All the AGVs belong to the factory. Monitoring of traffic may be required for netowrk management purpose but accounting and charging for each separated AGV is not required.

Case B: 

NPN B is deployed in a localized area that can be covered using one logical NG-RAN node. One logical NG-RAN node can support more than 10000 cells. With distributed access architecture, one logical NG-RAN node is enough for a localized area coverage. Therefore, a small scale of 3GPP system is needed. 
· In NPN B, a UE will never moves out of the logical NG-RAN node. An optimized mobility management mechanism is required.

Case C: 

NPN C is deployed and managed with the support of PLMN. The MNO can also provide network O&M using the overall O&M system which support both PLMN and NPN. At the meantime, the overal O&M system provides the enterprise owner full access to its monitoring data and O&M functions and tasks.
In the different deployment scenarios listed above, each NPN can be deployed with the necessary services and procedures according to the service requirements. In this way, the 5G system network resource can be efficiently used for NPN.
5.X.4
Post-conditions

Not applicable.
5.X.5
Existing features partly or fully covering the use case functionality
5G system supports two deployment modes i.e. Standalone NPN and Public network integrated NPN.
5.X.6
Potential New Requirements needed to support the use case
The 5G system shall be able to support the private slice deployment. It allows the operator to provide customized networks for NPN where:

· a NPN can be deployed as a standalone network which is closely and localized deployed in an enterprise;

· the subscription data and user traffic in different NPNs are safely separated;

· a NPN is composed and built by the necessary elementary functions according to the service requirements of the enterprise;
· optimized mobility management mechanism is supported;
· different NPNs deployed by the same operator can be managed in unified network management system of the operator;

· the unified network management system shall be able to provide the enterprise owner full access to its NPN monitoring data and O&M functions and tasks.
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