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Abstract: This contribution is update to section 5.6

Discussion & Proposal
In this contribution, missing requirements are clarified
It is proposed to agree on the text proposal below.


<<<<<<<<<<<<<<< Text Proposal >>>>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc1761938]5.6	Isolated deployment of Radio Access Through UAV
[bookmark: _Toc1761939]5.6.1	Description
There is a limit in the flying time of UAV and this in turn impact the operating time of a network mounted on the UAV.
In some scenario such as remote isolated location, a UAV can be deployed to area where no backhaul connectivity is needed for a private group of users. 


Figure 5.6.1-1: Use of airborne-network for an isolated situation.
[bookmark: _Toc1761940]5.6.2	Pre-conditions
The airborne-network is implemented over a UAV carrying network equipment. It is dispatched to areas where there is no communication infrastructure on the ground. Due to technical limitation such as weight and battery capacity, the maximum flying time of the airborne-network is limited (e.g.1 hours).
[bookmark: _Toc1761941]5.6.3	Service Flows
For a construction project in a remote area where no wire line communication equipment is installed, there are two remote operation regions. To assist communication among construction equipment and workers, it is decided to use airborne-network. Following is time line of the events.
-	UAV1 equipped with airborne network is deployed in the remote area. This airborne-network is located where it can provide communication service for the UEs both in region 1 and in region 2.
-	The construction equipment and workers in the region 1 and 2 move around. Based on many factors such as the requirement of communication service, the position of construction equipment, power constraints and so on, the UAV mounting the network equipment adjusts its location to provide optimal communication service, while minimizing its power consumption.
-	Because the airborne network is deployed in the remote area, backhaul connectivity is not available. Because the communication service among the UEs covered by the airborne network is possible, the UEs on the ground identify to which UEs it can communicate before actually transmitting data. Because the buffering capability of airborne network is limited, data which cannot be forwarded by the airborne-network should not be delivered to the airborne-network. 
[bookmark: _Toc1761942]5.6.4	Post-conditions
UEs within the remote area can reliability communication to each other.
[bookmark: _Toc1761943]5.6.5	Existing features partly or fully covering the use case functionalityPotential Impacts or Interactions with Existing Services/Features
TS 22.346 section 5.2.2 includes following requirements for IOPS:
-	Public Safety Ues UEs served only by an Isolated E-UTRAN will not possess user plane connectivity to an external IP network due to the absence of backhaul connectivity to the Mobile Operator Network. The Isolated E-UTRAN may support Selected IP Traffic Offload at the Local Network, compatible with the service principles defined in [2], in order to provide connectivity to external IP networks (e.g. internet) when a backhaul connection (limited or otherwise) is present.
-	The Isolated E-UTRAN shall be able to establish 'local routing' and ProSe Group Communication for the Public Safety Ues UEs in coverage of the Isolated E-UTRAN.
-	The Isolated E-UTRAN shall allow Public Safety Ues UEs under its coverage to initiate and maintain voice and data communications with other Public Safety Ues and groups under the coverage of the Isolated E-UTRAN.
-	The Isolated E-UTRAN shall be capable of informing served Public Safety Ues UEs about which other Public Safety Ues UEs the Isolated E-UTRAN is serving. The Isolated E-UTRAN shall support restrictions upon the provision of this information according to security policy.
NOTE:	For example, information on users within a served user's organization could be sent to that served user, and information on users could be provided to other users within the same group. Lists of served users and/or served groups could be obtained from the network or could be compiled from information collected from the Ues UEs served by the isolated system.
Above existing requirements have following restriction:
-	Only Public Safety UEs are allowed. Other types of UEs are not considered. Thus, there is no support for non Public Safety UEs
-	The operation is limited to E-UTRAN. NG-RAN is not considered. Thus, the requirement is not applicable for 5G system.
-	The operation is limited to radio access network with no/limited backhaul. Thus, the case where an isolated system includes the core network with backhaul but without data network connectivity is not supported.
[bookmark: _Toc1761944]5.6.6	Potential New Requirements needed to support the use casePotential new requirements
Editor's note:	How to capture that IOPS functionality can be applicable also to other scenarios (e.g. non Public Safety UEs, UAV scenario, NG-RAN, 5G Network)is FFS
Editor's note:	It is FFS whether other requirements can be introduced from this use case.
[bookmark: _GoBack]The Isolated NG-RAN mounted on UAV shall be able to support local routing for data communication among UEs served by the NG-RAN

The Isolated NG-RAN mounted on UAV shall be able to optimize data communication and power consumption of the NG-RAN and the UEs served by the NG-RAN, e.g by minimizing unnecessary transmission
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