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See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
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Classification of the Work Item and linked work items
2.1
Primary classification
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent Work Item 
	Parent Work Items 

	Unique ID
	Title

	N/A
	N/A


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	830020
	Study on enhancements for cyber-physical control applications in vertical domains (FS_eCAV)
	Antecedent study item

	800014
	Study on Audio-Visual Service Production (FS_AVPROD)
	Antecedent study item covering UE onboarding in non-public networks

	800007
	Service requirements for cyber-physical control applications in vertical domains
	Previous normative work in SA1 to specify service requirements

	720005
	New Services and Markets Technology Enablers (SMARTER)
	Stage 1 work item

	790001
	New Services and Markets Technology Enablers – Phase 2 (SMARTER_Ph2)
	Stage 1 work item

	790004
	QoS Monitoring
	Stage 1 for all QoS monitoring, including for control applications.

	750004
	Study on Communication for Automation in Vertical Domains
	Antecedent study item for Release 16

	760007
	Feasibility Study on LAN Support in 5G
	Antecedent study item for Release 16


3
Justification

Cyber-physical control applications require very high levels of communication service availability and some of them also require a very low end-to-end latency as well as real-time capabilities. Control-related studies FS_CAV (TR 22.804), FS_5GLAN (TR 22.821), and FS_eCAV (TR 22.832) had a more detailed look at cyber-physical control applications and related potential 5G service requirements. These studies also addressed new and enhanced requirement aspects such as the support of IEEE 802.1 functionalities for real-time Ethernet, the isolation of communication services, and non-public networks. 

Rel-16 work on cyberCAV specified service requirements for cyber-physical control applications in vertical domains in TS 22.104 and TS 22.261.

In the context of this WID, cyber-physical systems are to be understood as systems that include engineered, interacting networks of physical and computational components. Also, control applications are to be understood as applications that control physical processes. 

This work item is to provide more specific 5G service requirements for cyber-physical control applications in vertical domains, 5G service requirements on enhancements for cyber-physical control applications in vertical domains, and new 5G service requirements for specific aspects. 

The work item is based on corresponding studies in Rel-17, especially FS_eCAV, and the examination of the respective mechanisms by individual members and relevant cyber-physical control and automation industry organizations, such as 5G-ACIA. It is expected that in the process of Rel-16 stage 2/3 development, areas may be identified that require additional service functionality/requirements in order to enhance the applicability of 5G systems to vertical domains.
4
Objective

The objective of this work item is to identify further Stage 1 5G service requirements for cyber-physical control applications in vertical domains. 

Relative to the Rel-16 baseline, there are more specific requirements or additional requirements for closely-related additional functionality in order to improve the applicability of 5G systems to vertical domains.
The aspects addressed for further cyberCAV Stage 1 service requirements in this work item will be restricted to:

· Industrial Ethernet integration, which includes time synchronization, different time domains, integration scenarios, and support for time-sensitive networking (TSN);

· Non-public networks, non-public networks as private slices, and further implications on security for non-public networks;

· Network operation and Maintenance in 5G non-public networks for cyber-physical control applications in vertical domains; Enhanced QoS monitoring, communication service and networks diagnostics; Communication service interface between application and 5G systems, e.g. information to network for setting up communication services for cyber-physical control applications and corresponding monitoring;
· Network performance requirements for cyber-physical control applications in vertical domains;

· Positioning with focus on vertical directions / dimension for Industrial IoT

· Device-to-device/ProSe communication for cyber-physical applications in vertical domains;

This specification will not address asset tracking use cases, medical use cases, relay use cases, audio-video production use cases, UAV use cases, NCIS use cases, FRMCS use cases, nor mission-critical use cases. 

. 
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	─ 
	─
	─
	─
	─
	─


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 22.104
	Add further service and network functionality requirements for cyber-physical control applications in vertical domains; see Section 4 for a complete list.
	#86
	Major contributions (80%) by SA#85

	TS 22.261
	Add further service and network functionality requirements for cyber-physical control applications in vertical domains; see Section 4 for a complete list.
	#86
	Major contributions (80%) by SA#85
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Work item Rapporteur(s)
Bahr, Michael, Siemens AG, bahr et siemens dod com
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Work item leadership

SA1
8
Aspects that involve other WGs
9
Supporting Individual Members
{At least 4 supporting Individual Members are needed. There is an expectation that these companies will provide resources to progress the work. Note that having 4 supporting companies is a necessary but not sufficient condition: the usual TSG approval process by consensus is needed for the WID approval.} 

	Supporting IM name

	Siemens

	Huawei

	Sony

	BMWi

	Volkswagen AG

	Ericsson

	Nokia

	Nokia Shanghai Bell

	Fraunhofer IIS

	Intel

	Sennheiser

	KDDI

	ZTE

	Telecom Italia

	InterDigital

	Mitsubishi Electric


