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Abstract: This contribution proposes a use case where a cascading effect is avoided.

Discussion & Proposal
This contribution includes a new use cases for FS_MINT. In this use case, when one network is down due to some reason, other network controls the access from neighbor network’s UEs, to avoid any domino effect.
It is proposed to agree on the text proposal below.


<<<<<<<<<<<< Text Proposal >>>>>>>>>>>>>>>>>


5.x	Network protection for surge of incoming users during disaster
[bookmark: _Toc355779204][bookmark: _Toc354586742][bookmark: _Toc354590101]5.x.1	Description
When one network is impacted by disasters, almost all UEs of that network may try to access other available neighboring networks. 
In case of international roaming, the number of incoming UEs of foreign country to one network is very small compared to the number of the network’s own users. However, in case of roaming caused when one network is out of order due to disaster, the number of incoming UEs from neighboring network is in the same order of the number of one network’s own UEs. If the load of accepting network is already high, additional UEs from neighboring network can cause domino effect, i.e., the accepting network may also soon goes out of order.
Thus, it should be taken into consideration how to effectively protect one network in case other neighboring network is impacted by disaster. 
[bookmark: _Toc355779205][bookmark: _Toc354586743][bookmark: _Toc354590102]5.x.2	Pre-conditions
In country A, there are two networks, one is HNetwork and the other is NNetwork. Both networks provide connectivity service in TownBig and have same number of subscribers, which is 1 million. Considering several factors such as spectrum, characteristics of subscribers, the location of deployed equipment are quite different among the operators. So, it is unlikely that both networks cannot provide connectivity service at the same time. 
The network HNetwork and the network NNetwork establishes a special agreement  so that the two networks provide services to users of each other only during critical disasters where the other network cannot provide services to its home customer.
Also, it is assumed that only radio access network of one PLMN is interrupted while core network of the PLMN is not interrupted. So, in the service flow in section 5.x.3, the NNetwork can contact HNetwork to check whether the UE is valid or not. 
Tony, with subscription to FNetwork of country B, travels to country A. Initially, Tony’s UE registers itself to HNetwork.
[bookmark: _Toc355779206][bookmark: _Toc354586744][bookmark: _Toc354590103]5.x.3	Service Flows
Following is one example service flow: 
1.	Disaster such as fire hits the radio access networks of HNetwork in TownBig. All radio access network of HNetwork in TownBig are damaged and cannot function properly. As a result, all UEs with subscription to HNetwork located in TownBig start scan of other available networks and select NNetwork to get connectivity service. 
2.	NNetwork is notified of service interruption in HNetwork and decides to provide service to users of HNetwork. 
3.	UEs of HNetwork start accesses to NNetwork to register and get connectivity service.
4.	As load of NNetwork goes up, NNetwork decides to apply access control so that 50% of access request from UEs from NNetwork is reduced while imposing no access restriction to its own home UEs. At the same time, NNetwork does not limit access from Tony’s UE, because this UE is not from HNetwork and from foreign country.
5.	As load of NNetwork further goes up, NNetwork decides to prevent all access request from UEs from HNetwork except some prioritized services such as emergency calls. Still, NNetwork does not apply access limitation to its own users. 

[bookmark: _Toc355779207][bookmark: _Toc354586745][bookmark: _Toc354590104]5.x.4	Post-conditions
NNetwork can control congestion by preventing access from UEs of neighboring network, while providing subscribed QoS to its home UEs. 
[bookmark: _Toc355779209][bookmark: _Toc354586747][bookmark: _Toc354590106]
5.x.5	Existing features partly or fully covering the use case functionality
TS 22.261 and TS 22.011 specifies requirements related to access control, e.g. unified access control, access class barring, etc. However, the specified access control mechanism does not provides tools for operator to apply different access barring among its home UEs and inbound roaming UEs.
In addition, the specified access control mechanism does not provides tools for operator to apply different access barring among inbound roaming UEs from different PLMNs. i.e, regardless of the PLMN to which a UE is subscribed, different incoming UEs use same access barring parameters. 

5.x.6	Potential New Requirements needed to support the use case
[R.5.x5-001]	 The 3GPP system shall be able to provide mechanism for one network to apply different access barring parameters to in-bound roaming UEs than its home own UEs.
[R.5.x5-002]	The 3GPP system shall be able to provide mechanism for one network to use different access barring parameters to UEs based on the PLMNs from which the UEs roam.

