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Abstract: This paper discusses propose handling of SA1 response to the RAN2 LS (R2-1816068) on RRCReject T302 Timer Exemption for MPS and MCS.
1
Introduction
This paper discusses proposals to handle the LS (S1-183255) from RAN2 asking “if MPS and MCS subscribers should be exempt from the RRC Reject message with ‘waitTime’ timer to receive the same prioritized treatment as mobile originated Emergency Calls and MT access?” 

2
Background: RAN2 LS

Currently in NR, all access attempts following an RRCReject message reception by the UE are subject to re-attempt delay by timer T302, except for Emergency calls and MT access. For those attempts not exempted, only after T302 expiration the UE is allowed to make a new access attempt.

RAN2 LS asks SA1 to answer the question if MPS and MCS subscribers should be exempt from the RRC Reject message with ‘waitTime’ timer to receive the same prioritized treatment as mobile originated Emergency Calls and MT access?
3
Discussion at SA1#84

The following points were discussed at SA1#84 in S1-183684 as SA1 views and understanding:

· MPS and MCS are two services, used by MPS UEs and MCS UEs respectively, that need to be handled with high priority compared to normal UEs. 

Analysis: The 3GPP system MUST handle all three services (Emergency, MPS and MCS) with high priority.

· The text in TS 22.261, section 6.22.2.2, Access Identities, specifies that Access Identity 1 is used by UEs configured for MPS and Access Identity 2 is used by UEs configured for MCS. SA1 also understands that CT1 specification TS 24.501 is consistent on this aspect where section 4.5.6 specifies that a UE configured for MPS or MCS uses the RRC establishment cause value “mps-Priority-Access” or “mcs-Priority-Access” respectively and Access Identities 11 to 15 are handled in the same way with “high-Priority-Access”. SA1 understanding is that when an RRC establishment request from a UE is rejected by a RAN node, then wait timer T302 is started and the RAN2 LS is asking if a MPS or MCS UE can override this wait timer. 

Analysis:  The specific design of the stage 3 procedures for access control of Emergency, MPS and MCS is left to the downstream groups (CT1 and RAN2).  There may be differences in the actual stage 3 procedures for the access control.  However, the stage 3 procedures should not inadvertently allow Emergency calls to inadvertently deny access to MPS and MCS.

· It is important that the RAN node is not rejecting RRC establishment requests from a MPS or MCS UE, in an overload situation created by high intensity of RRC establishment requests for Emergency calls. Since a MPS or MCS UE is always making a RRC establishment request with a high priority establishment cause value, it is expected that the RAN node will not reject a request from a MPS UE and MCS UE except in extreme circumstances. Therefore, it should only be in extreme overload situations when a RAN node should reject MPS and MCS UEs (e.g., when the overload situations is being created by the MPS and MCS UEs). 

· For a normal UE, i.e. Access Identity 0, the situation is very different since access attempts can be of different Access Categories. This means that an RRC establishment request from a normal UE is of lower priority and therefore can be rejected and T302 wait timer started. When the T302 wait timer is running that UE cannot make any new request for an RRC connection. This is the reason why an Emergency access attempt (Access Category 2) is exempt from barring.

Analysis:  Consensus could not be reached on the point that it is important that the RAN node is not rejecting RRC establishment requests from a MPS or MCS UE, in an overload situation created by high intensity of RRC establishment requests for Emergency calls.  

Although there is no specific requirement on this specific aspect, the following text description in section 6.7.1 of TS 22.261 provides informative guidance.

 “The network needs to allow multiple services to coexist, including multiple priority services (e.g., Emergency, MPS and MCS) and must provide means to prevent a single service from consuming or monopolizing all available network resources, or impacting the QoS (e.g., availability) of other services competing for resources on the same network under specific network conditions.  For example, it is necessary to prevent certain services (e.g., citizen-to-authority Emergency) sessions from monopolizing all available resources during events such as disaster, emergency, and DDoS attacks from impacting the availability of other priority services such as MPS and MCS.”

4
Conclusions

The following should be provided in the response to LS:

1. SA1 view that MPS and MCS be treated with high priority, and since a MPS or MCS UE is always making a RRC establishment request with a high priority establishment cause value, it is expected that the RAN node will not reject a request from a MPS UE and MCS UE except in extreme circumstances. Therefore, it should only be in extreme overload situations when a RAN node should reject MPS and MCS UEs.
2. The following text description in section 6.7.1 of TS 22.261:

“The network needs to allow multiple services to coexist, including multiple priority services (e.g., Emergency, MPS and MCS) and must provide means to prevent a single service from consuming or monopolizing all available network resources, or impacting the QoS (e.g., availability) of other services competing for resources on the same network under specific network conditions.  For example, it is necessary to prevent certain services (e.g., citizen-to-authority Emergency) sessions from monopolizing all available resources during events such as disaster, emergency, and DDoS attacks from impacting the availability of other priority services such as MPS and MCS.”

Alternatively, if, SA1 view is that the cited informative material is not enough, the implied requirements could be included in TS 22.261.  
