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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

characteristic parameter: numerical value that can be used for characterising the dynamic behaviour of communication functionality from an application point of view.

clock synchronicity: the maximum allowed time offset within a synchronisation domain between the master clock and any individual UE clock. 

NOTE 1: Clock synchronicity (or synchronicity) is used as KPI of clock synchronisation services.

clock synchronisation service: the service to align otherwise independent user-specific UE clocks.
communication service availability: percentage value of the amount of time the end-to-end communication service is delivered according to an agreed QoS, divided by the amount of time the system is expected to deliver the end-to-end service according to the specification in a specific area.

NOTE 2:
The end point in "end-to-end" is assumed to be the communication service interface.

NOTE 3:
The communication service is considered unavailable if it does not meet the pertinent QoS requirements. If availability is one of these requirements, the following rule applies: the system is considered unavailable in case an expected message is not received within a specified time, which, at minimum, is the sum of maximum allowed end-to-end latency and survival time.

NOTE 4:
This definition was taken from TS 22.261 [2].

----------------------------------------------- End of the 2nd change -------------------------------------------------------------------
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5.7
Positioning performance requirements
High accuracy positioning is becoming essential for Factories of the Future. The reason for this is that tracking of mobile devices as well as mobile assets is becoming increasingly important in improving processes and increasing flexibility in industrial environments,

Table 5.7-1 below lists typical scenarios and the corresponding high positioning requirements for horizontal accuracy, availability, heading, latency and UE speed.

NOTE:
The column on "Corresponding Positioning Service Level in TS 22.261" maps the scenarios listed in Table 5.7-1 to the service levels defined in TS 22.261 [2] which also include corresponding vertical accuracy requirements.
Table 5.7-1: Positioning performance requirements

	Scenario
	Horizontal accuracy
	Availability
	Heading
	Latency for position estimation of UE
	UE Speed
	Corresponding Positioning Service Level in TS 22.261

	Mobile control panels with safety functions (non-danger zones)
	< 5 m 
	90 %
	N/A
	< 5 s
	N/A
	Service Level 2

	Process automation – plant asset management
	< 1 m
	90 %
	N/A
	< 2 s
	< 30 km/h
	Service Level 3

	Flexible, modular assembly area in smart factories (for tracking of tools at the work-place location)
	< 1 m (relative positioning)
	99 %
	N/A
	1 s
	< 30 km/h
	Service Level 3

	Augmented reality in smart factories
	< 1 m
	99 %
	< 0,17 rad 
	< 15 ms
	< 10 km/h
	Service Level 4

	Mobile control panels with safety functions in smart factories (within factory danger zones)
	< 1 m
	99,9 % 
	< 0,54 rad
	< 1 s
	N/A
	Service Level 4

	Flexible, modular assembly area in smart factories (for autonomous vehicles, only for monitoring proposes)
	< 50 cm
	99 %
	N/A
	1 s
	< 30 km/h
	Service Level 5

	Inbound logistics for manufacturing (for driving trajectories (if supported by further sensors like camera, GNSS, IMU) of autonomous driving systems))
	< 30 cm (if supported by further sensors like camera, GNSS, IMU) 
	99,9 %
	N/A
	10 ms
	< 30 km/h
	Service Level 6

	Inbound logistics for manufacturing (for storage of goods)
	< 20 cm
	99 %
	N/A
	< 1 s
	< 30 km/h
	Service Level 7


----------------------------------------------- End of the 3rd change ----------------------------------------------------------------------
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Annex A (informative):
Summary of service performance requirements

A1
About the vertical domains addressed in this Annex

A vertical domain is an industry or group of enterprises in which similar products or services are developed, produced, and provided. 
The vertical domains addressed in this Annex are

-
Factories of the Future (A.2);

-
rail-bound mass transit (A.3);

-
electric-power distribution (A.4); and
-
central power generation (A.5).
----------------------------------------------- End of the 4th change ----------------------------------------------------------------
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Annex B (informative):
Communication service errors

B1
Introduction

IEC 61784-3-3 describes fundamental communication errors that can be identified for applications with functional safety requirements [3]. The description of these communication errors is adjusted to field buses. These errors may however also occur in other communication systems. As explained in Annex C, some of these errors are also used for the assessment of communication services that do not support safety-critical applications.
----------------------------------------------- End of the 5th change ------------------------------------------------------------------
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C2.2
Characteristic parameters
… …
Parameter description

Communication service availability
This parameter indicates if the communication system works as contracted ("available"/"unavailable" state). The communication system is in the "available" state as long as the availability criteria for transmitted packets are met. The service is unavailable if the packets received at the target are impaired and/or untimely (e.g. update time > stipulated maximum). If the survival time (see Table C.2.3-1) is larger than zero, consecutive impairments and/or delays are ignored until the respective time has expired.

End-to-end latency

This parameter indicates the time allotted to the communication system for transmitting a message and the permitted timeliness.

Communication service reliability
Mean time between failures is one of the typical indicators for communication service reliability. This parameter states the mean value of how long the communication service is available before it becomes unavailable. For instance, a mean time between failures of one month indicates that a communication service runs error-free for one month on average before an error/errors make the communication service unavailable. Usually, an exponential distribution is assumed. This means, there will be several failures where the time between two subsequent errors is below the mean value (1 month in the example).
Communication service availability and communication service reliability (mean time between failures) give an indication on the time between failures and the length of the failures.
Service bit rate

a) deterministic communication

The target value indicates committed data rate in bit/s sought from the communication service. This is the minimum data rate the communication system guarantees to provide at any time, i.e. in this case target value = user experienced data rate. 

b) non-deterministic communication

The target value indicates the target data rate in bit/s. This is the information rate the communication system aims at providing on average during a given (moving) time window (unit: s). The user experienced data rate the lower data rate threshold for any of the time windows.

Update time

Applicable only to periodic communication, the update time indicates the time interval between any two consecutive messages delivered from the egress (of the communication system) to the application.


Traffic classes

In practice, vertical communication networks serve applications exhibiting a wide range of communication requirements. In order to facilitate efficient modelling of the communication network during engineering, and for reducing the complexity of network optimisation, disjoint QoS sets have been identified. These sets are referred to as traffic classes [6]. Typically, only three traffic classes are needed in industrial environments [6], i.e.

-
deterministic periodic communication; 

-
deterministic aperiodic communication; and 

-
non-deterministic communication.

Deterministic periodic communication stands for periodic communication with stringent requirements on timeliness of the transmission.

Deterministic aperiodic communication stands for communication without a pre-set sending time. Typical activity patterns for which this kind of communication is suitable are event-driven actions.

Non-deterministic communication subsumes all other types of traffic. Periodic non-real time and aperiodic non-real time traffic are subsumed by the non-deterministic traffic class, since periodicity is irrelevant in case the communication is not time-critical.
----------------------------------------------- End of the 6th change --------------------------------------------------------------
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C4
Timeliness as an attribute for timing accuracy
C4.1
Overview

There are several time parameters in dependability assessment. A required value is specified for every time parameter. This value can be a maximum, mean, modal, minimum etc. Typically, there is a deviation from the desired value to the actual value. Jitter is often used to characterise this variation. Since jitter generally is used for characterising the behaviour of a measured parameter, for instance the scatter of measured end-to-end latencies ("the world as it is"), it can be quite confusing to use it for formulating service performance requirements ("the world as we want it to be"). What is needed is a concept and related parameters that allow for formulating and talking about the end-to-end latency requirements in Clause 5 and Annex A.
The most important attribute is timeliness. Timeliness can be formulated a permitted interval for the actual value of the time parameter. Accuracy, earliness and lateness describe the allowed deviation from a target value. Accuracy is the magnitude of deviation. It can be negative (early) or positive (tardy).

----------------------------------------------- End of the 7th change --------------------------------------------------------------

