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Abstract: Several aspects of the emergency care use case are addressed in this contribution to bring the use case into alignment with the SA1 objective of producing a high quality TR focused on developing useful new 3GPP system requirements.
The specific text changes fall into the following topics:

1) The table in 5.3.2.6 is clearly labelled as potential requirements.

2) Editor’s notes are added for potential requirements 5.3.2.6-2 and 5.2.3.6-3. As currently written, they do not provide sufficient context for downstream groups to determine the full scope of the requirement. 
Proposed text changes:
5.3.2
Emergency care – Ultrasound examination and remote interventional support
…
5.3.2.6
Potential New Requirements needed to support the use case
	Reference number
	Potential Requirement text
	Application / transport
	Comment

	5.3.2.6-1
	The 5G system shall support simultaneous unicast transmission of one 100Mbps compressed 4k (3840x2160 pixels) 60Hz real time video stream and one uncompressed 80Mbps 500x500 pixels 20Hz real-time video stream for a communication service consuming resources from a PLMN.
	T
	This combination is not listed in URLLC requirements of 3GPP TS 22.261

	5.3.2.6-2
	The 5G system shall support a one way latency <5ms from source to a remote application for a communication service consuming resources from a PLMN. 

Editor’s Note: This requirement needs to include the area over which the 1.5ms latency applies.

	T
	

	5.3.2.6-3
	The 5G system shall support a high communication service availability > 99,999% for real time video streams transporting medical data
Editor’s Note: A KPI for service availability without additional context (e.g., latency, #of UEs, service area, survival time) does not provide sufficient context for downstream groups.
	T
	

	5.3.2.6-4
	The 5G system shall provide suitable APIs to allow use of a trusted 3rd party provided integrity protection mechanism for data exchanged with an authorized UE served by a 5G communication service.
	T
	Editor’s note: Check if this requirement is already covered by BRMNS or FS_BMNS


