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5.3.18.1
Description

In the Factories of the Future, static sequential production systems will increasingly be replaced by novel, modular production systems offering high production flexibility and versatility. The concept of modular production systems encompasses a large number of increasingly mobile production assets, for which powerful wireless communication and localisation services are required. An example quantity structure for car manufacturing is provided in Annex E.

NOTE: 
The communication streams in this use case will usually have to coexist with those of other applications, e.g., massive wireless sensor networks (Clause 5.3.8) and remote access and maintenance (Clause 5.3.9).
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5.3.19.3
Service flows

The following tables describe the individual service flows for steps (1) and (2) in Figure 5.3.19.1-1 (for more details on the service flows see [45]). The other steps are out of scope for 3GPP. As a courtesy, they are summarised in Annex D for interested readers. Here we assume that the UE is integrated in the field device. We explicitly state "UE" in situations where the differences matters. 

A. Connection - connect field device physically

This step includes the preparation and physical installation of the field device in the automation system. The communication solution chosen is a 5G system. This step has no particular implications for the type-b 5G network.
	Sub-step
	Event
	Name of process/activity
	Description of process/activity

	1
	Field device mounting request
	Prepare field device for connection
	Bring the field device—which is a UE from the 5G system vantage point—to the location it shall be put in operation; unpack the field device; plug in power cable into power supply (if not battery-powered).

	2
	Field device prepared
	Plug in field device
	Bring the field device into the proximity of the 5G radio access point.

	3
	Field device plugged
	Turn on field device
	Switch power button on.


NOTE: The field device may have multiple, different communication ports, both wireless and wired.

B. Discovery - discover field device

This step includes the establishment of a network connection to the type-b 5G network.

	Sub-step
	Event
	Name of process/activity
	Description of process/activity

	1
	Field device switched on
	Recognise newly connected field device
	Field device detects connectivity at lower network layer. Here: type-b 5G connectivity at OSI layer three or two. The UE compares the network ID with what is stored in the field device. If PLMNs are accessible the field device does not join them since their network ID does not match the stored value.

	2
	Field device recognised
	Assign network address
	Network access authentication: mutual authentication of field device and type-b 5G network using available, persistent credentials for type-b network access.

	3
	Field device is addressable via the network
	Notify field device management
	Announce the field device to the field device management server to start configuring it. This can, for instance be done by the field device itself.
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5.6.3.6
Potential requirements

	Reference number
	Requirement text
	Application / transport
	Comment

	Electric Power Distribution 2.1
	The 5G system shall support highly performant traffic with voltage measurement intervals in the order of 200 ms for a communication group of up to 100.000 UEs and payload sizes of approximately ~ 100 bytes.
	T
	

	Electric Power Distribution 2.2
	The 5G system shall support highly performant traffic with transmitting measurements and control commands with an end-to-end latency in the order of ~ 100 ms.
	T
	

	Electric Power Distribution 2.3
	voltage control procedures for local, decentralised grids with minimum end-to-end latency, and maximum reliability and privacy 
	T
	

	Electric Power Distribution 2.4
	The 5G system shall ensure that critical data traffic for power utilities is not disturbed by other traffic even at peak times of load on the user plane. 
	T
	

	Electric Power Distribution 2.5
	The 5G system shall support data integrity protection and message authentication, even for communication services with ultra-low latency and ultra-high reliability requirements 
	T
	

	Electric Power Distribution 2.6
	The 5G system shall support hot-plugging in the sense that new devices may be dynamically added to and removed from a voltage control application, without any observable impact on the other nodes.
	T
	

	Electric Power Distribution 2.7
	The 5G system shall not violate valid, general privacy principles applicable for electrical networks in general, and support data minimisation and user consent if any data collection such as frequency and impedance measurements in the local smart grid are unavoidable for providing the required services.
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5.7.5.4 
Post-conditions

All communication services related to the maintenance action have been disengaged (torn down). The wind power plant communication network is mostly in the same configuration as before the service flows in Clause 5.7.5.3. Furthermore, communication services for the added continuous data analytics functionality for predictive maintenance are running.
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8.2.6
Other general requirements 

	Reference number
	Requirements
	Use case requirement 

reference

	Ogr.6
	The 5G system shall support deterministic cyclic data communication.
	

	Ogr.7
	The 5G system shall support deterministic and nondeterministic aperiodic traffic
	

	Ogr.1
	The 5G system shall support UE mesh networks with multi-hop functionality.
	Factories of the Future 8.3

	Ogr.2
	The 5G system shall support establishing on-demand communication which can be triggered by the network. 


	Factories of the Future 9.1

Factories of the Future 9.2

	Ogr.3
	The 5G system shall support the capability to provide time-guaranteed communications with a defined pattern. (note)
	Centralised Power Generation 2.1

	Ogr.4
	The 5G system shall support Edge Computing for local processing.
	Factories of the Future 8.5

	Ogr.5
	The 5G system shall support dynamic communication QoS negotiation between UE and the network. 
	Factories of the Future 18.11

	NOTE: The example of the defined pattern can be: when to start the service, during what time interval the service may/may not take place. 
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