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	*** 1st Change ***


6.10
Network capability exposure
6.10.1
Description

3GPP SEES and (e)FMSS features allow the operator to expose network capabilities e.g., QoS policy to 3rd party ISPs/ICPs. With the advent of 5G, new network capabilities need to be exposed to the 3rd party to improve user experience, and efficiently utilize backhaul and application resources).

6.10.2
Requirements

The following set of requirements complement the requirements listed in 3GPP TS 22.101 [6], clause 29.










Based on operator policy, a 5G network shall provide suitable APIs to allow 3rd party to offload one type of traffic (from trusted 3rd party owned applications in the operator's Service Hosting Environment) to/from a UE to a Service Hosting Environment close to the UE's location. 


	*** End of Change ***


