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Abstract: This contribution proposes a use case on local broadcast of UAS identity for inclusion as a new clause in section 5 for TR 22.825.
Proposal
This contribution proposes a use case on local broadcast of UAS identity for inclusion as a new clause in section 5 for TR 22.825.
--- START CHANGES ---
5.x
Use case for local broadcast of UAS identity
5.x.1
Description

According to clause 5.3 of the present document, airspace administration shall be able to query the UTM for identity, location, and associated information about a UAS. However, local broadcast of a UAS identity provides a backup means of ID and tracking if the network is compromised, degraded, or unavailable. If UAS were to locally broadcast their identity and other information, this would allow airspace enforcement or other authorized personnel with the appropriate equipment to discover UAS within proximity.
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5.x.2
Scenario

Police respond to a nuisance complaint about a UAV. Network coverage is not good in this area, and so before attempting to query the UTM to see if any have a live UAV in the area the police responding to the report in the local area uses handheld equipment to scan for any UAS broadcasting their identities in the local area.

Once such a UAS is found, the police may use the received ID to query the UTM for more information, or the police may use information in the ID message itself to trace the source of the messages (either a UAV of a UAV controller).

This could lead to a further request for more data to attempt to make visual contact with (a) the UAV, and (b) the UAV operator. 

5.x.3
Potential service requirements 
Editor’s note: These potential requirements require cross-checking with regulators and UAS OEMs before inclusion into normative work.

The UAS shall be able to locally broadcast its identity and location.
NOTE: the locally broadcast information should not expose personally identifiable information to general users.
The UAS shall be able to locally broadcast its identity via local broadcast with a rate of at least once per 1s.
The UAS shall be able to locally broadcast its identity up to a range of 500m.
--- END CHANGES ---
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Figure 5.x.1-� SEQ Figure \* ARABIC �1�: Data acquisition by law enforcement








