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Abstract: This document provides consolidated potential requirements for TR 22.830. Note that potential requirements related to security (PR 5.1.2-1, PR 5.2.2-6, PR 5.6.2-1, PR 5.6.2-3, PR 5.8.2-4, and PR 5.9.2-3) are added to clause 6 rather than clause 7 in a separate contribution. PR 5.7.2-5 is split into 2 requirements, with one in clause 6 and the other included in clause 7.
Discussion:
The following potential requirements have been identified in the TR.
	Potential Requirement
	Clean up steps taken
	Consolidated potential requirement

	[PR 5.2.2-5] The 3GPP system shall support a mechanism to prevent a UE from accessing a cell it is not authorized to select.
	PR 5.2.2-5, PR 5.6.2-2, PR 5.7.2-4, and PR 5.9.2-4 are very similar. It is proposed to combine them
	The 3GPP 5G system shall support a mechanism to prevent a UE from trying to access a 5G-ANradio resource associated withdedicated to a privatenetwork slice it is not authorized to receive service from.


	[PR 5.6.2-2] The 3GPP system shall support a mechanism to prevent a UE from accessing a private slice it is not authorized to access.
	
	

	[PR 5.7.2-4] A 5G system shall be able to bar UEs from trying to access a network slice they are not authorized to receive service from.
	
	

	[PR 5.9.2-4] The 3GPP system shall be able to bar UEs from trying to access a network slice they are not authorized to receive service from.
	
	

	[PR 5.4.2-1] The 3GPP network shall provide suitable APIs to allow a trusted 3rd party to monitor the status (e.g., locations, lifecycle, registration status) of its own UEs served by a private slice in a specific area that covered by this slice. 
NOTE: The number of UEs could be in the range from single digit to tens of thousands.
	Small clarification is proposed. Additionally, as the API is not limited by the slice coverage area and spatial coverage is addressed in a separate requirement, it is proposed to delete the related prepositional phrase.
	The 3GPP 5G network shall provide suitable APIs to allow a trusted 3rd party to monitor the status (e.g., locations, lifecycle, registration status) of its own UEs when served by itsa private slice in a specific area that covered by this slice.
NOTE: The number of UEs could be in the range from single digit to tens of thousands.

	[PR 5.4.2-2] The 3GPP network shall provide suitable APIs to allow a trusted 3rd party to get the network status information of a private slice dedicated for the 3rd party, e.g., the network communication status between the slice and  a specific UE.
	Unique requirement, no change needed
	The 3GPP 5G network shall provide suitable APIs to allow a trusted 3rd party to get the network status information of a private slice dedicated for the 3rd party, e.g., the network communication status between the slice and a specific UE.

	[PR 5.5.2-1] The 3GPP system shall allow a 3rd party to connect local 5G private and exclusive networks  to an MNO’s Operations System through standardized interfaces.
	Rephrased to align with agreed terminology
	The 3GPP 5G system shall support APIs to allow aallow a 3rd party to connect local 5G private and exclusive non-public networks  to an  be managed by the MNO’s Operations System through standardized interfaces.


	[PR 5.5.2-2] The 3GPP system shall support MNOs to offer spectrum access and/or automatic configuration services (for instance, interference management) to local 5G private and exclusive networks deployed by 3rd parties and connected to an MNO’s Operations System through standardized interfaces.
	Rephrased to align with agreed terminology
	[bookmark: _Hlk515885130]The 3GPP 5G system shall support MNOs to offer spectrum access and/or automatic configuration services (for instance, interference management) to local 5G private and exclusivenon-public networks deployed by 3rd parties and connected to an MNO’s Operations System through standardized interfaces.

	[PR 5.6.2-4] The 3GPP system shall provide suitable APIs to allow a 3rd party infrastructure (i.e., physical/virtual network entities at RAN/core level) to be part of a private network slice.
	Grammatical cleanup
	The 3GPP 5G system shall provide suitable APIs to allow a 3rd party infrastructure (i.e., physical/virtual network entities at RAN/core level) to be part of a private network slice.

	[PR 5.7.2-1] Subject to an agreement between the operators/service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support intersystem mobility between a network slice in an exclusive network and a PLMN.
	Rephrased to align with agreed terminology
If intersystem mobility is agreed to be included as a normative requirement as part of cyberCAV, it does not need to be included in normative BMNS requirements
	Subject to an agreement between the operators/service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support intersystem mobility between a network slice in an non-public exclusive network and a PLMN.

	[PR 5.7.2-2] A 5G system shall support a mechanism to limit slice radio coverage to a specific geographic area.
	Unique requirement, no change needed
	A 5G system shall support a mechanism to limit slice radio coverage to a specific geographic area.

	[PR 5.7.2-3] A 5G system shall support a mechanism to associate a UE with one or more slices such that the UE is not authorized to receive service from any other network or slice.
	It is proposed to separate the two concepts included in this requirement: associating a UE with one or more slices is an existing capability that does not need to be carried forward, authorizing a UE to only receive service from an associated slice is rephrased as a standalone requirement
	A 5G system shall support a mechanism to limit a UE to only receiving service from an authorized slice.  

	[PR 5.7.2-5] Subject to an agreement between a PLMN and a 3rd party, a 5G system shall be able to allow the PLMN to authenticate and authorize UEs for the usage of the 3rd party's own 3GPP network and to operate it in combination with their private network slice(s) in the PLMN.
	Split into 2 requirements. The first to be included in clause 6 as a security consideration, the second to be included in clause 7.
Subject to an agreement between an MNO and a 3rd party, a 5G system shall support a mechanism for the PLMN to authenticate and authorize UEs for access to both the 3rd  party's own 5G network and private slice(s) of the PLMN associated with the 3rd party. 
And
[bookmark: _Hlk518366245]The 5G system shall provide a mechanism to enable an MNO to operate a 3rd party network and private slice(s) of the PLMN associate d with the 3rd party in a combined manner.
	The 5G system shall provide a mechanism to enable an MNO to operate a non-public network and private slice(s) of the PLMN associated with the 3rd party in a combined manner.

	[PR 5.7.2-6] A 5G system shall be able to allow a PLMN to provide suitable APIs to enable the 3rd party to manage its own 3GPP network and its private network slice(s) in the PLMN in a combined manner.
	Rephrased to align with agreed terminology
	A 5G system shall be able to allow a PLMN to provide suitable APIs to enable the a 3rd party to manage its own 3GPP non-public network and its private network slice(s) in the PLMN in a combined manner.

	[PR 5.8.2-1] The 3GPP system shall enable communication service continuity between network slices of exclusive 5G networks and 5G PLMNs if a 5G UE moves from an exclusive 5G network to a 5G PLMN or vice versa.
	Rephrase to align with agreed terminology and noting that type-a or type-b networks may have agreements with an MNO to allow the service continuity, including via untrusted access.
If service continuity, including for is agreed to be included as a normative requirement as part of cyberCAV, it does not need to be included in normative BMNS requirements
	[bookmark: _Hlk515890565]The 3GPP 5G system shall enable communication service continuity between network slices of exclusive 5Gnon-public networks and 5G PLMNs if when a 5G UE moves from an exclusive 5G non-public network to a 5G PLMN or vice versa.

	[PR 5.8.2-2] The 5G system shall support a mechanism to enable uniform monitoring of the position of the asset-tracking UE independent of the network (slice) it is connected to.
	Rephrase to be less service specific
	The 5G system shall support a mechanism to enable uniform monitoring of the position of the asset-tracking a UE independent of the network or network (slice) it is connected to.

	[PR 5.8.2-3] The 5G system shall support a mechanism to provide time stamps with a common time base at the monitoring API, across the different network slices and 5G networks.
	Rephrased for clarity
	[bookmark: _Hlk517880711]The 5G system shall support a mechanism to provide time stamps with a common time base at the monitoring API, for services that across the differentmultiple network slices and 5G networks.

	[PR 5.9.2-1] For autonomous operation in case connectivity inside the network slice is lost, the 3GPP system shall be able to continue operation in unaffected parts of the network slice.
	Merged and rephrased for clarity and 
	For autonomous operation in case connectivity inside the network slice is lost, Tthe 3GPP 5G system shall be able to support full functionality in a private slice continue operation in unaffected parts of the network sliceeven when connectivity to the PLMN is not available.


	[PR 5.9.2-2] The 3GPP system shall be able to setup and operate network slices constrained to a subarea of the 5G network, that can autonomously operate even if connectivity to the other parts of the 5G network is lost.
	
	

	[PR 5.9.2-5] The 3GPP system shall be able to provide network slices through multiple 5G networks so that select communication services of the exclusive 5G network can be extended through a PLMN. The 3GPP system shall provide suitable APIs for this.
	Rephrased for clarity
	The 3GPP 5G system shall be able toprovide suitable APIs to coordinate provide network slices through in multiple 5G networks so that the selected communication services of the a exclusive non-public 5G network can be extended through a PLMN (e.g., the service is supported by a slice in the non-public network and a slice in the PLMN). The 3GPP system shall provide suitable APIs for this.



Proposed Text:
[bookmark: _Toc408371059][bookmark: _Toc505896753][bookmark: _Toc514219173]7	Consolidated potential requirements
[bookmark: _Toc408371057][bookmark: _Toc505896750][bookmark: _Toc514219170]7.1	General
The 5G system shall support MNOs to offer spectrum access and/or automatic configuration services (for instance, interference management) to non-public networks deployed by 3rd parties and connected to an MNO’s Operations System through standardized interfaces.
The 5G system shall provide a mechanism to enable an MNO to operate a non-public network and private slice(s) of the PLMN associated with the 3rd party in a combined manner.
The 5G system shall support a mechanism to enable monitoring of the position of a UE independent of the network  or network slice it is connected to. 
7.2	Service exposure
The 5G network shall provide suitable APIs to allow a trusted 3rd party to monitor the status (e.g., locations, lifecycle, registration status) of its own UEs when served by its private slice.
NOTE: The number of UEs could be in the range from single digit to tens of thousands.
The 5G network shall provide suitable APIs to allow a trusted 3rd party to get the network status information of a private slice dedicated for the 3rd party, e.g., the network communication status between the slice and a specific UE.
The 5G system shall support APIs to allow the non-public network to be managed by  the MNO’s Operations System.
[bookmark: _GoBack]The 5G system shall provide suitable APIs to allow 3rd party infrastructure (i.e., physical/virtual network entities at RAN/core level) to be used in a private slice.  
[bookmark: _Hlk517947099]A 5G system shall provide suitable APIs to enable a 3rd party to manage its own non-public network and its private slice(s) in the PLMN in a combined manner.
7.3	Network slice constraints
The 5G system shall support a mechanism to prevent a UE from trying to access a radio resource dedicated to a specific private slice.   
The 5G system shall support a mechanism to limit slice radio coverage to a specific geographic area.
The 5G system shall support a mechanism to limit a UE to only receiving service from an authorized slice.  
 [Editor’s note: Text to be provided.]

7.4	Cross-network slice coordination
The 5G system shall support a mechanism to provide time stamps with a common time base at the monitoring API, for services that cross multiple network slices and 5G networks.
The 5G system shall provide suitable APIs to coordinate network slices in multiple 5G networks so that the selected communication services of a non-public network can be extended through a PLMN (e.g., the service is supported by a slice in the non-public network and a slice in the PLMN).
7.5	Slice fault tolerance
The 5G system shall support full functionality in a private slice even when connectivity to the PLMN is not available.


