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	Summary of change:
	In case that a user does not indicate the identity to be used for an outgoing communication, an identity which is owned by the user and is not any added identity can be used as default identity.
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4.6
Multi-device and Multi-Identity 

The support of multiple devices is inherent in IMS. In addition, a service provider may allow a user to use any public user identity for its outgoing and incoming calls. The added identities can but do not have to belong to the served user. Identities may be part of different subscriptions and different operators. 

NOTE:
The identity does not have to be pre-allocated to an individual USIM or ISIM. 

The individual subscriber and/or the operator/company controlling the added identity needs to give its permission for the user to use the identity. 

The operator/company controlling the identity shall be able to revoke the permission for others to use the identity.

A user shall be able to indicate which of the allowed identities a user wishes to use for each outgoing communication. 
If a user does not indicate the identity to be used for an outgoing communication, a non-added identity shall be used.
The network shall be able to indicate to the user which identity the incoming communication is intended to reach.

The network shall allow users to add identities asymmetrically, e.g. if an identity belonging to user B is allowed to be used by user A, this does not automatically mean that identities belonging to user A is allowed to be used by user B.

Synchronization of communication logs between the multiple devices that are registered under the user identity shall be possible, e.g. the list of in- and outgoing calls, as well as when a missed call notification has been read on one device the other devices shall be updated so they are aligned.
