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------------------------- Start of Change 1 ----------------------------
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------------------------- End of Change 1 ----------------------------

------------------------- Start of Change 2 ----------------------------

6.23
QoS Monitoring 

6.23.1
Description 

The QoS requirements specified for particular URLLC services and industrial automation communication services, mandate QoS guarantees from the network.  However, the network may not be able to guarantee the required QoS of the service. An example reason for this shortcoming is that the latency and/or packet error rate increase due to interference in a radio cell. In such cases it is critical that the application and/or application server is notified in a timely manner. Hence, the 5G system should be able to support QoS monitoring/assurance for URLLC services and verticals including V2X and industrial automation. For more information on QoS assurance see Annexe <X>.
------------------------- End of Change 2 ----------------------------

------------------------- Start of Change 3 ----------------------------

Annex <X> (informative):
QoS Monitoring 
X.1
QoS monitoring for assurance
This Clause discusses how QoS monitoring information can be used for assurance purposes. For background information on assurance see [y] and appendix A.3 in [z].
Assurance consists of four major steps (see Figure X.1-1 and [x]):
· Customer's QoS requirements

This states the level of quality required by the customer of a service. This information is divulged to the provider.
· Service provider's offerings of QoS (or planned/targeted QoS) 

This is a statement of the level of quality expected to be offered to the customer by the service provider. 
· QoS achieved/delivered

This is the level of quality achieved and delivered to the customer. Monitoring information is divulged to the customer.
· Customer rating of QoS

The customer can compare the QoS achieved by the provider with the QoS requirements (see above) and its own experience of the QoS. This is a crucial step for establishing assurance about the fulfilment of the customer's requirements.
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Figure X.1-1: QoS assurance by use of QoS monitoring information

NOTE: This Figure is based on the trust model in [x].












------------------------- End of Change 3 ----------------------------

* * * * End of Changes * * * * 
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