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	Reason for change:
	SA1 requirements in TS 22.261 §6.22.2.2, Table 6.22.2.2-1, Note 1, on the use of Access Identity 1, refer to “UEs configured for MPS” without specific reference to whether this configuration is within the USIM or the ME.
CT1 requirements in TS 24.501 V15.0.0 §4.5.2 on the use of Access Identity 1 provide a separate interpretation of “UEs configured for MPS” based on whether the “UE is in the country of its HPLMN” or not.  Currently Access Identity 1 is valid in the home country if configured in the USIM.  When outside the home country, the registered PLMN can indicate whether Access Identity 1 is valid in its PLMN.  
CT1 discussed the possibility to allow the international method based on explicit indication provided by the network to also apply within the home country, but consensus interpretation of SA1 requirements indicated this was not allowed.
There are two cases when use of the explicit indication method in the home country (while still retaining the USIM method) is beneficial:
· Case 1:  The Service Provider configures an in-service UE for MPS and attempts OTA USIM configuration which fails.

· Case 2:  MPS-configured phones are taken out of the closet and handed out during a crisis event, only to find the USIM configuration is bad.

It is proposed to modify Note 1 in TS 22.261 §6.22.2.2 to allow the explicit indication method by the network to also be supported within the home country.
In parallel with this CR, a CR (C1-185143) proposing the necessary change was submitted to CT1#112 which removes the restriction that the explicit indication method may only apply outside of the home country.

	
	

	Summary of change:
	Allow the UE configuration for MPS to permit explicit network indication of support of Access Identity 1 in the home country, to permit agreed Stage 3 procedures to signal the indication when the UE is outside the home country to also be applied within the home country.

	
	

	Consequences if not approved:
	Explicit network control of whether a UE is entitled to use Access Identity 1 is limited to the case when the UE is operating outside the home country, although the identical procedures would also be beneficial when in the home country.
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	Other comments:
	Similar changes are also made for Access Identity 2.


--- Start 1st change ---
6.22.2.2
Access identities

Table 6.22.2.2-1: Access Identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN, PLMNs equivalent to HPLMN, and visited PLMNs of the home country. Access Identity 1 is also valid when the UE is explicity authorized by the network based on specific configured PLMNs inside and outside the home country.
NOTE 2:
Access Identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN or PLMNs equivalent to HPLMN and visited PLMNs of the home country. Access Identity 2 is also valid when the UE is explicity authorized by the network based on specific configured PLMNs inside and outside the home country.
NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


Any number of these Access Identities may be barred at any one time.
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