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Introduction

This contribution proposes normative requirements to 22.261 based on the consolidated potential requirements in FS_CAV.  Requirements from 22.804 consolidated potential requirements that are addressed in this contribution include: 

requirements from clauses 8.2.1.1, 8.2.1.3, 8.2.2.1, 8.2.2.2, 8.2.5.1 8.2.5.2, 8.2.5.3, 8.2.5.4.
Discussion

The following table lists the consolidated potential requirements addressed by this contribution. Modifications are proposed when clarification would be helpful to downstream groups as well as to remove potential duplications/overlap between requirements. For each requirement, a proposal is made on placement in 22.261.
	Requirement
	Reason for modification, if any
	Proposal for 22.261 placement

	Nsd.Pnd.7

The 5G system shall support capability to deploy type-a and type-b network in either licensed or unlicensed bands.
	Modified for clarification and extended to PLMN capability.

The 5G system shall support the capability to operate in either licensed or unlicensed bands.
	Add to clause 6.3.2.1


	Nsa.Nds.1

The 5G system shall support a mechanism for a UE to identify a type-b or type-a network.
	Additional clarification is needed to elaborate the anticipated deployments of type-a/type-b networks as any of standalone, hosted, or slice of a PLMN. Since requirements aren’t typically provided for deployment options, it is proposed to create a subsection on network selection which includes a description of the deployment options for which network selection is supported. The related requirements are provided with modifications for clarity requirements. 
6.x.1 Description
Type-a and type-b networks may be deployed in a variety of configurations, utilizing both virtual and physical elements.  Specifically, they may be deployed as completely standalone networks, they may be hosted by a PLMN, or they may be a slice of a PLMN. In any case, the type-a or type-b network is intended for the sole use of an enterprise and must be selectable by UEs of the enterprise. Network selection of a type-a or type-b network should be independent of the deployment option to allow graceful evolution if the enterprise changes between a fully standalone system or a hosted system.

In any of these deployment options, it is expected that non-authorised UEs, those that are not associated with the enterprise, will not attempt to access the type-a or type-b network which could result in resources being used to reject that UE and thereby not be available for the UEs of the enterprise. It is also expected that UEs of the enterprise will not attempt to access a network they are not authorized to access.  For example, some enterprise UEs may be restricted to only access the associated type-a or type-b network of the enterprise, even if PLMN coverage is available in the same geographic area.  Other enterprise UEs may be able to access both a type-a or type-b network and a PLMN where specifically allowed. 

6.x.2.2   Requirements

The 5G system shall support a mechanism for a UE to identify and select a type-b or type-a network.
NOTE: type-a and type-b networks may be either physical or virtual
The 5G system shall support identifiers for large numbers of type-a and type-b networks to minimize collision likelihood between assigned network identifiers.
The 5G system shall support a mechanism to allow a UE to select a type-b or type-a network that it is authorised to access.
The 5G system shall support a mechanism to prevent a UE from automatically selecting and attaching to a network it is not authorised to select.
 


	Add to a subclause of 6.x on network selection for networks for non-public use
Note: key differences from a similar contribution include placement of network selection, text in the description to address the deployment options, and the phrasing of modified Nsa.Nds.4

	Nsd.Pnd.4

The 5G system shall support unique network identifiers for type-a and type-b networks.
	
	

	Nsa.Nds.2

The 5G system shall support a mechanism to allow a UE to select a type-b or type-a network that it is authorised to access.
	
	

	Nsa.Nds.4

The 5G system shall support a mechanism to prevent a UE from attempting to attach to a network it is not authorised to select.
	
	

	Nsd.Pnd.1

The 5G system shall support type-a and type-b networks. 
	No modification needed
	Add to new clause 6.x on networks for non-public use
Key differences from a similar contribution include treatment of Nsd.Pnd.3, Nds.Sdi.1, and Nsc.Ppi.1

	Nsd.Pnd.2

The 5G system shall support type-a and type-b networks that provide coverage within in specific geographical area.
	Modified for clarification.

The 5G system shall support type-a and type-b networks that provide coverage within a specific geographical area.
	

	Nsd.Pnd.3

The 5G system shall support both physical and virtual type-a and type-b networks. 

	No modification needed
	

	Nsd.Sdi.1

The 5G system shall support the isolated operation of a type-b network or a type-a network.
	Modified for clarification.

The 5G system shall support the isolated operation of a type-b network or a type-a network.
NOTE: Isolated operation means no connectivity to a PLMN or other network is required for full functionality within the type-a or type-b network.
	

	Nsc.Ppi.1

Subject to an agreement between the operators/service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support mobility between a type-a network and a PLMN.


	Modified for clarification 

Subject to operator policies, the 5G system shall support mobility between a type-a network and a PLMN.
	

	Nsa.Aa.5

The 5G system shall support authentication in a network slice of a MNO even when backhaul connection to the slice is not available.
	Modified for extension to hosted networks.

The 5G system shall support authentication in a network slice or hosted network even when backhaul connection to the slice or hosted network is not available.
	Add to clause 8.3

	Nsd.Pnd.8

Type-a networks shall only use 3GPP authentication methods, identities, and credentials for network access.
	No modification needed
	

	Nsa.Aa.3

The 5G system shall support a suitable framework for subscriber network access authentication for type-b networks, e.g., EAP.
	Modified for clarification.

The 5G system shall support a suitable framework for subscriber network access authentication (e.g., EAP) for type-b networks.
	

	Nsd.Pnd.9

The 5G system shall support operator-controlled alternative authentication methods (i.e., alternative to AKA) with different types of credentials for network access for IoT devices connecting to type-b networks (e.g., for industrial automation). (note)
	Modified for clarification and merged to avoid redundancy.

The 5G system shall support use of operator-controlled alternative authentication methods (i.e., alternative to AKA) with different types of identities and credentials for network access to type-b networks .
	

	Nsd.Pnd.10

For a type-b network, the 5G system shall support network access using identities, credentials, and authentication methods provided and managed by a 3rd party and supported by 3GPP. 
	
	

	Nsa.Aa.2

The 5G system shall be able to authorise 5G service with defined restrictions and enforce the restrictions for each authorised UE. NOTE: The restrictions can be defined areas, network segments, automation devices type, or applications.
	Modified for clarification.
The 5G system shall support a mechanism for UEs to be authorised for 5G service with defined restrictions on usage. 
NOTE: Examples of restrictions include defined areas of operation, allowed network slices, automation devices type, or allowed applications.
	Add to clause 8.4

	Nse.Sp.1

The 5G system shall support data integrity protection and per message authentication of the sender.
	Modified for clarification into 2 requirements.

The 5G system shall support data integrity protection and confidentiality.

The 5G system shall support per-message authentication of the sender.
	Add to new clause 8.x Data security and privacy

	Nse.Sp.2

The 5G system shall provide mechanism for denial-of-service prevention.
	Modified for grammar.

The 5G system shall provide a mechanism for denial-of-service prevention.
	

	Nsa.Aa.1

The 5G system shall support encryption and authentication for the (bi-directional) URLLC service with high bandwidth.
	No modification needed
	

	Nsd.Pnd.5

The 5G system shall support type-a and type-b networks as tenant-centric network slices with traffic, QoS, and service separation between tenants, e.g., communication services of one tenant do not interfere with communication services from another tenant. 
	These two requirements are addressed by the existing 22.261 requirements:

Traffic and services in one network slice shall have no impact on traffic and services in other network slices in the same network.

The 5G system shall support means by which the operator can differentiate policy control, functionality and performance provided in different network slices.
	No need to add anything to 22.261.

	Nsd.Pnd.6

The 5G system shall support multi-tenancy in a type-a or type-b network such that there may be restrictions on which resources an individual tenant is allowed to access. 
	
	

	Nsa.Sub.1

A 5G UE shall have a subscription for each type-b or type-a network from which it can receive communication services.
	3GPP networks already require UEs to have a subscription, this is not a new requirement.
	

	Nsa.Nds.3

A UE shall be able to detect the availability of a type-b 5G network before attempting to access a cell of this network.
	3GPP UEs can already detect the availability of a network before attempting access, this is not a new requirement.
	

	Nsd.Sdi.2

The 5G system shall support that running or booting service with a higher priority does not affect the QoS/QoE of other running communication services even in high load condition or any other situations.
	Existing capability, no need to add a new requirement.
	

	Nsc.Scm.1

The 5G system shall support UEs using simultaneous indirect UE-to-UE communication and direct network communication.
	Existing requirement in 22.261
	

	Nsc.Ppi.2

The 5G system shall support clock synchronisation interfaces from one 5G network to other trusted 5G networks.
	Existing capability, no need to add a new requirement.
	

	Nsc.Ppi.3

Out- and in-bound roaming is not supported between type-b networks and PLMN.
	Currently part of the definition for type-b networks.
	


Proposal

According to the above proposals, CRs to 22.261 will be provided to make the changes.
