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Abstract: This contribution proposes a use case for clause 5 of TR 22.854.  The use case involves invoking a data transport communication session with priority from an IoT device.
---------- Use Case template ----------
5.X
DTS Invoked from a IoT Device
5.X.1
Description

An IoT device (e.g., industrial control monitor) with a subscription for MPS needs to send data to a remote server (e.g., Government Agency server) when normal data service is degraded.  The IoT device invokes MPS for DTS to obtain priority for the data communication session.

An MPS specialized application on the MPS subscribed IoT device is responsible for determining whether or not to invoke MPS for DTS in support of the data communication needs.  The MPS specialized application allows invocation/revocation of the DTS through machine interactions that may not directly involve a human Service User.
The MPS Service Provider authenticates and authorises the IoT device use of MPS.  
Once the MPS session is established, priority treatment is provided for the media flows or a subset of the media flows.  The IoT device is able to support different communication applications (e.g., data and messages) over the MPS for DTS session.

When the need for priority communications ends, the IoT device (i.e., the MPS specialized application on the IoT device) explicitly revokes MPS.  MPS is automatically revoked upon UE detachment/deregistration, e.g., power down.  
5.X.2
Pre-conditions

The following are pre-conditions for this use case:

· The IoT device has a subscription for MPS.

· The IoT device has a MPS specialized application that allows invocation/revocation of the DTS through machine interactions that may not directly involve a human Service User.  

· The IoT device has basic network connectivity (i.e., connectivity to the MPS Service Provider network), and

· The method for DTS invocation by the specialized application is pre-determined (e.g., use of a predetermined address for the MPS Service Provider network).
5.X.3
Service Flows

The following describes the sequence of events:

1. The IoT device attempts to send data to a remote server in the network using normal data service.

2. Normal data service is not able to access the remote server, due to data service congestion.

3. The MPS specialized application on the IoT device, in response to the perceived congestion, invokes MPS for DTS.

4. The IoT device exchanges subscription and authentication information with the MPS Service Provider PLMN. 

5. The IoT device is authenticated and authorized for MPS.

6. The MPS Service Provider PLMN provides priority treatment to the affected media flows.

7. The IoT device indicates end of the DTS session using a predetermined method.
5.X.4
Post-conditions

Upon end of the DTS session, the IoT device returns to normal conditions (i.e., use of normal data service).
5.X.5
Potential Impacts or Interactions with Existing Services/Features

See clause 5.1.5.
5.X.6
Potential Requirements

1. The MPS capable 3GPP system shall support means for an IoT device to initiate a DTS session using a specialized MPS application on the IoT device.

2. The MPS capable 3GPP system shall support means for a IoT device to end a DTS session.

3. The MPS capable 3GPP system shall support means to authenticate and authorize a DTS session from an IoT device.

4. The MPS capable 3GPP system shall support a means for DTS activation when data service is congested at the request of the IoT device, i.e., the signaling to support service activation is expected to be handled with priority by the 3GPP network.  

5. When DTS is activated by an IoT device, the MPS capable 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows.

6. MPS priority treatment shall continue following handover within the RPLMN/EPLMN.

7. If DTS is not explicitly revoked by the IoT device, the MPS capable 3GPP system shall automatically revoke the DTS upon IoT device detachment/deregistration (e.g., power down).  

8. During a short interruption in network connectivity, e.g., due to a radio link failure caused by poor error performance during times of radio link congestion, in anticipation of restoration of connectivity, the 3GPP system shall retain DTS as activated for an implementation dependent time.

_______________________
