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Abstract: This contribution proposes changes to TR 22.854 to include MPS Voice.
---------- Use Case template ----------
---Start of 1st Change---
1 
Scope

The present document studies voice, data transport, video and messaging use cases and identifies potential requirements for Multimedia Priority Service (MPS).  It identifies where updates are needed to TR 22.953[3] and TS 22.153 [2] to account for current and anticipated MPS User needs for priority voice, data, video and text messaging communication capabilities.
The present document provides use cases and the associated potential new stage 1 requirements beyond those documented in TR 22.953 [3].  Example use cases include:

· MPS for Voice:  MPS for conversational voice and voice teleconferencing invoked from a subscribed UE, and MPS for voice teleconferencing invoked from a voice server by the host.
· MPS for Data Transport Service (DTS):  MPS DTS communications invoked from a subscribed UE, a subscribed IoT device, and from an enterprise network.

· MPS for Video: MPS for conversational video, streaming video, and video teleconferencing invoked from a subscribed UE and MPS for video teleconferencing invoked from a video server by the host.

· MPS for Text Messaging: MPS for text messaging (e.g., based on IMS/SIP messaging) invoked from a subscribed UE and from a subscribed IoT device.

The present document also considers evolution aspects for MPS support in 5G.  This includes:

· Support of MPS communications in a 5G multiple accesses and core network environment,

· Support of MPS in a mixed LTE and 5G NR environment, and

· Security considerations.

Note:  Both MPS users and Mission Critical users can use common mechanisms defined in MCData and MCVideo for group-based communication with priority.  However, both MPS and Mission Critical users have some unique requirements to also use an operator’s individual subscription-based commercial services (voice, video, data) with priority.

---End of 1st Change---
---Start of 2nd Change---
4
Overview
4.1
Service Descriptions from User Perspective
4.1.1
MPS for Voice
The primary purpose of MPS for Voice is to provide the Service User with priority voice communication sessions in periods of severe network congestion during which normal commercial voice service is degraded.  MPS for Voice provides priority for conversational voice and voice teleconferencing sessions.  

In most scenarios during a National Security / Emergency Preparedness (NS/EP) condition, it is expected that MPS for Voice is activated in response to service degradation or when the Service User is aware of network congestion.  In limited situations, e.g., when in an area with network congestion, it is possible to proactively invoke MPS for Voice.  In all cases, basic connectivity is required in advance of priority service invocation, and special consideration needs to be provided to permit service invocation messages to be delivered during times of congestion.
4.1.2
MPS for Data Transport Service (DTS)
The primary purpose of the DTS is to provide the Service User with priority for applications using the default bearer in periods of severe network congestion during which normal commercial data service is degraded.  It includes access to an enterprise network (e.g., Government Agency private enterprise network).

In most scenarios during a NS/EP condition, it is expected that the DTS is activated in response to service degradation due to network congestion.  In limited situations, e.g., when driving into an area with network congestion, it is possible to proactively invoke the DTS.  In all cases, basic connectivity is required in advance of priority service invocation, and special consideration needs to be provided to permit service invocation messages to be delivered during times of congestion.

For Enterprise access, a Virtual Private Network (VPN) connection is generally established via the originating access network, core network, and the terminating access network to the Enterprise.  In this case, the DTS is the means to achieve improved throughput/performance in times of severe network congestion.
4.1.3
MPS for Video
The primary purpose of MPS for Video is to provide the Service User with priority video communication sessions in periods of severe network congestion during which normal commercial video service is degraded.  MPS for Video provides priority for conversational video, streaming video, and video teleconferencing sessions.  

Priority for Over-The-ToP (OTT) video obtained via the use of the DTS is not part of MPS for Video.  

In most scenarios during an NS/EP condition, it is expected that MPS for Video is activated in response to service degradation or when the Service User is aware of network congestion.  In limited situations, e.g., when in an area with network congestion, it is possible to proactively invoke MPS for Video.  In all cases, basic connectivity is required in advance of priority service invocation, and special consideration needs to be provided to permit service invocation messages to be delivered during times of congestion.

4.1.4
MPS for Text Messaging
The primary purpose of MPS Text Messaging is to provide the Service User with priority for delivery of text messages in periods of severe network congestion during which normal commercial texting service is degraded. 

MPS for Text Messaging supports priority for a text message from an MPS user to a destination which may or may not be subscribed to MPS.  It may also support priority for a sequence of messages encompassing an interactive exchange (e.g., messaging session).

It is assumed that MPS Text Messaging is based on the commercial text service offerings provided by Service Providers.  This includes the different variants of commercial text services (e.g., single text, text message session between two users, group text and chat).  It is also assumed that MPS for Text Messaging would be supported based on IMS Messaging as specified in TS 22.340 [4]. Priority for store and forward functionality in the service is outside the scope of the service.  The objective is to get priority when using a commercial text messaging service offering provided by operators.  

It is assumed that MPS Text Messaging will only be available to specific operator-provided applications.  

Priority for OTT Text Messaging obtained via the use of the DTS is not part of MPS Text Messaging.  

In most scenarios during an NS/EP condition, it is expected that the MPS Text Messaging is activated in response to service degradation or when the Service User is aware of network congestion.  In all cases, basic connectivity is required in advance of priority service invocation.

---End of 2nd Change---
---Start of 3rd Change---
5
MPS for Voice Use Cases
---End of 3rd Change---
---Start of 4th Change---
6
MPS for DTS Use Cases

6.1
Basic DTS Invoked from an MPS Subscribed UE
6.1.1
Description
Using an MPS Subscribed UE, a Service User initiates a normal data communication session (e.g., for access to stored data and/or hosted applications), in support of their mission.  While network connectivity continues, the data communication becomes unacceptable (e.g., slow or interrupted download).  The MPS Service User invokes MPS for DTS to obtain priority for the data communication session.  Invocation of MPS is done using a web browser (e.g., use of a predetermined address (i.e., URL) in a web browser) or MPS specialized application on an MPS subscribed UE.  Alternatively, the MPS Service User is aware that normal data service is degraded (e.g., because of a disaster or emergency event) and immediately invokes MPS for DTS to initiate a priority data communication session.  

The MPS Service Provider authenticates and authorises the MPS subscriber use of MPS.  To simplify this process, a custom MPS application may automate this process.

Once the MPS session is established, priority treatment is provided for the media flows or a subset of the media flows.  The MPS Service User is able to support different communication applications (e.g., data, streaming video, email, messages) over the MPS for DTS session.

When the need for priority communications ends, the MPS Service User explicitly revokes MPS.  MPS is automatically revoked upon UE detachment/deregistration, e.g., power down.  

6.1.2
Pre-conditions

The following are pre-conditions for this use case:

· The UE has a subscription for MPS,

· The UE has basic network connectivity (i.e., connectivity to the MPS Service Provider network), and

· The method for DTS invocation is pre-determined (e.g., use of a predetermined address (i.e., URL) in a web browser for the MPS Service Provider network or use of a specialized MPS application).

6.1.3
Service Flows

The following describes the sequence of events:

1. The MPS Service User attempts to establish a data communication using normal data service.

2. Normal data service is not established due to data service congestion.

3. The Service User invokes MPS for DTS by either (a) using a web browser to enter a predetermined address (e.g., URL) or (b) using a specialized MPS application on the UE.

4. The UE exchanges subscriber and authentication information with the MPS Service Provider PLMN. 

5. The MPS Service User is authenticated and authorized for MPS.

6. The MPS Service Provider PLMN provides priority treatment to the affected media flows.

7. The Service User indicates end of the DTS session using a predetermined method (e.g., (a) closing the web browser session, (b) explicit interactions, or (c) user interaction with a specialized MPS application in the UE).

6.1.4
Post-conditions

Upon end of the DTS session, the UE returns to normal conditions (i.e., use of normal data service).

6.1.5
Potential Impacts or Interactions with Existing Services/Features

Activation of the DTS when the media is congested needs to be considered.  Specifically, there is a need to be able to use a separate method for DTS activation (including any authentication/authorization) when the normal data service is congested.  

When the DTS service is activated, special QoS is provided to the bearer, which needs to:

· Prioritize the allocation of PLMN resources for the MPS session;

· Prioritize packet transport and routing; and

· Communicate priority to non-3GPP-specified nodes, e.g., IP routers.  

6.1.6
Potential Requirements

1. The MPS capable 3GPP system shall support DTS, a generic packet priority transport service that applies independently of the specific data application being used, using an UE with an MPS subscription.  

2. The MPS capable 3GPP system shall support means for a MPS Service User to initiate a DTS session by either (a) using a web browser to enter a predetermined address (e.g., URL) or (b) using a specialized MPS application on the UE.

3. The MPS capable 3GPP system shall support means for a MPS Service User to end a DTS session.

4. The MPS capable 3GPP system shall support means to authenticate and authorize a DTS session.

5. The MPS capable 3GPP system shall support a means for DTS activation when data service is congested at the request of the MPS Service User.  

6. When DTS is activated by an MPS Service User, the MPS capable 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows.

7. If DTS is not explicitly revoked by the MPS Service User, the MPS capable 3GPP system shall automatically revoke the DTS upon UE detachment/deregistration (e.g., power down).  

6.2
DTS Invocation from a MPS subscribed UE for VPN Access to an Enterprise Network

6.2.1
Description

The MPS Service User needs to connect to an MPS capable Enterprise Network (e.g., a private corporate network) to access information critical to the mission (e.g., to download data and/or access enterprise applications such as email, text/chat/presence, voice and video).  Using normal data service, the MPS Service User attempts to establish a Virtual Private Network (VPN) connection to its MPS capable Enterprise Network but fails (e.g., because normal data service is degraded as a result of a disaster or emergency event).  The MPS Service User then retries the connection, but first invokes the DTS to have a higher probability of establishment.  

As an alternative, initial access to the MPS capable Enterprise Network may succeed but future conditions (e.g., degradation of data service) may render the connectivity ineffective.  In which case, the MPS Service User invokes DTS.  The MPS Service User may invoke the DTS without first releasing the VPN.  It is not necessary to re-establish the VPN after activating the DTS.

The MPS Service Provider PLMN authenticates and authorizes the MPS subscriber’s MPS use. Invocation of the DTS is done either using a web browser (e.g., use of a predetermined address (i.e., URL) in a web browser) or using a user-selectable option provided as part of the VPN client in the UE with an MPS subscription.  

Once the DTS session is established, the MPS Service User is able to use its normal process to establish the VPN connection to its MPS capable Enterprise Network.

When the need for priority communications ends, the MPS Service User explicitly revokes MPS.  MPS is automatically revoked upon UE detachment/deregistration, e.g., power down.  

NOTE:  The difference between this use case and the basic DTS use case is that this case adds priority in the network segment between the 3GPP system and the Enterprise Network.  

6.2.2
Pre-conditions

The following are pre-conditions for this use case:

· The UE has a subscription for MPS,

· The Enterprise Network is MPS capable,

· The UE has basic network connectivity (i.e., connectivity to the MPS Service Provider PLMN),

· The UEs and Enterprise Network are connected via the same MPS Service Provider PLMN, and

· The method for DTS invocation is pre-determined using a web browser (e.g., use of a predetermined address (i.e., URL) in a web browser) or using a user-selectable option provided as part of the VPN client in the UE.  

6.2.3
Service Flows

The following describes the sequence of events:

1. The MPS Service User attempts to establish a VPN connection to its MPS capable Enterprise Network using normal data service.

2. The VPN connection to the MPS capable Enterprise Network is not established due to normal data service congestion.

3. The MPS Service User invokes DTS using a web browser (e.g., using a web browser to enter a predetermined address (e.g., URL)) or using a user-selectable option provided as part of the VPN client in the UE.

4. The UE exchanges subscriber and authentication information with the MPS Service Provider PLMN. 

5. The MPS Service User is authenticated and authorized for MPS.

6. The MPS Service Provider PLMN interacts with the MPS capable Enterprise Network to establish the DTS.

7. The MPS Service Provider provides priority treatment to the affected media flows end-to-end between the UE and the MPS capable Enterprise Network.

8. The Service User indicates end of the DTS session using a predetermined method (e.g., (a) closing the web browser session (b) explicit interactions, or (c) a user-selectable option provided as part of the VPN client in the UE).

6.2.4
Post-conditions

Upon end of a DTS session, the UE returns to normal conditions (i.e., use of normal data service).

6.2.5
Potential Impacts or Interactions with Existing Services/Features

Activation of the DTS when the media is congested needs to be considered.  Specifically, there is a need to be able to use a separate method for activation (including any authentication/authorization) when the data service is congested.  

When the DTS service is activated, special QoS is provided to the bearer, which needs to:

· Prioritize the allocation of PLMN resources for the MPS session;

· Prioritize packet transport and routing; and

· Communicate priority to non-3GPP-specified nodes, e.g., IP routers.  

6.2.6
Potential Requirements

1. The MPS capable 3GPP system shall support end-to-end DTS connection between an MPS subscribed UE and a MPS capable Enterprise Network.  

2. The MPS capable 3GPP system shall support means for a MPS Service User to activate a DTS session to a MPS capable Enterprise Network by (a) using a web browser to enter a predetermined address (e.g., URL) or (b) using a user-selectable option provided as part of the VPN client in the UE.  

3. The MPS capable 3GPP system shall support means to authenticate and authorize a DTS session.

4. The MPS capable 3GPP system shall support a means for DTS activation when data service is congested at the request of the MPS Service User. 

5. The MPS capable 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows end-to-end between the UE and MPS capable Enterprise Network when DTS to the MPS capable Enterprise Network is activated.  

6. The MPS capable 3GPP system shall support means for a MPS Service User to end a DTS session to an MPS capable Enterprise Network.

7. If DTS is not explicitly revoked by the MPS Service User, the MPS capable 3GPP system shall automatically revoke the DTS upon UE detachment/deregistration (e.g., power down).

6.3
MPS Capable Enterprise Network Activation of DTS for MPS Subscribed UEs

6.3.1
Description

This use case involves an MPS capable Enterprise Network (e.g., Government Agency) having a subscription arrangement with a MPS Service Provider PLMN identifying the Enterprise Network as an entity that can activate DTS for MPS subscribed UEs.  

The MPS capable Enterprise Network (e.g., Government Agency) needs to upgrade a data session with priority when there is network congestion (e.g., because normal data service is degraded as a result of a disaster or emergency event).  The MPS capable Enterprise Network requests the MPS Service Provider PLMN to invoke DTS for a data session associated with a UE.  

This use case also includes the case where an MPS capable Enterprise Network (e.g., Government Agency) needs to upgrade a group of data sessions (e.g., all users in an over-the-top (OTT) web meeting).  The MPS capable Enterprise Network requests the MPS Service Provider PLMN to invoke DTS for a group of data sessions.

DTS invocation done by the MPS capable Enterprise Network involves prearrangement and configuration (i.e., subscription arrangement identifying the Enterprise Network authorization for DTS) with the MPS Service Provider PLMN.

NOTE: The key differences between this use case and the other DTS use cases is that the DTS Invocation is from an MPS capable Enterprise Network instead of from a UE.  

Once DTS is established for a data session or group of data sessions, the MPS capable Enterprise Network is able to support its normal data communication services over the DTS connection (e.g., OTT web meeting).

When the need for DTS ends, the Enterprise Network explicitly revokes the DTS.  

The MPS Service Provider PLMN should automatically revoke the DTS when the connections under control of the DTS are released (e.g., when the Enterprise Network closes all the connections but fails to explicitly release the DTS).

6.3.2
Pre-conditions

The following are pre-conditions for this use case:

· The UEs accessing the MPS capable Enterprise Network have subscription for MPS,

· The Enterprise Network is MPS capable,

· The UEs and Enterprise Network are connected via the same MPS Service Provider PLMN, and

· The method for DTS invocation/revocation is pre-determined.  

6.3.3
Service Flows

The following describes the sequence of events:

1. The MPS capable Enterprise Network requests DTS from the MPS Service Provider PLMN for one or more UEs.  

2. The MPS capable Enterprise Network invocation of DTS is verified for authorization by the MPS Service Provider PLMN.

3. The MPS Service Provider PLMN establishes DTS between the Enterprise Network and affected UEs.

4. The MPS Service Provider PLMN provides priority treatment to the affected media flows.

5. MPS capable Enterprise Network ends DTS session (or group of DTS sessions) using a predetermine method.

6.3.4
Post-conditions

Upon end of the DTS session, the Enterprise Network and UEs return to normal conditions (i.e., use of normal data service).

6.3.5
Potential Impacts or Interactions with Existing Services/Features

Enterprise Network methods for invocation/revocation of DTS, associated subscription and credential assignments (i.e., subscription arrangement identifying the Enterprise Network authorization for DTS) are capabilities that need to be considered.

When the DTS service is activated, special QoS is provided to the bearer, which needs to:

· Prioritize the allocation of PLMN resources for MPS session;

· Prioritize packet transport and routing; and

· Communicate priority to non-3GPP-specified nodes, e.g., IP routers.  

6.3.6
Potential Requirements

1. The MPS capable 3GPP system shall support MPS capable Enterprise Network activation of DTS to MPS Subscribed UEs on demand. 

2. The MPS capable 3GPP system shall support means for a MPS capable Enterprise Network to activate DTS for a specific MPS Subscribed UE.  

3. The MPS capable 3GPP system shall support means for a MPS capable Enterprise Network to activate DTS for a group of MPS Subscribed UEs.  

4. The MPS capable 3GPP system shall support security capabilities for the MPS Service Provider PLMN to verify a MPS capable Enterprise Network’s authorization for DTS.

5. The MPS capable 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows end-to-end between the MPS capable Enterprise Network and terminating end points (e.g., UEs) when DTS is activated by an authorized MPS capable Enterprise Network.  

6. The MPS capable 3GPP system shall support means for an authorized Enterprise Network end a DTS session or group of DTS sessions.

7. The MPS capable 3GPP system shall automatically end the DTS when the connections under control of the DTS session are released (e.g., when the MPS capable Enterprise closes all the connections but fails to explicitly release the DTS).
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