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Abstract:
This discussion paper tries to clarify what is behind the abstract terms of “type-a network” and “type-b network” and attempts to come to a clear definition that will avoid unnecessary confusion in the stage 2/3 work.
Discussion
After long discussions in previous SA1 meetings around the definitions of private/exclusive/confined networks and to avoid getting stuck on what to call those networks, two abstract terms where agreed as a temporary measure to allow the work to progress: type-a network and type-b network.
But what are the fundamental characteristics of a type-a or type-b network?
Both terms refer to a network that is intended for private use, i.e. a private entity, typically an enterprise, which is not a PLMN operator, has the sole authority to decide who or what device is allowed to access the network (and hence consume network resources). Such private network shall be able to operate in complete isolation from any other network, public or private. In other words, operation of the private network shall not depend on any connectivity to an external network such as a public PLMN or even the internet. Note that this does not necessarily mean the private network must be able to operate indefinitely without any connection to an external network.
As an example, a smart-factory that uses a private 5G network for the connectivity of its production system shall be able to maintain the production even in the absence of any connectivity to the outside world, be it by accident (a digger accidentally breaks the fibres connecting the factory), through malicious actions (DMZ shut-down upon detection of a cyber-attack), or any other reason.

A private network may however, if the necessary preconditions and agreements are in place, interwork with a PLMN to ensure service continuity when its users or devices move out of reach of the private network.
The type-a/b networks were defined as:

type-a network: a 3GPP network that is not for public use and for which service continuity and roaming with a PLMN is possible. 

type-b network: an isolated 3GPP network that does not interact with a PLMN. 

The fundamental difference between a type-a and type-b network is, simply put, whether service continuity between the type-a/b network and a PLMN is possible. Beyond that, they are both private networks based on 3GPP technology with the same requirements on performance, capabilities, isolation, etc. 

As a case in point, most of the cyberCAV requirements being discussed for inclusion in the normative specifications are applicable to both type-a and type-b networks, with only a very few requirements being specific to one or the other type of network, mainly in relation to service continuity. It can be noted that traditionally we have not defined different types of 3GPP networks depending on if the network has added an interface to another network to support service continuity or even roaming (HPLMN and VPLMN interconnect).
Service continuity is a stage 1 requirement that has been introduced for basically everything developed in 3GPP for various cases of mobility. This has always been a feature that a network operator may or may not decide to deploy. It depends on the needs of that network deployment. As such, service continuity is an add-on feature. Furthermore, there are additional aspects to consider regarding service continuity such as if the feature provides IP address preservation. Some legacy 3GPP features have been developed to support both with or without IP address preservation. This is not handled as definitions in the SA1 specifications but as clear service requirement formulations.

One aspect that may be related to service continuity and that is related to inter-PLMN roaming agreements is the type of credentials used. Roaming as defined in 3GPP is specified in cooperation with GSMA who makes the complementary specifications for roaming and interconnect.  To provide service continuity with IP-address preservation when the UE moves out of coverage of the private network will require interfaces and agreements with a PLMN. If this is roaming interfaces as defined in 3GPP or something else is for stage 2 work to investigate. We should avoid using the term roaming at this stage in SA1 to not confuse SA2 and to allow them to look into what type of interface/interconnect with a PLMN that may be required to fulfil the service requirements on service continuity.
Conclusion and proposal

Using the terms “type-a network” and “type-b network” creates confusion and may give the impression that these are two fundamentally different types of networks that need to be specified separately, while in fact they are essentially the same, with one main difference: whether service continuity with a PLMN is possible (which is a matter of agreement between parties).
To avoid any further confusion in downstream groups, it is proposed to use a single term to refer to this type of networks and where different options are envisaged, formulate them through explicit requirements. The service requirements can be clearly formulated to provide limitations/conditions when a feature such as service continuity is allowed.
As hinted in the discussion above, it is proposed to refer to this type of networks as “private networks”, an intuitive term that is already used in several 3GPP specifications since Rel-15 and by and large fits the intent of the CAV requirements (with some extensions needed).
Proposed extended definition: 

private network: a network that is intended for private use and may or may not interact with a public network.
A companion CR to 22.261 is provided in S1-182251, aligning the new proposed cyberCAV requirements discussed in S1-182166 with this proposal.

