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------------------------- START OF PROPOSED CHANGES ----------------------------

------------------------- Start of Change 1 ----------------------------
5.x
Use case of UAV identification for off-network UAV broadcast
5.x.1
Description
As a complement to network based communication, there are some emergency cases which directly broadcast using 3GPP technologies by the UAVs are needed, for example, when a UAV loses the network connection due to lost coverage or the communication quality is too poor to use for communication, or some UAVs are in very close to each other in very danger range. In those cases, UAV need to broadcast its identity data to other UAVs to avoid collisions.  
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UAV broadcast communication 
Because the broadcast information is easily intercepted and potentially misused by authorized user, therefore, some sensitive identity information should not be broadcast and only the information which can help to avoid collision can be broadcast.  

5.x.2
Scenario
A UAV is flying around the coverage edge of a 3GPP data network. It loses the communication with the controller and the UTM server due to lose the wireless connection with the 3GPP network. According the preconfigured policy, the UAV enables its emergency broadcast function and broadcasts its information, such as its UAV type, current position, travel direction and speed in a short range area. The other UAVs which are flying nearby can receive this broadcast information and take corresponding action to avoid collision.  When the UAV re-establish connection with the controller and the UMT server, it may disable it broadcast function but may still listen the broadcast channel to receive information from other UAVs. 

5.4.3
Potential service requirements 
The 3GPP system shall enable UAV to broadcast the following identity data in a short range area for collision avoidance: make & model, current location and time, route data, operating status.
The 3GPP system shall enable UAV to receive broadcast information from other UAV in short range to avoid collision. 

The 3GPP system shall not enable UAV to broadcast the identity information which can unique identify the UAV or the owner of the UAV. 
------------------------- End of Change 1 ----------------------------
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