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Abstract: New requirement on supporting different level security & privacy protection. 
Rational
There can be different and isolated communication link between the UAS and UTM for different purposes, and each of those link can have different security and privacy requirements as well as the data being transferred via those links. Therefore 3GPP system should consider those security requirement.  
Proposal

------------------------- START OF PROPOSED CHANGES ----------------------------

------------------------- Start of Change 1 ----------------------------
6.2
Considerations on security

The 3GPP system shall support confidentiality protection of identities related to the UAS and personally identifiable information.

The 3GPP system shall support the capability to provide different level of integrity and privacy protection for the different connections between UAS and UTM as well as the data being transferred via those connections. 
The 3GPP system shall support non-repudiation of data sent from the UAS to UTM.

Data held at the UTM may be subject to local data retention and privacy regulations.

------------------------- End of Change 1 ----------------------------

------------------------- END OF PROPOSED CHANGES ----------------------------

