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Abstract: This document provides clarification to resolve the editor’s note in clause 4.2.


Discussion:

Proposed Text:
[bookmark: _Toc505896730][bookmark: _Toc514219141]4.2	Trust relationships
The degree of trust between the MNO and 3rd party has an impact on the 3GPP system. In model 3a, the 3rd party must be able to trust the MNO to provide the necessary capabilities.  In the other models, the MNO must also be able to ensure that the degree of control provided to the 3rd party does not allow the 3rd party to negatively impact the MNOs network. TS 22.261 addresses the trust relationships for models 3a and 3b. For models 3c and 3d to be supported, additional consideration is needed on the mechanisms to provide the isolation and interfaces that give the 3rd party the appropriate level of control while securing the MNO’s network.

Specifically for models 3c and 3d, where the 3rd party provides V/NFs or provides and manages some of the virtual/physical infrastructure and V/NFs, SLAs may be used to address some trust issues, such as what each party will provide and manage. However, the principle of trust and verify also comes into play. The 3rd party must be able to verify, though the management interface, that all terms of the SLA are being met by the MNO. Similarly, the MNO must be able to verify that the 3rd party is managing resources appropriately so that there is no adverse impact to the rest of the network. Appropriate management interfaces are needed to support both the network operator and slice tenant.
Editor’s Note: A more detailed definition for isolation of models 3c and 3d is needed due to in these 2 models the 3rd party provides or manages some of the virtual/physical infrastructure or VN/Fs.
The trust relationships underlying support such models may lead to new 3GPP requirements, such as the abilities to provide slice based authentication and slice based encryption and integrity protection. The present document considers the trust relationships related to extended control by 3rd party.

