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Abstract: This contribution proposes the consolidation of requirements for section 7 of TR 22.825.
Proposal
This contribution proposes the consolidation of requirements for section 7 of TR 22.825.
--- START CHANGES ---
7
Consolidated potential requirements

7.1 General

The UTM shall be able to authorise a UAS to operate.
The UTM shall be able to refuse authorisation for a UAS to operate.
The 3GPP system shall enable a UAS to send the following UAV data to a UTM: unique identity (this may be unique 3GPP identity), make & model, serial number, take-off weight, position, owner identity, owner address, owner contact details, owner certification, take-off location, mission type, route data, operating status.

The 3GPP system shall enable a UAS to send the following UAV controller data to a UTM: unique identity, position, owner identity, owner address, owner contact details, owner certification.

The 3GPP system shall enable a UE in a UAS to send the following identifiers to a UTM: IMSI, IMEI, MSISDN.
The 3GPP system may enable an MNO to augment the data sent to a UTM with the following: network-based positioning information, preconfigured pairing data.
NOTE: this augmentation may be trust-based (i.e. the MNO informs the UTM that the UAV position information is trusted) or it may be additional location information based on network information.
A UAS may optimise subsequent messages sent to an UTM by omitting unchanged static or semi-static data (e.g. owner identity, owner address, owner contact details, owner certification).

The UTM shall be able to inform an MNO of the outcome of an authorisation to operate.
An MNO shall be able to enforce the authorisation for a UAS to operate (e.g. by enabling or disabling communication between the UAV and UAV controller).

The 3GPP system shall enable a UTM to be aware of the identity/identities of a UAS.

The 3GPP system shall enable a UAS to update a UTM with the live location of a UAV.

The 3GPP system shall send the location of the UAV and UAV controller towards UCAS with a periodicity of 1 second.

The 3GPP system shall enable an authorised official to query a UTM for information, location, and identities of an active UAS when an authorised official provides a subset of UAS data (e.g. an IMSI, general location, or IMEI).

7.2 Centralised UAV traffic management

The UTM shall be able to coordinate the route data provided in the authorisation to operate and change it if needed.
The 3GPP system shall enable a UTM to send route modification information to a UAS with a latency of less than [500ms].

The 3GPP system shall enable a UTM to send a notification to a UAV controller with a latency of less than [500ms].

7.3 Decentralised UAV traffic management
The 3GPP system shall support a direct UAV to UAV communication transport service at relative speeds of up to 320kmph.

The 3GPP system shall support a direct UAV to UAV communication transport service at absolute speeds of up to 160kmph.

The 3GPP system shall support a direct UAV to UAV communication transport service which can maintain a separation distance between two UAVs of greater than 50m.

The 3GPP system shall support a direct UAV to UAV communication transport service which supports a range of up to 600m

The 3GPP system shall support a direct UAV to UAV communication transport service which can transmit messages at a frequency of at least one message per 100ms.

7.4 Security

The 3GPP system shall protect against spoofing attacks of the UAS identities.

The 3GPP system shall protect the integrity of the message(s) sent from UAS to a UTM containing the UAS identities.
The 3GPP system shall protect the confidentiality of the message(s) sent between UAS to a UTM containing the UAS identities.
The 3GPP system shall enable a UTM to authenticate the identity and authority of the official making a request for UAS identity and information.

--- END CHANGES ---
