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********************** First Change *********************
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

3D
Three Dimensional

5G
Fifth Generation
AR
Augmented Reality
A/S
Actuator/sensor
E2E
End to End
eFMSS
Enhancement to Flexible Mobile Service Steering

FMSS
Flexible Mobile Service Steering
ICP
Internet Content Provider

ID
Identification
IOPS
Isolated E-UTRAN Operation for Public Safety
IoT
Internet of Things

KPI
Key Performance Indicator 

MBB
Mobile BroadBand

MIoT
Massive Internet of Things

MNO
Mobile Network Operator

MPS
Multimedia Priority Service

MVNO
Mobile Virtual Network Operator

NGMN
Next Generation Mobile Networks

QoE
Quality of Experience

SEES
Service Exposure and Enablement Support
SST
Slice/Service Type
UAV
Unmanned Aerial Vehicle

UHD
Ultra High Definition
URLLC
Ultra Reliable Low Latency Communication
VR
Virtual Reality
********************** Second Change *********************
8.3
Authentication

The 5G network shall support a resource efficient mechanism for authenticating groups of IoT devices.

The 5G system shall support an efficient means to authenticate a user to an IoT device (e.g., biometrics).
The 5G system shall be able to support authentication over a non-3GPP access technology using 3GPP credentials.
The 5G system shall support operator controlled alternative authentication methods (i.e., alternative to AKA) with different types of credentials for network access for IoT devices in isolated deployment scenarios (e.g., for industrial automation).
The 5G system shall maintain an acceptable level of service operation including UE authentication in a non-public network implemented via a network slice of a MNO even when the backhaul connection to the remote PLMN functions is temporarily unavailable.

Based on operator policy and agreements between the operators, the 5G system shall support roaming between a non-public network and a PLMN.
Based on operator policy and agreements between the operators, the 5G system shall support service continuity between a non-public network and a PLMN.
Non-public networks that provide service continuity and roaming functionality with a PLMN shall only use 3GPP authentication methods, identities, and credentials for network access. 
The 5G system shall support a suitable framework for subscriber network access authentication (e.g., EAP) for non-public networks that do not provide service continuity or roaming functionality with a PLMN. 
The 5G system shall support use of operator-controlled alternative authentication methods (i.e., alternative to AKA) with different types of identities and credentials for network access to non-public networks that do not provide service continuity or roaming functionality with a PLMN.
********************** Third Change *********************
8.4
Authorization

The 5G system shall allow the operator to authorize an IoT device to use one or more 5G system features that are restricted to IoT devices.
Based on operator policy, before establishing a direct device connection using a non-3GPP access technology, IoT devices may use 3GPP credentials to determine if they are authorized to engage in direct device connection.

Based on operator policy, the 5G system shall provide a means to verify whether a UE is authorized to use prioritized network access for a specific service.

The 5G system shall support a mechanism for UEs to be authorised for 5G service with defined restrictions on usage. 

NOTE: Examples of restrictions include defined areas of operation, allowed network slices, automation devices type, or allowed applications.
********************** Fourth Change *********************
8.8
Resource efficiency

The 5G system shall minimize security signalling overhead without compromising the security level of the 3GPP system.

The 5G system shall support an efficient secure mechanism to transmit the same data (e.g., service provisioning multiple sensors) to multiple UEs.

8.x
Data security and privacy
The 5G system shall support data integrity protection and confidentiality optimized for URLLC and energy constrained devices. 
The 5G system shall support per-message authentication with non-repudiation. 
The 5G system shall provide a mechanism for denial-of-service prevention.

The 5G system shall enable encryption for the (bi-directional) URLLC service within the requested end-to-end latency.  

