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Abstract: This contribution proposes a use case for clause 5 of TR 22.854.  The use case involves modification for QoS or media encryption.
---------- Use Case template ----------
5.X
MPS for DTS QoS and Media Encryption Modifications
5.X.1
Description

This use case describes the need for a Service User to communicate Quality of Service (QoS) related needs to a MPS capable 3GPP system for an established MPS for DTS session. As described in other use cases, once a MPS for DTS session has been successfully established, different communication applications (e.g., media types) can be supported over the MPS for DTS session.  For example, voice, video, data, text messages (e.g., SMS).  In addition, in certain cases the Service User would need to encrypt the media supported over the MPS for DTS session (e.g., secure voice).

A Service User (or server with MPS subscription) was able to successfully establish a MPS for DTS session (see clauses 5.1, 5.2 and 5.3 for example DTS invocations).   The Service User was then able to conduct several data transactions over the active DTS session (e.g., email, data download etc).  The Service User now needs to support a voice or video communication over the DTS session.  The Service User indicates to the MPS capable 3GPP system the Quality of Service (QoS) needs or modifications needed for the new media type for the active DTS session.  The MPS 3GPP system makes the needed QoS modifications to support the new media type (i.e., voice or video).  The Service User is now able to support the voice or video communication over the active DTS session.

After a MPS for DTS session was successfully established, the Service User (or server with MPS subscription) now needs to support a secure communication (i.e., encryption of the media flows) over the DTS session.  The Service User indicates to the MPS capable 3GPP system the Quality of Service (QoS) needs or modifications needed for the new media encryption for the active DTS session.  The MPS 3GPP system makes the needed QoS modifications to support the new media encryption.  The Service User is now able to support the secure communication (i.e., media encryption) over the active DTS session.
5.X.2
Pre-conditions

The following is the pre-condition for this use case:

· A MPS for DTS session has been successfully established and is active.

5.X.3
Service Flows

The following describes the sequence of events:

1. MPS for DTS session was established successfully.
2. The Service User uses the active MPS for DTS session to conduct data transactions (e.g. email, webpage download, etc).  
3. The Service User now needs to make a voice or video communication or support a secure communication (i.e., media encryption) over the active MPS for DTS session using an Over The Top (OTT) application (specifically this is not a call using the operator-controlled IMS infrastructure).

4. The Service User sends a request to the MPS capable 3GPP system indicating need to support new media type  (s) or media encryption and the associated QoS.

5. The MPS capable 3GPP system verifies authorization for the requested modification and makes the necessary network modifications to support the requested QoS for the media flows or a subset of the media flows. 
6. The Service User receives indication from the MPS capable 3GPP system that the request for QoS modifications were successful.

7. The MPS Service User proceeds to make a voice or video or secure communication (i.e., media encryption) over the active MPS for DTS session.

5.X.4
Post-conditions

Upon end of the DTS session, the UE returns to normal conditions (i.e., use of normal data service).
5.X.5
Potential Impacts or Interactions with Existing Services/Features

The impacts and interactions described in clause 5.1.5 apply to this use case.  
5.X.6
Potential Requirements
1. An MPS capable 3GPP system shall be capable of supporting a set of default QoS characteristics for an active MPS for DTS session. 

2. An MPS Service User shall be able to request QoS modifications for an active MPS for DTS session to support Over The Top (OTT) application.

3. An MPS capable 3GPP system shall be capable of verifying authorization for a requested QoS modification to an active MPS for DTS session.
4. An MPS capable 3GPP system shall be capable of making authorized QoS modifications for the media flows or a subset of the media flows of an active MPS for DTS session.  
5. An MPS capable 3GPP system shall be capable of providing a Service User with an indication that a requested QoS modification of an active MPS for DTS session was successful.
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