Page 1



3GPP TSG-SA WG1 Meeting #83
S1-182186
West Palm Beach, Florida, USA, 20.08. – 24.08.2018




(revision of S1-18XXXX)
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	22.282
	CR
	0026
	rev
	-
	Current version:
	16.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	X
	Core Network
	X


	

	Title:

	Periodical and non-periodical data communication

	
	

	Source to WG:
	UIC

	Source to TSG:
	S1

	
	

	Work item code:
	MONASTERY2
	
	Date:
	2018-08-10

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	Control Command Signalling is essential for automated or even driverless operation of trains or generally in the entire land public transport domain. The associated data communication is subject to strict quality criteria in order to achieve a safety risk minimization. The corresponding addressing and authorization of the data users by means of is necessary to specifically control the access to safety-related applications and thus limit abuse. These measures have a direct influence on the availability of control systems.

	
	

	Summary of change:
	The CR introduces the periodical and non-periodical data communication.

	
	

	Consequences if not approved:
	Missing adequate MCData communiction for safety applications.

	
	

	Clauses affected:
	5.6

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	none


********************************************************************************************
Start of 1st change

********************************************************************************************
5.6
Periodical and non-periodical exchange of data
5.6.1
Service description
Remote control of vehicles without human intervention, e.g. trains, requires extremely reliable data transmission between clients or client to server. The bidirectional exchange of information occurs either periodically or non-periodically, depending on the situation, with the periodic exchange ranging from a few milliseconds to a few seconds. The timely receipt of the information by the client or server implies the security of the individuals present at the time in the means of transport. Taking into account the optimal utilization of the route, appropriate distances between vehicles are provided, which provide a level of safety. As a result of the periodic exchange of the control command information between the vehicle and the control center (server), it is thus possible to continuously calculate an increase in the security risk and to carry out corresponding measures for minimizing risk, e.g. brakes, be initiated.

A client part of vehicle equipment can simultaneously process information from different applications or exchange it with the server. For this, it must be able to address the urgency of the individual data packets of different applications regardless of the latency and the transport reliability. Correspondingly, the urgency of the individual data packets of one or more users is to be ensured.
5.6.2
Requirements

[R-5.6.2-001] The MCData Service shall enable an authorised MCData user to initiate the exchange of periodical or non-periodical information data to other authorised MCData users, i.e. client(s) or servers.
[R-5.6.2-002] The MCData Service shall support the Internet Protocol (IP) suite for the exchange of periodical and non-periodical data.
[R-5.6.2-003] The MCData Service shall support for a single MCData user simultaneously multiple periodical and/or non-periodical data sessions with individual priority, latency and reliability.
[R-5.6.2-004] For periodical and/or non-periodical data sessions, the individual MCData user shall be addressable by its activated functional alias(es) in accordance with sub-clause 5.9a of TS 22.280.
[R-5.6.2-005] The MCData Service shall be able to support MCData user(s) which provide proxy functionality for other authorised MCData users.
[R-5.6.2-006] The proxy MCData user shall be able to provide a mechanism to assign the individual priority, latency and reliability to each single data communication of the served  MCData user(s).

[R-5.6.2-007] The MCData Service shall support a mechanism during an active periodical or non-periodical data communication to modify, i.e. upgrade or downgrade, the communication priority.
[R-5.6.2-008] The MCData Service shall guarantee the end-to-end data integrity among the MCData users.

[R-5.6.2-009] The MCData Service shall support user data encryption among the involved MCData users.

[R-5.6.2-010] For MCData periodical and non-periodical data communication the MCData Service shall provide an MCData access time less than 1 second for 99% of all MCData requests.
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