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Abstract: this document analyses the type-a / type-b network requirements among the consolidated network service requirements captured in clause 8.2 of TR 22.804. It identifies the normative type-a / type-b network requirements, and proposes a way forward on how to capture these normative requirements.
Introduction

There are several type-a / type-b network related requirements that have been consolidated in the CAV study:

· Type-a/type-b network requirements: Nsd.Pnd.1-10
· Service differentiation and isolation requirements: Nsd.Sdi.1-2
· Network interaction requirements: Nsc.Ppi.1-3
· Network discovery & selection: Nsa.Nds.1-3

· Authentication & authorisation requirements: Nsa.Aa.1-5
This document analyses these requirements, identifies the normative type-a / type-b network requirements, and proposes the way forward on how to capture the normative requirements.
Discussion
1. Requirement analysis

1.1 Networks for non-public use
This clause should capture all the general requirements for type-a and type-b networks. The analysis of the related requirements is summarised in the table below.

	Requirement in TR22.804
	Reason for modification, if any
	Final proposal

	[Nsd.Pnd.1] The 5G system shall support type-a and type-b networks. 
	
	The 5G system shall support type-a and type-b networks.

	[Nsd.Pnd.2] The 5G system shall support type-a and type-b networks that provide coverage within in specific geographical area.
	Modified for clarification.


	The 5G system shall support type-a and type-b networks that provide coverage within a specific geographical area.

	[Nsd.Pnd.3] The 5G system shall support both physical and virtual type-a and type-b networks. 

	 It is related to the deployment. No need to be captured as a requirement.
	-

	[Nsd.Sdi.1] The 5G system shall support the isolated operation of a type-b network or a type-a network.
	It is related to the deployment. No need to be captured as a requirement.
	-

	[Nsc.Ppi.1] Subject to an agreement between the operators/service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support mobility between a type-a network and a PLMN.


	Modified for clarification.
	Subject to an agreement between the operators and service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support for type-a network subscribers:

- access to PLMN services via the type-a network;

- service continuity for PLMN services between a type-a network and a PLMN;

- access to the selected type-a network services via a PLMN;

- service continuity for type-a network services between a type-a network and a PLMN.
NOTE: Depending on the entitlement of the type-a network subscription a type-a network subscriber may need a PLMN subscription to access the PLMN services.

	[Nsc.Ppi.2] The 5G system shall support clock synchronisation interfaces from one 5G network to other trusted 5G networks.
	The common practice for clock synchronisation across networks is to synchronise towards an official UTC time source or satellite signals. A new interface is not needed.
	-

	[Nsa.Aa.5] The 5G system shall support authentication in a network slice of a MNO even when backhaul connection to the slice is not available.
	
	FFS.

	[Nsd.Sdi.2] The 5G system shall support that running or booting service with a higher priority does not affect the QoS/QoE of other running communication services even in high load condition or any other situations.
	This is already supported by the existing standard. 

From 23.501, clause 5.7.2.2 ARP (Allocation and Retention Priority):
«The pre-emption capability information defines whether a service data flow may get resources that were already assigned to another service data flow with a lower priority level. The pre-emption vulnerability information defines whether a service data flow may lose the resources assigned to it in order to admit a service data flow with higher priority level. The pre-emption capability and the pre-emption vulnerability shall be either set to 'yes' or 'no'.»
Note that the ARP was introduced in R’99, i.e. nearly 20 years ago and is broadly supported.
	-


1.2 Network selection
This clause should capture all the requirements for access network selection. The analysis of the related requirements is summarised in the table below.

	Requirement in TR22.804
	Reason for modification, if any
	Final proposal

	[Nsa.Nds.1] The 5G system shall support a mechanism for a UE to identify a type-b or type-a network.
	Merged requirements for precision and clarity.

Added one more requirement to cover the aspect of ensuring the number space is large enough to allow for operators of type-a and b networks to pick a most likely unique value.
	The 5G system shall support a mechanism for a UE to identify and select a type-b or type-a network.
The 5G system shall support identifiers for large number of type-a and type-b networks to minimize collision likelihood between assigned network identifiers.

	[Nsd.Pnd.4] The 5G system shall support unique network identifiers for type-a and type-b networks.
	
	

	[Nsa.Nds.2] The 5G system shall support a mechanism to allow a UE to select a type-b or type-a network that it is authorised to access.
	
	

	[Nsa.Nds.3] A UE shall be able to detect the availability of a type-b 5G network before attempting to access a cell of this network.
	
	

	[Nsa.Aa.4] The 5G system shall support a mechanism to prevent a UE from attempting to attach to a network it is not authorised to select.
	Rephrased for more clarity.
	The 5G system shall support a network selection mechanism to allow a UE automatically to select a type-a or a type-b network that the UE is authorised to select.


1.3 Authentication
This clause should capture all the requirements for authentication. The analysis of the related requirements is summarised in the table below.

	Requirement in TR22.804
	Reason for modification, if any
	Final proposal

	[Nsd.Pnd.8] Type-a networks shall only use 3GPP authentication methods, identities, and credentials for network access.
	Use the original one.
	Note: this is to be done in separate CRs.

	[Nsa.Aa.3] The 5G system shall support a suitable framework for subscriber network access authentication for type-b networks, e.g., EAP.
	EAP is already supported in Rel-15 (see 33.501) although there is no explicit requirement in 22.261 yet.


	Note: the update to the existing requirements will be done in separate CRs.

	[Nsd.Pnd.9] The 5G system shall support operator-controlled alternative authentication methods (i.e., alternative to AKA) with different types of credentials for network access for IoT devices connecting to type-b networks (e.g., for industrial automation).
	These are coved by the existing requirements in TS 22.261:

The 5G system shall support operator controlled alternative authentication methods (i.e., alternative to AKA) with different types of credentials for network access for IoT devices in isolated deployment scenarios (e.g., for industrial automation).

For a private network using 5G technology, the 5G system shall support network access using identities, credentials, and authentication methods provided and managed by a 3rd party and supported by 3GPP.
	

	[Nsd.Pnd.10] For a type-b network, the 5G system shall support network access using identities, credentials, and authentication methods provided and managed by a 3rd party and supported by 3GPP. 
	
	


2. Way forward
There are two options to capture the normative requirements above in the SA1 specification(s).

Option #1: to capture the requirements in cyberCAV TS 22.104.

With this option TS 22.104 can provide a complete picture of the service requirements for cyber-physical control applications.

For this option, please see the TP to TS 22.104 in the Annex.

Option #2: to capture the requirements in SMARTER TS 22.261.

Although type-a and type-b networks are defined during the CAV study, the basic concepts are applicable to the communication services for other vertical sectors, for example “Audio-Visual Service Production” as in FS_AVPROD. 
For this option, CR to TS 22.261 is prepared in S1-180xxx.

Proposal: SA1 is kindly asked to made a decision on where to capture the normative requirements and approve the CR or the TP accordingly.

Option #1: Text Proposal to TS 22.104

---------------------------------------------------- Start of the change -------------------------------------------------------------

X. Network service requirements
X.1
Description
Type-a and type-b networks are intended for the sole use of a vertical company, and may be deployed in a variety of configurations, utilising both virtual and physical elements.  It is expected that unauthorised UEs, those that are not associated with the vertical, will not attempt to access the type-a or type-b network which could result in resources being used to reject that UE and thereby not be available for the UEs of the vertical. It is also expected that UEs of the vertical will not attempt to access a network they are not authorised to access.  For example, some vertical UEs may be restricted to only access the associated type-a or type-b network of the vertical, even if PLMN coverage is available in the same geographic area.  Other vertical UEs may be able to access both a type-a or type-b network and a PLMN where specifically allowed.
X.2
Networks for non-public use
Editor’s note: the definitions of type-a network and type-b network are FFS.
The 5G system shall support type-a and type-b networks.

The 5G system shall support type-a and type-b networks that provide coverage within a specific geographical area.

Subject to an agreement between the operators and service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support for type-a network subscribers:

- access to PLMN services via the type-a network;

- service continuity for PLMN services between a type-a network and a PLMN;

- access to the selected type-a network services via a PLMN;

- service continuity for type-a network services between a type-a network and a PLMN.
NOTE: 
Depending on the entitlement of the type-a network subscription a type-a network subscriber may need a PLMN subscription to access the PLMN services.
The 5G system shall support a mechanism for a UE to identify and select a type-b or type-a network.

The 5G system shall support identifiers for large number of type-a and type-b networks to minimize collision likelihood between assigned network identifiers.

The 5G system shall support a network selection mechanism to allow a UE automatically to select a type-a or a type-b network that the UE is authorised to select.
---------------------------------------------------- End of the change --------------------------------------------------------------

