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Abstract: This document provides consolidation of the potential requirements related to Network Service continuity and mobility requirements (8.2.3)
.
Discussion:

The new terminology exclusive/private network is applied throughout as applicable.

8.2.3.1 Service continuity and mobility within vertical local domain requirements   
	requirements
	Use case requirement reference
	New/ existing requirement
	consolidation analysis note
	Potential requirements

	The 5G system shall support seamless handovers between two base stations without any observable impact on the (safety) application.
	Factories of the Future 6.3, 
	new
	This requirement is already covered by existing 3GPP standard. Not need to be carried forward.  
	None

	The 5G system shall support seamless mobility such that there is no impairment of the application in case of movements of a mobile robot within a factory or plant.
	Factories of the Future 7.3, 
	
	
	

	The 5G system shall support seamless mobility in such a way that a handover from one base station to another one does not have any observable impact on the application.
	Factories of the Future 10.4
	
	
	

	The 3GPP system shall support service continuity in the application layer between on-network based connection and off-network based connection when distance between the virtually coupled trains is less than or equal to 3 km in the LOS channel.
	Mass Transit 8.5
	New
	
The terms off-network and on-network refer respectively to the direct 3GPP communication and indirect 3GPP communication modes as defined in 22.278. The principle is that the trains should have both types of connections in parallel when they are close enough to each other. How the UE application handles the duplicate connections to ensure service continuity if one breaks is out of scope of 3GPP
	Nsc.Scm.1: The 5G system shall support UEs using simultaneous indirect 3GPP communication and direct 3GPP communication.

	The 5G communication shall not be interrupted or disturbed in case of power grid failure (power supply outage) in the served area.
	Electric Power Distribution 3.5
	
	This is an implementation aspect. All base station sites have battery and/or diesel backup nowadays. This requirement will not be carrier forward. 


	None


8.2.3.2 Network interaction requirements
The full set of network interaction related potential requirements is shown in the table below.

	requirements
	Use case requirement 

reference
	New/ existing requirement
	consolidation analysis note
	Potential requirements

	Subject to an agreement between the operators/service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support intersystem mobility between a private network and a PLMN.
	Factories of the Future 20.8
	New
	2. This requirement is rephrased to align with the agreed terminology for a private network that is able to interact with the public network, namely, an exclusive network.


	Nsc.Ppi.1: Subject to an agreement between the operators/service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support intersystem mobility between an exclusive network and a PLMN.




	A private network shall be able to provide service for UEs with subscriptions to different private and/or public network operators.
	Factories of the Future 20.9
	Existing
	1. This requirement allows the case where the private network provides service for both UE1 and UE2 where UE1 also has a subscription with MNO-A and UE2 also has a subscription with MNO-B 

2. This requirement is rephrased to align with agreed terminology and to clarify the intent, as indicated in the accompanying note. 
	None


	The 5G system shall be able to synchronize the time clock of the UEs that are distributed across several 5G deployments. The 5G system shall expose related clock interfaces to other trusted 5G deployments.


	Factories of the Future 18.18


	New 
	This requirement shall be split into two requirements. 

“cross several 5G deployment” refers to different geographic located 5G networks.

The requirement to expose clock interface to other trust 5G deployment should be move to 8.2.3.2 interaction section. 
	Nsc.Ppi.3 The 5G system shall support the capability to expose related clock interfaces from one 5G network to other trusted 5G networks.



Proposed Text:

===================================================================================
8.2.3.1  Service continuity and mobility within vertical local domain requirements   

	Reference number
	requirements
	Use case requirement reference

	Nsc.Scm.1
	The 5G system shall support UEs using simultaneous indirect 3GPP communication and direct 3GPP communication.
	· Mass Transit 8.5


8.2.3.2
Network interaction requirements
	Reference number
	requirements
	Use case requirement 

reference

	Nsc.Ppi.1
	Subject to an agreement between the operators/service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support intersystem mobility between an exclusive network and a PLMN. (note 1)



	Factories of the Future 20.8 

	Nsc.Ppi.3
	The 5G system shall support the capability to expose related clock interfaces from one 5G network to other trusted 5G networks.

	Factories of the Future 18.18



	NOTE 1: Supporting intersystem mobility between an exclusive network and PLMN depends on several factors e.g., having the appropriate business relationship in place between the network operators with using common identifiers and using common authentication.




