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	Update gap analysis table for monitoring and control of critical infrastructure use case in 6.13.
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[R-6.13.2-001] Upon request from an authorised FRMCS Application the FRMCS System shall be able to establish data communication between a FRMCS Equipment and a central monitoring infrastructure system for monitoring and controlling critical infrastructures. 
It is covered by 22.282. sharing real-time operational status information can be seen as monitoring.
[R-6.1.2.1.2-001] The MCData Service shall enable the control of robots. 
 [R-6.1.3.2-001] The MCData Service shall provide a means to share in real-time operational status information between members of a selected group. 
· For the second potential requirement: 
[R-6.13.2-002]  The FRMCS System shall setup the monitoring of critical infrastructure communication with an operator defined QoS and priority and setup time as defined in clause 12.10.
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· For third potential requirement
[R-6.13.3-001] The FRMCS System shall be able to terminate data communication between the infrastructure systems and a central monitoring infrastructure system upon request by either communication partner.
It is covered by 22.280. 
[R-6.7.6-002] The MCX Service shall provide a means by which an MCX User ends a Private Communication (without Floor control) in which the MCX User is a Participant.
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[bookmark: OLE_LINK210][bookmark: OLE_LINK211][bookmark: OLE_LINK212]*************** Start 1st modification  ****************
[bookmark: _Toc510795633][bookmark: _Ref479683616]6.13	Monitoring and control of critical infrastructure related use cases
[bookmark: _Toc510795634]6.13.1	Introduction
In this chapter the use cases related to monitoring and control of critical infrastructure communication are described. The following use cases are identified
· Initiation of Monitoring and control of critical infrastructure communication
· Termination of a Monitoring and control of critical infrastructure
[bookmark: _Toc510795635]6.13.2	Use case: Initiation of a Monitoring and control of critical infrastructure communication
[bookmark: _Toc510795636]6.13.2.1	Description
This use case enables FRMCS to setup data communication between infrastructure systems and a ground based or train based system in order to monitor or control critical infrastructure such as train detection, signals and indicators, movable infrastructure, level crossing elements, including barrier controls vehicle sensors, lighting controls and alarms. 
[bookmark: _Toc510795637]6.13.2.2	Pre-conditions
The initiating application is authorised to initiate Monitoring and control of critical infrastructure communication. 
The receiving application is authorised to use the Monitoring and control of critical infrastructure communication. 
[bookmark: _Toc510795638]6.13.2.3	Service flows
The initiating application initiates the monitoring and control of critical infrastructure communication to the receiving side.
[bookmark: _Toc510795639]6.13.2.4	Post-conditions
Monitoring and control of critical infrastructure data is made available to the application. 
[bookmark: _Toc510795640]6.13.2.5	Potential requirements and gap analysis
	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-6.13.2-001]
	Upon request from an authorised FRMCS Application the FRMCS System shall be able to establish data communication between a FRMCS Equipment and a central monitoring infrastructure system for monitoring and controlling critical infrastructures. 
	A
	Covered by 22.282
	 
 [R-6.1.2.1.2-001] The MCData Service shall enable the control of robots. 
1) A FRMCS Equipment can be seen as a certain kind of robots.

 [R-6.1.3.2-001] The MCData Service shall provide a means to share in real-time operational status information between members of a selected group. 
2) Sharing the operational status information can be seen as monitoring.
[Needs analysis]

	[R-6.13.2-002]
	The FRMCS System shall setup the monitoring of critical infrastructure communication with an operator defined QoS and priority and setup time as defined in clause 12.10.
	A
	Partially covered
	[Needs analysis]
[bookmark: _GoBack]Mission critical is already supported by 3GPP QoS (QCI or 5QI)

[R-5.1.7-002] The MCX Service shall provide a mechanism to prioritize MCX Service Group Communications based on the priorities associated with elements of the communication (e.g., service type, requesting identity, and target identity).




[bookmark: _Toc510795641]
*************** next modification  ****************
6.13.3	Use case: Termination of a Monitoring and control of critical infrastructure communication
[bookmark: _Toc510795642]6.13.3.1	Description
Terminate data communication between infrastructure systems and a ground based or train based system used to monitor or control critical infrastructure. 
[bookmark: _Toc510795643]6.13.3.2	Pre-conditions
The Monitoring and control of critical infrastructure applications have an ongoing data communication.
[bookmark: _Toc510795644]6.13.3.3	Service flows
One of the communication entities terminates the monitoring and control of critical infrastructure communication.
[bookmark: _Toc510795645]6.13.3.4	Post-conditions
The terminating Monitoring and control of critical infrastructure application entity is disconnected from the receiving application entity.
[bookmark: _Toc510795646]6.13.3.5	Potential requirements and gap analysis
	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-6.13.3-001]
	The FRMCS System shall be able to terminate data communication between the infrastructure systems and a central monitoring infrastructure system upon request by either communication partner. 
	A
	Covered by 22.280, 22.282,
	 TS 22.280
[R-6.7.6-002] The MCX Service shall provide a means by which an MCX User ends a Private Communication (without Floor control) in which the MCX User is a Participant.
TS 22.282
[R-5.4.2-008] The MCData data streaming capability shall allow an authorised user to terminate streaming of data being sent and cancel streaming of data remaining buffered in the system waiting to be streamed. 

[Needs analysis]



*************** End modification  ****************
