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Discussion
Seeing the Cloud-native operator's flourishing business and their business practice with regards to entrusting 3rd parties to create, modify, and terminate as well as to manage their rented resources inside the operator's physical infrastructure, we start thinking an analogy might apply to MNO's business and considering the "rented resources" are private network slice for us.

Our use case is as follows. An engineer of the IT department of a small business accesses API of a PLMN via her/his console using a certain application. She/he orders creation of a private network slice, chooses a low-cost package including IMS voice service, and adds employees' UEs to the member of the private network slice. The PLMN also provides resource for 3rd parties to setup their intranet servers. The engineer sets up their intranet servers there and adds them to the member of the private network slice. In ten minutes later, she/he receives confirmation from the PLMN that the private network slice has been successfully set up and that the contract between the small business and the PLMN has been concluded. Employees in the small business use this private network slice comfortably. The engineer can any time add new employees' UEs to the member of the private network slice and install their new software applications to the intranet servers. Member UEs and intranet servers have private addresses. When the UEs are in office(s) which could be far apart from each other, communication among them and between them and the intranet servers is contained in the private network slice. Each UE is a subscriber of the PLMN and can communicate with non-member UEs (e.g. their customers' UEs) via PLMN(s). If the use case is for a large business enterprise that has its own physical LAN, this LAN is connected to a private network slice instantiated in the PLMN. The LAN and the private network slice are operated in a combined manner. Communications among member UEs in an office and in physical proximity are contained to the own physical LAN.
This use case is already there for EPC/LTE in actual deployments. But the existence of API, the easy, fast setup of resources (private network slice), and the combination with resources for servers are new.

Another use case is for the PLMN to support 3rd parties' IoT business. A 3rd party uses a private network slice accommodating IoT devices that monitor and control their targets. The PLMN supports the 3rd party's day-to-day operation of the private network slice by not only providing a basic network operation, but also offering pre-defined status information of member UEs and the private network slice itself. The PLMN might also provide server resource to process data coming from the IoT devises. Since the PLMN has the status information, the PLMN manages scaling of the server resource relatively quickly, which leads to 3rd parties' more efficient business practice. Depending on SLA and on relative importance of the business in case of the congested situation, the PLMN ensures a certain level of communication opportunity even in such a congested situation.
This use case is in a way realized for EPC/LTE by having a mechanism in SGi-LAN. The provision of the status information that comes from network infrastructure is also possible via API of EPC. But usage of the status information for handling of resources for servers and for the private network slice itself, and the assurance of certain level of communication opportunity are new.
The nature of the 5G system of service-based which is being enhanced to be cloud-native is expected to make these new features feasible. Study on the fully automated mechanism of the life cycle management of network slice, which should be the underlined mechanism of this easy, fast setup of resources (private network slice), is already going on e.g. in ETSI ZSM. Study on the smarter operation system, which aims to use operation information for the automatic network operation and for the improved user experience, is also going on e.g. in SA2.
Then we have found relevant requirements are already captured in clause 6.10.2 of TS 22.261. From our perspective, these requirements are important and still worth trying in Rel-16.
Proposal
It is proposed to keep the requirements in clause 6.10.2 of TS 22.261 about Network capability exposure in Rel-16 version of TS 22.261, even if they are not fully realized in Rel-15.
Annex (Informative)
The clause 6.10.2 of TS 22.261 is copied below for your reference.
------------------------------------

6.10.2
Requirements

The following set of requirements complement the requirements listed in 3GPP TS 22.101 [6], clause 29.

Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted 3rd party to create, modify, and delete network slices used for the 3rd party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to monitor the network slice used for the 3rd party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to define and update the set of services and capabilities supported in a network slice used for the 3rd party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to configure the information which associates a UE to a network slice used for the 3rd party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to configure the information which associates a service to a network slice used for the 3rd party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to assign a UE to a network slice used for the 3rd party, to move a UE from one network slice used for the 3rd party to another network slice used for the 3rd party, and to remove a UE from a network slice used for the 3rd party based on subscription, UE capabilities, and services provided by the network slice.

The 5G network shall provide a mechanism to expose broadcasting capabilities to trusted 3rd party broadcasters' management systems.

Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted 3rd party to manage this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.

Based on operator policy, the 5G network shall provide suitable APIs to allow a 3rd party to monitor this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to scale a network slice used for the 3rd party, i.e., to adapt its capacity.

Based on operator policy, a 5G network shall provide suitable APIs to allow one type of traffic (from trusted 3rd party owned applications in the operator's Service Hosting Environment) to/from a UE to be offloaded to a Service Hosting Environment close to the UE's location. 

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party application to request appropriate QoE from the network.
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