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Abstract: This document provides skeleton proposal for section 8 “Merged potential service requirements”, and a table in annex to show how individual requirements in each cases being allocated to corresponding section 8 sub-clause.  
Discussion:

Proposed text:
8. [bookmark: _Toc506562123]	Merged potential service requirements
Editor’s note: This Clause proposes service requirements based on a comprehensive view of the vertical use cases in Clause 5, Clause 6, and TS 22.261.
Network Service performance requirements  

Network Service requirements 
Network service access requirement
Subscription requirements   
Network discovery & selection 
Authentication & authorization requirements 

Network service deployment requirements 
Exclusive/Private network deployment requirements 

Ethernet support deployment requirements  
Service differentiation and isolation requirements
Energy consideration requirements           
Legacy and backward compatibility requirements 
Clock synchronization requirements

Network Service continuity and mobility requirements    
Service continuity and mobility within vertical local domain requirements   
Network interaction requirements 

 Service QoS monitoring, and reporting requirements  

Network service exposure requirements

Security and privacy requirements

Other general requirements 
Note: place holder for requirements which are not suitable for other sub-clauses. 



Annex X:
The sub-clause provides mapping informations regarding which sub-clause in section 8 where the individual requirements in the use cases of section 5 and 6 being covered. 
[bookmark: _Toc481075810][bookmark: _Toc500938281]5.1	Rail-bound mass transit
[bookmark: _Toc481075818]5.1.2.6	Potential requirements
	Reference Number
	Requirement text
	Merged potential service requirements

	Mass Transit 1.1
	The MTTC service has the highest priority and shall not be affected by the CCTV service. End-to-end latency and availability of MTTC are not affected when running the CCTV service in parallel.
	8.2.2.3 Service differentiation and isolation requirements

	Mass Transit 1.2
	The CCTV service shall not be affected by the MTTC service, which has a higher priority but lower data rate. Especially, delay and packet loss of CCTV is not affected by MTTC service that runs in parallel.
	8.2.2.3 Service differentiation and isolation requirements

	Mass Transit 1.3
	The user experienced data rate for MTTC services shall be at least 200 kbit/s.
	8.1 Network Service performance requirements

	Mass Transit 1.4
	The end-to-end latency for MTTC services shall be below 100 ms.
	8.1 Network Service performance requirements

	Mass Transit 1.5
	The communication service availability for MTTC services shall be higher than 99,999%.
	8.1 Network Service performance requirements

	Mass Transit 1.6
	The use experienced data rate for CCTV services shall not be lower than 2 Mbit/s per CCTV application.
	8.1 Network Service performance requirements

	Mass Transit 1.7
	The end-to-end latency for CCTV applications shall be below 500 ms.
	8.1 Network Service performance requirements

	Mass Transit 1.8
	The communication service availability for CCTV services shall be higher than 99,99%.
	8.1 Network Service performance requirements



[bookmark: _Toc500938293]5.1.3.6	Potential requirements
	Reference Number
	Requirement text
	Merged potential service requirements

	Mass Transit 2.1
	The MTTC service shall not be affected by a low priority data service. End-to-end latency, packet loss, and availability of MTTC are not affected by the other data service.
	
8.2.2.3 Service differentiation and isolation requirements



[bookmark: _Toc500938294]5.1.4	Coexistence of MTTC service and high data rate service with low priority
[bookmark: _Toc500938300]5.1.4.6	Potential requirements
	Reference Number
	Requirement text
	　

	Mass Transit 3.1
	The MTTC service start-up shall not be affected by already running services with different priorities.
	8.2.2.3     Service differentiation and isolation requirements 

	Mass Transit 3.2
	Already running communication services shall not be affected by booting the MTTC service.
	8.2.2.3     Service differentiation and isolation requirements 




[bookmark: _Toc500938301]5.1.5	Set-up of emergency call
[bookmark: _Toc500938307]5.1.5.6	Potential requirements
	Reference Number
	Requirement text
	　

	Mass Transit 4.1
	The set-up of an emergency voice call shall not be affected by already running services with different priorities.
	8.2.2.3     Service differentiation and isolation requirements 

	Mass Transit 4.2
	The user experienced data rate for emergency voice calls shall be at least 200 kbit/s.
	8.1     Network Service performance requirements

	Mass Transit 4.3
	The end-to-end latency for emergency voice calls shall be below 200 ms.
	8.1     Network Service performance requirements

	Mass Transit 4.4
	Them communication service availability for emergency voice calls shall be higher than 99,99%.
	8.1     Network Service performance requirements



[bookmark: _Toc500938308]5.1.6	Emergency call during a sudden rise of CCTV data rate
[bookmark: _Toc500938314]5.1.6.6	Potential requirements
	Reference Number
	Requirement text
	　

	Mass Transit 5.1
	An emergency voice call shall not be interrupted, even when a sudden rise of data rate of other lower-priority service such as CCTV occurs.
	8.2.2.3     Service differentiation and isolation requirements 



[bookmark: _Toc475357221][bookmark: _Toc500938315]5.1.7	Use Case: CCTV offload / transfer of CCTV archives from commuter train to ground 
[bookmark: _Toc475357226][bookmark: _Toc500938321]5.1.7.6	Potential requirements and gap analysis
	Reference Number
	Requirement text
	

	Mass Transit 6.1
	The onboard System shall be able to support that CCTV archives can be transferred into the ground system in a time and resource efficient way with a minimum of 1 Gb/s in dedicated places such as stations/stops or train depots.
	8.1     Network Service performance requirements

	Mass Transit 6.2
	CCTV offload/Transferring CCTV archives shall not affect mission critical communication. 
NOTE: 	Transferring CCTV archives is not considered to be a mission critical service.
	8.2.2.3     Service differentiation and isolation requirements 



[bookmark: _Toc500938322]5.1.8	Wireless communication between mechanically coupled train segments
[bookmark: _Toc500938328]5.1.8.6	Potential requirements
	Reference Number
	Requirement text
	　

	Mass Transit 7.1
	The user experienced data rate between the two trains shall be 1 Gbit/s.
	8.1     Network Service performance requirements

	Mass Transit 7.2
	The end-to-end latency for MTTC services in both trains shall be below 100 ms.
	8.1     Network Service performance requirements

	Mass Transit 7.3
	The communication service availability between applications situated in different trains shall be higher than 99,999%.
	8.1     Network Service performance requirements

	Mass Transit 7.4
	Communication services between shall be possible for angles of up to 0,52 rad between the two trains.
	8.1     Network Service performance requirements



[bookmark: _Toc500938329]5.1.9	Wireless communication between virtually coupled trains
[bookmark: _Toc355779209][bookmark: _Toc354586747][bookmark: _Toc354590106][bookmark: _Toc500938335]5.1.9.6	Potential requirements
	Reference Number
	Requirement text
	　

	Mass Transit 8.1
	The 3GPP system shall support off-network communication up to 3 km in the line of sight (LOS) channel environment.
	8.1     Network Service performance requirements

	Mass Transit 8.2
	The end-to-end latency through off-network communication shall be less than or equal to 10 ms.
	8.1     Network Service performance requirements

	Mass Transit 8.3
	The 3GPP system shall support off-network communication, where the UEs’ relative speed is less than 50 km/h.
	8.1     Network Service performance requirements

	Mass Transit 8.4
	The 3GPP system shall support simultaneous use of on-network and off-network communication when distance between the virtually coupled trains is less than or equal to 3 km in the LOS channel.
	8.1     Network Service performance requirements

	Mass Transit 8.5
	The 3GPP system shall support service continuity in the application layer between on-network based connection and off-network based connection when distance between the virtually coupled trains is less than or equal to 3km in the LOS channel.
	8.1     Network Service performance requirements


5.1.10  Anticipatory train control
5.1.10.6	Potential requirements

	Reference Number
	Requirement text
	Application / Transport
	Comments
	　

	Mass Transit 9.1
	The 5G system shall know the geographic location and extend of its radio cell sector coverage and be able to expose this information to authorised users.
	T
	　
	8.2.5     Network service exposure requirements  

	　
	　
	　
	　
	　

	Mass Transit 9.2
	The 5G system shall provide a user, upon request, with information of the current availability for a specific communication service, for this user, in a specific radio cell sector.
	T
	This will help the train control to decide whether, for instance, it should reduce its step. 
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Mass Transit 9.3
	The 5G system shall expose an user interface through which the interaction and information exchange in Mass Transit Y.2 can be facilitated for an authorised users.
	A
	　
	8.2.5     Network service exposure requirements  





[bookmark: _Toc500938336]5.2	Building automation
[bookmark: _Toc479679329][bookmark: _Toc500938338]5.2.2	Environmental monitoring
[bookmark: _Toc479679335][bookmark: _Toc500938343]5.2.2.5	Potential requirements
	Reference Number
	Requirement text
	　

	Building Automation 1.1
	The 3GPP system shall support 99,999 % communication service availability for data transmission every second. 
	8.1     Network Service performance requirements



[bookmark: _Toc500938344]5.2.3	Fire detection
[bookmark: _Toc500938349]5.2.3.5	Potential requirements
	Reference Number
	Requirement text
	　

	Building Automation 2.1
	The 3GPP system shall support an end-to-end latency of 10 ms with a [99,9999 %] communication service availability for data transmission.
	8.1     Network Service performance requirements


[bookmark: _Toc500938350]
5.2.4	Feedback control
[bookmark: _Toc500938355]5.2.4.5	Potential requirements
	Reference Number
	Requirement text
	　

	Building Automation 3.1
	The 3GPP system shall support and end-to-end latency of 10 ms with a communication service availability of [99,9999 %] for data transmission.
	8.1     Network Service performance requirements

	Building Automation 3.2
	The 3GPP system shall support a jitter of up to 1 ms.
	8.1     Network Service performance requirements



[bookmark: _Toc500938356]5.3	Factories of the Future 
[bookmark: _Toc500938367]5.3.2.6	Potential requirements
	Reference Number
	Requirement text
	　

	Factories of the Future 2.1
	The 5G system shall support cyclic traffic with cycle times in the order of 1 ms for a communication group of about 50 UEs and payload sizes of about 40 B.
	8.1     Network Service performance requirements

	Factories of the Future 2.2
	The 5G system shall support cyclic traffic with cycle times in the order of 0.5 ms for a communication group of about 20 UEs and payload sizes of about 50 B.
	8.1     Network Service performance requirements

	Factories of the Future 2.3
	The 5G system shall support cyclic traffic with cycle times in the order of 2 ms for a communication group of about 100 UEs and payload sizes of about 20 B.
	8.1     Network Service performance requirements

	Factories of the Future 2.4
	The 5G system shall support a very high synchronicity between a communication group of 50 – 100 UEs in the order of 1 µs or below.
	8.2.2.6     Clock synchronization requirements

	Factories of the Future 2.5
	The 5G system shall support data integrity protection and message authentication, even for communication services with ultra-low latency and ultra-high reliability requirements
	8.2.6     Security and privacy requirements 

	Factories of the Future 2.6
	The 5G system shall support communication service availability exceeding at least 99.9999%, ideally even 99.999999%.
	8.1     Network Service performance requirements

	Factories of the Future 2.7
	The 5G system shall support hot-plugging in the sense that new devices may be dynamically added to and removed from a motion control application, without any observable impact on the other nodes.
	8.2.2.3     Service differentiation and isolation requirements 

	Factories of the Future 2.8
	The 5G system shall support UE speeds up to 20 m/s, even for communication services with ultra-low latency and ultra-high reliability.
	8.1     Network Service performance requirements

	Factories of the Future 2.9
	The cyclic data communication service of the 5G system shall be able to support satisfy the safety requirements according to [25] for safety integrity level 3 (SIL-3).
	8.2.7  Other General requirements 

	Factories of the Future 2.10
	[bookmark: RANGE!B83]The 5G system shall ensure error-free transmission of a second message within the survival time if the transmission of the previous message failed.
	8.1     Network Service performance requirements



[bookmark: _Toc500938368]5.3.3	Motion control – transmission of non-real-time data
[bookmark: _Toc500938374]5.3.3.6	Potential requirements
	Reference Number
	Requirement text
	　

	Factories of the Future 3.1
	The strictly cyclic data communication service between a motion controller and several sensors/actuators and data service between the motion controller and a subset of the sensors/actuators or between one of the sensors/actuators and the motion controller can be simultaneously supported.
	8.2.7     Others 

	Factories of the Future 3.2
	The low-priority NRT data service support a data rate of at least 1 Mb/s (in addition to the cyclic data communication service).
	8.1     Network Service performance requirements



[bookmark: _Toc500938375]5.3.4	Motion control – seamless integration with Industrial Ethernet.
[bookmark: _Toc500938381]5.3.4.6	Potential requirements
	Reference Number
	Requirement text
	　

	Factories of the Future 4.1
	The 5G system shall support the basic Ethernet Layer-2 bridge functions as bridge learning and broadcast handling.
	8.2.2.2     Ethernet support deployment requirements  

	Factories of the Future 4.2
	The 5G system shall support and be aware of VLANs (IEEE 802.1Q)
	8.2.2.2     Ethernet support deployment requirements  

	Factories of the Future 4.3
	The 5G system shall support the expedited processing and transmission of IEEE1588 / Precise Time Protocol messages
	8.2.2.6     Clock synchronization requirements 

	Factories of the Future 4.4
	The 5G system shall support IEEE 802.1Qbv (time-aware scheduling)
	8.2.2.2     Ethernet support deployment requirements  



[bookmark: _Toc500938382]5.3.5	Control-to-control communication (motion subsystems)
[bookmark: _Toc500938388]5.3.5.6	Potential requirements
	Reference Number
	Requirement text
	　

	Factories of the Future 5.1
	The 5G system shall support strictly deterministic cyclic traffic with cycle times down to at least 4 ms for a communication group of 5 – 10 controls (in the future up to 100) and payload sizes up to 1 kB.
	8.1     Network Service performance requirements

	Factories of the Future 5.2
	The 5G system shall support strictly deterministic acyclic traffic with response times of less than 10 ms, i.e., any acyclic (bi-directional) message transfer shall be successfully completed in less than 10 ms.
	8.1     Network Service performance requirements

	Factories of the Future 5.3
	The 5G system shall support a very high synchronicity between a communication group of 5-10 controls (in the future up to 100) in the order of 1 µs or below.
	8.2.2.6     Clock synchronization requirements

	Factories of the Future 5.4
	The 5G system shall be able to support non-real-time traffic, both cyclic and acyclic.
	8.2.7     Others 


	Factories of the Future 5.5
	The 5G system shall support data integrity protection and message authentication, even for communication services with low end-to-end latency and ultra-high availability requirements
	8.2.6     Security and privacy requirements 

	Factories of the Future 5.6
	The 5G system shall support communication service availability exceeding at least 99,9999%, ideally even 99,999999%.
	8.1     Network Service performance requirements

	Factories of the Future 5.7
	The cyclic data communication service of the 5G system shall be able support to satisfy the safety requirements according to [25] for safety integrity level 3 (SIL-3).
	8.2.6     Security and privacy requirements 



[bookmark: _Toc500938389]5.3.6	Mobile control panels with safety functions
[bookmark: _Toc500938395]5.3.6.6	Potential requirements
	Reference Number
	Requirement text
	　

	Factories of the Future 6.1
	The 5G system shall support a bidirectional, cyclic data communication service characterised by at least the following parameters (e.g., for assembly robots or milling machines):
	8.1     Network Service performance requirements

	
	Cycle time of Tcycle = 4–8 ms
	

	
	Jitter < 50% of cycle time
	

	
	Data packet size 40–250 B
	

	
	Typical work space: 10 m x 10 m
	

	
	Parallel active safety services: max. 4 in a workspace
	

	Factories of the Future 6.2
	The 5G system shall support a non-cyclic bi-directional data communication service in parallel to the cyclic data transmission service with at least the following parameters:
	8.1     Network Service performance requirements

	
	User experienced data rate > 5 Mbit/s
	

	
	Average end-to-end latency < 30 ms
	

	
	Jitter < 50% of latency
	

	Factories of the Future 6.3
	The 5G system shall support seamless handovers between two base stations without any observable impact on the (safety) application.
	8.2.3.1     Service continuity and mobility within vertical local domain requirements   


	Factories of the Future 6.4
	The 5G system shall support a cyclic data communication service charaterised by at least the following parameters (e.g., for mobile cranes, mobile concrete pumps, fixed portal cranes, etc.):
	8.1     Network Service performance requirements

	
	Cycle time of  Tcycle = 12 ms
	

	
	Jitter < 50% of cycle time
	

	
	Data packet size 40–250 B
	

	
	Typical work space: 40 m x 60 m
	

	
	Max. workspace:  200 m x 300 m
	

	
	Parallel active safety services:  2 in a workspace
	

	Factories of the Future 6.5
	The 5G system shall support an indoor localisation service with at least the following parameters:
	8.1     Network Service performance requirements

	
	Accuracy better than 1 m
	

	
	Heading < 30 degrees
	

	Factories of the Future 6.6
	The 5G system shall support a communication service availability exceeding at least 99,9999%, ideally even 99,999999%.
	8.1     Network Service performance requirements



[bookmark: _Toc500938396]5.3.7	Mobile robots
[bookmark: _Toc500938402]5.3.7.6	Potential requirements
	Reference Number
	Requirement text
	　

	Factories of the Future 7.1
	The 5G system shall support a cyclic data communication service, characterised by at least the following parameters:
	8.1     Network Service performance requirements

	
	Cycle time of
	

	
	1 ms for  precise cooperative robotic motion control
	

	
	1–10 ms for machine control
	

	
	10–50 ms for cooperative driving
	

	
	10–100 ms for video operated remote control
	

	
	40 ms to500 ms for standard mobile robot operation and traffic management
	

	
	Jitter < 50% of cycle time
	

	
	Communication service availability > 99,9999%
	

	
	Max. number of mobile robots: 100
	

	Factories of the Future 7.2
	For certain applications, the 5G system shall support real-time streaming data transmission (video data) from each mobile robot to the guidance control system by at least the following parameter:
	8.1     Network Service performance requirements

	
	Data transmission rate per mobile robot: > 10 Mb/s
	

	
	Number of mobile robots: 100
	

	Factories of the Future 7.3
	The 5G system shall support seamless mobility such that there is no impairment of the application in case of movements of a mobile robot within a factory or plant.
	8.2.3.1     Service continuity and mobility within vertical local domain requirements   

	Factories of the Future 7.4
	The 5G system shall support user equipment ground speeds of up to 50 km/h.
	8.1     Network Service performance requirements

	Factories of the Future 7.5
	The 5G system shall support uniform and unequivocal parameters for interfaces to allow dependability monitoring (see Section 4.3.4).
	8.2.4     Service QoS monitoring, and reporting requirements 

	Factories of the Future 7.6
	Communication complying with the above requirements shall be available over a service area of 1 km2 and less.
	8.1     Network Service performance requirements



[bookmark: _Toc500938403]5.3.8	Massive wireless sensor networks
[bookmark: _Toc500938409]5.3.8.6	Potential requirements
	Reference Number
	Requirement text
	　

	Factories of the Future 8.1
	The 5G system shall support "bursty" and possibly internet-like self-similar traffic patterns from a massive set of devices
	8.2.7     Others 

	
	
	

	Factories of the Future 8.2
	The 5G system shall support high-bandwidth streams from a massive set of devices with a user experienced data rate of up to 100 Mbit/s
	8.1     Network Service performance requirements

	Factories of the Future 8.3
	The 5G system shall support user equipment (UE) mesh networks with multi-hop functionality
	8.2.7 others    

	Factories of the Future 8.4
	The 5G system shall support the combination of the requirements "Factories of the Future 8.1" and "Factories of the Future 8.2"
	8.1     Network Service performance requirements

	Factories of the Future 8.5
	The 5G system shall support gateways with additional programmability to support multi-access edge computing (MEC) functionality
	8.2.7   others

	Factories of the Future 8.6
	The 5G system shall support automatic attachment (authentication and association) of previously unattached UE devices whilst providing service continuity for other UE devices in the network
	8.2.1.3     Authentication & authorization requirements

	Factories of the Future 8.7
	The 5G system shall optimise the energy consumption per bit sent on a UE device
	8.2.2.4     Energy consideration requirements                 

	Factories of the Future 8.8
	The 5G system shall support prioritisation of critical messages
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Factories of the Future 8.9
	The 5G system shall support a maximum end-to-end latency of 10 ms for critical messages (i.e., message from source to final destination, possibly multi-hop)
	8.1     Network Service performance requirements

	Factories of the Future 8.10
	The 5G system shall support a very high communication service availability (> 99,9999%) for critical messages
	8.1     Network Service performance requirements

	Factories of the Future 8.11
	The 5G system shall support a very high connection density of up to 106 connections per km2 (i.e. 1 per m2).
	8.1     Network Service performance requirements

	
	NOTE: Connection density is the total number of connected and/or accessible devices per unit area (per km2). Normally, all connected devices are not sending or receiving messages at the same time.
	



[bookmark: _Toc500938410]5.3.9	Remote access and maintenance
[bookmark: _Toc500938416]5.3.9.6	Potential requirements
	Reference Number
	Requirement text
	　

	Factories of the Future 9.1
	Spontaneous connection to a device in a 5G network initiated by a remote service shall be supported.
	8.2.7  other general requirements 

	Factories of the Future 9.2
	Spontaneous connection to a service connected to a 5G network initiated by a 5G device shall be supported.
	8.2.7  other general requirements

	Factories of the Future 9.3
	Spontaneous connection and associated data traffic must not disturb other communication running through the 5G network
	8.2.2.3     Service differentiation and isolation requirements 

	Factories of the Future 9.4
	The 5G system shall be able to classify data as RT (real-time) and non-RT.
	8.2.7     Others 





	Factories of the Future 9.5
	The 5G system should support the automated discovery of 5G devices belonging to a certain group (for example all 5G devices installed in a process plant) in the immediate vicinity of a user (radius of about 20 m around the user) and provide the user with a list of all detected 5G devices.
	8.2.5  Network service exposure requirements 


	Factories of the Future 9.6
	A 5G system shall support IP addressable devices.
	8.2.2.5     Legacy and backward compatibility requirements  

	Factories of the Future 9.7
	A 5G system shall allow to use standardised and proprietary IP-based protocols
	8.2.2.5     Legacy and backward compatibility requirements  

	Factories of the Future 9.8
	5G networks shall provide backward compatibility for > 25 years at the user equipment level.
	8.2.2.5     Legacy and backward compatibility requirements  



[bookmark: _Toc500938417]5.3.10	Augmented reality
[bookmark: _Toc500938423]5.3.10.6	Potential requirements
	Reference Number
	Requirement text
	　

	Factories of the Future 10.1
	The 5G system shall support the bi-directional transmission of video streams with a frame rate ≥ 60 Hz, HD (1280 x 720) or Full HD (1920 x 1080) resolution
	8.1     Network Service performance requirements

	Factories of the Future 10.2
	The end-to-end latency between capturing a new image and displaying the augmented image based on the newly captured image shall be smaller than 50 ms, in order to avoid cyber-sickness. The one-way end-to-end latency of the 5G system shall therefore be (significantly) smaller than 10 ms.
	8.1     Network Service performance requirements

	Factories of the Future 10.3
	The communication service availability shall be higher than 99,9% with respect to successfully delivered video frames. That means 99,9% of all video frames shall be successfully delivered within the given latency constraints.
	8.1     Network Service performance requirements

	Factories of the Future 10.4
	The 5G system shall support seamless mobility in such a way that a handover from one base station to another one does not have any observable impact on the application.
	8.2.3.1     Service continuity and mobility within vertical local domain requirements   

	Factories of the Future 10.5
	The 5G system shall support the simultaneous usage of at least 3 AR devices per base station. 
	8.1     Network Service performance requirements

	Factories of the Future 10.6
	The (bi-directional) video stream between the AR device and the image processing server shall be encrypted and authenticated by the 5G system.
	8.2.1.3     Authentication & authorization requirements

	Factories of the future 10.7
	The 5G system shall support offloading of complex (video) tasks from the UE to allow the AR equipped UEs’ to minimize complexity and power consumption.
	8.2.2.4     Energy consideration requirements                 



[bookmark: _Toc500938424]5.3.11	Process automation – closed-loop control
[bookmark: _Toc500938430]5.3.11.6	Potential requirements
	Reference
	Requirement text
	　
　

	Number
	
	

	Factories of the Future 11.1
	The 5G system shall support strictly deterministic cyclic traffic with cycle times down to 10 ms and a maximum jitter of less than 10% of the cycle time.
	8.1     Network Service performance requirements

	Factories of the Future 11.2
	The 5G system shall support communication service availability exceeding at least 99,9999%, ideally even 99,999999%.
	8.1     Network Service performance requirements



[bookmark: _Toc500938431]5.3.12	Process automation – process monitoring
[bookmark: _Toc500938437]5.3.12.6	Potential requirements
	Reference
	Requirement text
	　
　

	Number
	
	

	Factories of the Future 12.1
	The 5G system shall support a communication service availability of about 99,99 % with a data transmission in intervals between 50 ms up to several seconds.
	8.1     Network Service performance requirements

	Factories of the Future 12.2
	The 5G system shall support a very high user equipment density with up to 10 000 UEs per km².
	8.1     Network Service performance requirements



[bookmark: _Toc500938438]5.3.13	Process automation – plant asset management
[bookmark: _Toc500938444]5.3.13.6	Potential requirements
	Reference
	Requirement text
	　
　

	Number
	
	

	Factories of the Future 13.1
	The 5G system shall support a communication service availability of about 99.99% with a data transmission in intervals in the order of several seconds.
	8.1     Network Service performance requirements

	Factories of the Future 13.2
	The 5G system shall support a very high user equipment density with up to 10 000 UEs per km².
	8.1     Network Service performance requirements



[bookmark: _Toc500938445]5.3.14	Connectivity for the factory floor.
[bookmark: _Toc500938451]5.3.14.6	Potential requirements
	Reference Number
	Requirement text
	　

	Factories of the Future 14.1
	The 5G system shall support private network deployments, e.g. within a factory or plant.
	8.2.2.1     Private network deployment requirements 

	Factories of the Future 14.2
	The 5G system shall support isolation of private network with public network e.g. within a factory or plant.
	8.2.2.3     Service differentiation and isolation requirements 

	Factories of the Future 14.3
	The 5G system shall support interworking with wired devices and legacy end-user equipment (e.g. devices supporting Ethernet).
	8.2.2.5     Legacy and backward compatibility requirements  



[bookmark: _Toc500938452]5.3.15	Inbound logistics for manufacturing
[bookmark: _Toc500938458]5.3.15.6	Potential requirements
	Reference Number
	Requirement text
	

	Factories of the Future 15.1
	The 5G system shall support unique identifiers for private networks.
See note 1
	8.2.2.1     Private network deployment requirements 

	Factories of the Future 15.2
	A UE shall be able to detect the identity of a private network before attempting to attach.
	8.2.1.2     Network discovery & selection 

	Facories of the Future15.3
	A UE shall be required to have a subscription for each particular private network from which it can receive communication services.
	8.2.1.1     Subscription requirements 

	Factories of the Future15.4
	The 5G system shall support devices that can access independently both public 5G network and private 5G network, potentially at the same time.
	8.2.3.2 network interaction requirement 



	



 5.3.16	Wide-area connectivity for fleet maintenance
[bookmark: _Toc500938464]5.3.16.6	Potential requirements
None.

[bookmark: _Toc500938465]5.3.17	Variable message reliability
[bookmark: _Toc500938471]5.3.17.6	Potential requirements

	Reference Number
	Requirement text
	　

	Factories of the Future 17.1
	The 3GPP system shall provide means for an application function outside the 3GPP domain to request specific reliability for each (set of) message(s) transmitted
	8.2.4.     8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Factories of the Future 17.2
	The 3GPP system shall provide means for 3rd party application servers to provide information about the required transmission QoS desired for different granularity of data transmitted by the 3rd party application server. The data granularity can be each packet or a set of packets. This information may be used by the 3GPP system to optimise resource usage.
	8.2.5 Network service exposure requirements  



[bookmark: _Toc500938472]5.3.18	Flexible, modular assembly area 
[bookmark: _Toc500938478]5. 3.18.6	Potential requirements
5.3.18.6.1 Reconfiguration of the private 5G network for flexible production
	[bookmark: _Toc500938479]Reference Number
	Requirement
	　

	Factories of the Future 18.1
	The 5G system shall be able to expose information to authorized users about allocated and free network service resources in a private and an exclusive network. The exposure shall take place via an API. Said information shall, if requested, disclose the geographic distribution of said resources.
	8.2.5     Network service exposure requirements  

	Factories of the Future 18.2
	The 5G system shall be able to deliver the response message (described in requirement 18.1) within 1s.
	8.1     Network Service performance requirements

	Factories of the Future 18.3
	The 5G system shall support fast configuration/reconfiguration of a radio access point in an exclusive or private network within 3s after being power on till the radio access point is ready for service. 
	8.1     Network Service performance requirements

	Factories of the Future 18.4
	The 5G system shall support the capability to notify the network status change to the authorized user in an exclusive or private network within 1s when the associated notification trigger event occurs in the exclusive or private network, such as hardware was added or removed (after rebooting the new pertinent network part), communication service disruptions.
	8.1     Network Service performance requirements

	
	
	

	
	
	

	
	
	

	
	
	



5.3.18.6.2 Maintaining and operating 5G communication in flexible production scenarios
	Reference number
	Requirement
	　

	Factories of the Future 18.5
	The 5G system shall support an open interface for communication service monitoring to authorized users in an exclusive or private network.  
	 8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Factories of the Future 18.6
	The update rate of service monitoring information as per requirement 18.6 shall be larger than 1 s-1.
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Factories of the Future 18.7
	The 5G system shall be able to log the communication history in an exclusive or private network. This log includes information about what parts of the SLA are not met, and expose it to authorised exclusive or private network users. The 5G system shall be able to time-stamp the events reported in the log with the network time and to relate the positions of the involved UEs and the radio access points in the exclusive or private network to these events.
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Factories of the Future 18.8
	The exclusive or private 5G network shall offer an interface and the related functionality for synchronizing UEs with external clocks through the 5G system.
	8.2.2.6     Clock synchronization requirements 

	Factories of the Future 18.9
	The 5G system shall be able to provide the connectivity status and geographic position of all UEs and radio access points in an exclusive or private network. This includes the UEs' access point connection information, i.e. what access point maintains a physical or mere logical connection with the UEs in question.  
	8.2.5     Network service exposure requirements  

	
	
	

	Factories of the Future 18.10
	The 5G system shall provide an API to authorized users for monitoring the resource utilisation of the network service in an exclusive or private network (radio access point and the transport network (front, backhaul).
	8.2.5     Network service exposure requirements  

	　
	　
	　

	Factories of the Future 18.11
	The 5G system shall be able to respond to communication service requests that are tied to a pre-defined geographic area in an exclusive or private network. The 5G service shall be able to negotiate the related communication service QoS with the UE. 
	8.2.7     Other General Requirements 

	Factories of the Future 18.12
	The 5G system shall be able to respond to a communication service request in an exclusive or private network within100 ms.
	8.2.7     Other General Requirements

	Factories of the Future 18.14
	The 5G system shall be able to create and store communication service monitoring logs in a secure manner for exclusive or private networks. The integrity of monitoring logs shall be protected.
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  




5.3.18.6.3  Public networks in flexible production scenarios
	Reference Number
	Requirement
	　

	Factories of the Future 18.15
	In an exclusive network, the 5G system shall be able to respond to an authorized user request to provide real-time QoS monitoring and logging data within 5s, regardless of whether an UE is connected to the exclusive network or a the PLMN of the MNO that operates the exclusive network.  
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	
	
	

	
	
	

	Factories of the Future 18.16
	The 5G system shall be able to limit authorised communication services to defined areas, network segments, automation devices, or applications. The related access rights can be organised by user groups.
	8.2.1.3  authentication & authorization

	Factories of Future 18.17
	The 5G system shall be able to also offer PLMN services for authorised UEs that are connected to the slice of the PLMN that serves this UE.
	8.2.3.2network interaction requirements
Network slice ??

	
	
	

	
	
	

	Factories of the Future 18.18
	The 5G system shall be able to synchronize the time clock of the UEs that are distributed across several 5G deployments. The 5G system shall expose related clock interfaces to other trusted 5G deployments.
	8.2.2.6     Clock synchronization requirements 
8,2,3.2 network interaction requirements



5.3.19	Plug and produce for field devices
[bookmark: _Toc500938485]5.3.19.6	Potential requirements
	[bookmark: _Toc500938486]Reference 
number
	Requirement text
	　
　

	Factories of the Future 19.1
	Network access authentication credentials for private 5G networks shall not be valid for authentication in PLMN networks.
	8.2.1.3     Authentication & authorization requirements

	Factories of the Future 19.2
	A private 5G network shall be able to deny network access authentication of UEs offering PLMN authentication credentials. Note 3.
	8.2.1.3     Authentication & authorization requirements

	Factories of the Future 19.3
	UEs that are only subscribed to a private network shall not attempt to join any public network.
	8.2.1.2     Network discovery & selection 

	Factories of the Future 19.4
	UEs that are only subscribed to a public network shall not attempt to join any exclusive or prívate network.
	8.2.1.2     Network discovery & selection 

	Factories of the Future 19.5
	In private networks, backward compatibility is not required for network access authentication of UEs build according to R15 and earlier.
	8.2.2.5     Legacy and backward compatibility requirements  

	Factories of the Future 19.6
	UEs that only provide private network credentials when trying to join a PLMN shall be barred from joining said PLMN.
	8.2.1.3     Authentication & authorization requirements

	Factories of the Future 19.7
	IDs of private 5G networks shall readily be distinguishable from PLMN IDs.
	8.2.2.1     Private network deployment requirements 

	Factories of the Future 19.8
	The 5G system shall support a suitable framework for subscriber network access authentication, e.g., EAP. Note 1, note 2.
	8.2.1.3     Authentication & authorization requirements

	Factories of the Future 19.9
	The 5G system shall expose an interface that allows automation functions in a private network to define and reconfigure the properties of offered 5G communication services of the private network,
	8.2.5     Network service exposure requirements  

	
	This shall include the possibility of enabling—via the exposed communication service interfaces—a direct layer 2 and/or layer 3 communication service between UEs of the private 5G network via the private 5G network infrastructure (similar to an Ethernet connection today).
	8.2.2.2     Ethernet support deployment requirements  



5.3.20	Private-public interaction
[bookmark: _Toc493157735][bookmark: _Toc500938491]5.3.20.5	Potential Requirements 
	Reference Number
	Requirement text
	　

	Factories of the Future 20.1
	The 5G system shall support the deployment of private networks.
	8.2.2.1     Private network deployment requirements 

	
	
	

	
	
	

	Factories of the Future20.2
	The 5G system shall support a mechanism for a UE to identify a private network.
	8.2.1.2     Network discovery & selection 

	Factories of the Future 20.3
	The 3GPP system shall support a mechanism to allow a UE to select a private network it is authorised to access.
	8.2.1.2     Network discovery & selection 

	Factories of the Future 20.4
	A UE shall be able to detect the availability of a private network supported by a cell before attempting to access the cell.
	8.2.1.2     Network discovery & selection 

	Factories of the Future 20.5
	The 3GPP system shall support a mechanism to prevent a UE from accessing a private network it is not authorised to select.
	8.2.1.3     Authentication & authorization requirements

	Factories of the Future20.6
	A UE shall support multiple simultaneously active subscriptions.
	8.2.1.1     Subscription requirements 

	
	
	

	Factories of the Future 20.7
	A UE shall support a mechanism to simultaneously receive services using multiple subscriptions and connections to multiple private and/or public networks.
	
8.2.2.3 Service differentiation and isolation requirements

	Factories of the Future 20.8
	Subject to an agreement between the operators/service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support intersystem mobility between a private network and a PLMN.
	8.2.3.2     interaction requirements

	
	
	

	
	
	

	
	
	

	Factories of the Future 20.9
	A private network shall be able to provide service for UEs with subscriptions to different private and/or public network operators.
	8.2.3.2     network interaction requirements

	Factories of the Future 20.10
	A private network shall be able to operate in either licensed or unlicensed bands.
	8.2.2.1     Exclusive/private network deployment requirements 




[bookmark: _Toc506561965]5.3.21 Communication monitoring, diagnosis, and error analysis
[bookmark: _Toc504408099][bookmark: _Toc506561971]5.3.21.6	Potential requirements
	Reference number
	Requirement text
	

	Factories of the Future 21.1
	The 5G system shall provide a mechanism for monitoring QoS in real time.
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Factories of the Future 21.2
	The 5G system shall be able to provide real time QoS parameters and events to an authorised user.
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Factories of the Future 21.3
	The 5G system shall be able to provide run-time statistical information of service parameters and also of the error behaviour of communication services.
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Factories of the Future 21.4
	The 5G system shall be able to provide communication service monitoring records to authorised users per pre-defined patterns. 
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Factories of the Future 21.5
	The 5G system shall be able to provide information that identifies the error code and the location of a communication error.
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Factories of the Future 21.6
	The 5G system shall provide information that characterise
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  





[bookmark: _Toc483545622][bookmark: _Toc500938492]5.4	Smart Living - Health Care
[bookmark: _Toc483545624][bookmark: _Toc500938494]5.4.2	Telecare data traffic between home and remote monitoring centre
[bookmark: _Toc500938500]5.4.2.6	Potential requirements
	Reference Number
	Requirement text
	　

	Smart Living 1.1
	The 3GPP system shall support mechanisms to differentiate between levels of authorisation required for decision
	8.2.1.3 authentication & authorization

	Smart Living 1.2
	The 5G system shall support battery- and power-efficient communication for constraint IoT devices.
	8.2.2.4     Energy consideration requirements                 

	Smart Living 1.3
	The 5G system shall support the remote UE to access to the same services whether using indirect communication or using direct communications.
	8.2.7  others

	Smart Living 1.4
	The 5G system shall be able to ensure the confidentiality and integrity of data for/from the remote UE data in indirect communications.
	8.2.6     Security and privacy requirements 

	
	
	

	Smart Living 1.5
	The 5G system shall be able to support remote UE and relays with different subscriptions from different PLMNs.
	8.2.1.1     Subscription requirements 



[bookmark: _Toc500938501]5.5	Smart city
[bookmark: _Toc500938503]5.5.2	Remote CCTV analysis
[bookmark: _Toc500938509]5.5.2.6	Potential requirements
	Reference Number
	Requirement text
	　

	Smart Cities 1.1
	The 5G system shall enable the network operator to protect the integrity of user data for services provided by a network slice
	8.2.6     Security and privacy requirements 



[bookmark: _Toc500938510]5.6	Electric-power distribution
[bookmark: _Toc500938517]5.6.2	Primary Frequency Control 
[bookmark: _Toc500938523]5.6.2.6	Potential requirements
	Reference Number
	Requirement text
	　

	Electric-Power Distribution 1.1
	The 5G system shall support highly performant traffic with frequency measurement intervals in the order of 50 ms for a communication group of up to 100,000 UEs and payload sizes of approximately ~100 Bytes.
	8.1     Network Service performance requirements

	Electric-Power Distribution 1.2
	The 5G system shall support highly performant traffic with transmitting measurements and control commands with an end-to-end latency in the order of ~50ms.
	8.1     Network Service performance requirements

	Electric-Power Distribution 1.3
	The 5G system shall support data processing and frequency control procedures for local, decentralised grids with minimum end-to-end latency, and maximum reliability and privacy.
	8.2.7     Others

	Electric-Power Distribution 1.4
	The 5G system shall ensure that critical data traffic for power utilities is not disturbed by other traffic even at peak times of load on the user plane.
	8.2.2.1     Private network deployment requirements 

	Electric-Power Distribution 1.5
	The 5G system shall support data integrity protection and message authentication, even for communication services with ultra-low latency and ultra-high reliability requirements
	8.2.6     Security and privacy requirements 

	Electric-Power Distribution 1.6
	The 5G system shall support hot-plugging in the sense that new devices may be dynamically added to and removed from a frequency control application, without any observable impact on the other nodes.
	8.2.2.3     Service differentiation and isolation requirements 

	Electric-Power Distribution 1.7
	The 5G system shall not violate valid, general privacy principles applicable for electrical networks in general, and support data minimisation and user consent if any data collection such as frequency and impedance measurements in the local smart grid are unavoidable for providing the required services.
	8.2.6     Security and privacy requirements 



[bookmark: _Toc500938524]5.6.3	Distributed Voltage Control with up to 100% RES 
[bookmark: _Toc500938529]5.6.3.6	Potential requirements
	Reference Number
	Requirement text
	　

	Electric Power Distribution 2.1
	The 5G system shall support highly performant traffic with voltage measurement intervals in the order of 200 ms for a communication group of up to 100.000 UEs and payload sizes of approximately ~ 100 B.
	8.1     Network Service performance requirements

	Electric Power Distribution 2.2
	The 5G system shall support highly performant traffic with transmitting measurements and control commands with an end-to-end latency in the order of ~100 ms.
	8.1     Network Service performance requirements

	Electric Power Distribution 2.3
	voltage control procedures for local, decentralised grids with minimum end-to-end latency, and maximum reliability and privacy
	8.2.7     Other general requirements 

	Electric Power Distribution 2.4
	The 5G system shall ensure that critical data traffic for power utilities is not disturbed by other traffic even at peak times of load on the user plane.
	8.2.2.3  service differentiation and isolation.             

	Electric Power Distribution 2.5
	The 5G system shall support data integrity protection and message authentication, even for communication services with ultra-low latency and ultra-high reliability requirements
	8.2.6     Security and privacy requirements 

	Electrical Power Distribution 2.6
	The 5G system shall support hot-plugging in the sense that new devices may be dynamically added to and removed from a voltage control application, without any observable impact on the other nodes.
	8.2.2.3     Service differentiation and isolation requirements 

	Voltage Control 2.7
	The 5G system shall not violate valid, general privacy principles applicable for electrical networks in general, and support data minimisation and user consent if any data collection such as frequency and impedance measurements in the local smartgrid are unavoidable for providing the required services.
	8.2.6     Security and privacy requirements 


	
[bookmark: _Toc500938530]5.6.4 Power distribution grid fault and outage management: distributed automated switching for isolation and service restoration for overhead lines
[bookmark: _Toc500938536]5.6.4.6 	Potential requirements
	Reference Number
	Requirement text
	　

	Electric Power Distribution 3.1
	The 5G system shall support peer-to-peer layer-2 multicast message communication, e.g. IEC 61850 GOOSE, with an end-to-end latency of less than 5 ms.
	8.1     Network Service performance requirements

	Electric Power Distribution 3.2
	The 5G system shall support a communication service availability of at least 99,9999%.
	8.1     Network Service performance requirements

	Electric Power Distribution 3.3
	The 5G system shall provide QoS: the peer-to-peer layer-2 multicast message communication, e.g. IEC 61850 GOOSE, shall be carried with the highest priority applicable to user data. Interference from lower-priority traffic shall be minimised.
	8.2.2.2     Ethernet support deployment requirements  

8.2.2.3     Service differentiation and isolation requirements 


	Electric Power Distribution 3.4
	The 5G system shall provide minimum packet loss and corruption for the high-priority peer-to-peer layer-2 multicast message communication, e.g. IEC 61850 GOOSE. The packet error ratio shall be 10-6 or less.
	8.1     Network Service performance requirements

	 Electric Power Distribution 3.5
	The 5G communication shall not be interrupted or disturbed in case of power grid failure (power supply outage) in the served area.
	8.2.3.1     Service continuity and mobility within vertical local domain requirements   

	Electric Power Distribution 3.6
	The 5G system shall support private networks operated. 
	8.2.2.1     Private network deployment requirements 

	 Electric Power Distribution 3.7
	The 5G system shall support virtual private networks over PLMNs with traffic separation between tenants and with QoS capabilities. 
	8.2.2.1     Private network deployment requirements 

	 Electric Power Distribution 3.8
	The 5G system shall support Service Level Agreements (SLAs) for private and public network solutions which fulfilment can be supervised by the involved parties. This implies, among others, QoS monitoring by the user.
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	 Electric Power Distribution 3.9
	The 5G system shall provide state-of-the-art information security capabilities regarding user data authenticity, integrity, confidentiality and denial-of-service prevention.
	8.2.5     Network service exposure requirements  




[bookmark: _Toc500938537]5.6.5	Smart Grid: synchronicity between the entities
[bookmark: _Toc500938543]5.6.5.6	Potential requirements
	Reference Number
	Requirement text
	　

	Electric Power Distribution 4.1
	The 5G system shall support a very high clock synchronicity  between a communication group of  up to 100 UEs in the order of 1 µs or below.
	
8.2.2.6     Clock synchronization requirements 


	Electric Power Distribution 4.2
	The 5G system shall support a non-cyclic data communication service with end-to-end latency < 10ms
	8.1     Network Service performance requirements

	Electric Power Distribution 4.3
	The 5G system shall support communication service availability exceeding at least 99,9999%
	8.1     Network Service performance requirements


[bookmark: _Toc506562024]5.6.6	Application of Differential Protection in Distribution Network of Smart Grid
[bookmark: _Toc506562030]5.6.6.6	potential Requirements
	
	Requirement
	

	Electric Power Distribution 5.1
	The 5G system shall support a peer-to-peer data communication service with cyclic times in the order of 0,8 ms (note).
	8.1     Network Service performance requirements

	Electric Power Distribution 5.2
	The 5G system shall support a peer-to-peer data communication service with payload sizes of about 250 bytes (note). 
	8.1     Network Service performance

	Electric Power Distribution 5.3
	8.1     Network Service performance 
	8.1     Network Service performance 

	Electric Power Distribution 5.4
	The 5G system shall support a peer-to-peer data communication service with a jitter of less than 50% cyclic time (note).
	8.1     Network Service performance

	NOTE: peer-to-peer means DTU to another DTU.




[bookmark: _Toc500938544]5.7	Centralised power generation
[bookmark: _Toc489617415][bookmark: _Toc500938546]5.7.2	Run-time access to operational data and control information
[bookmark: _Toc489617421][bookmark: _Toc500938552]5.7.2.6	Potential requirements
	Reference Number
	Requirement text
	　

	Centralised Power Generation 1.1
	The integrity of the information exchanged via the 5G system shall be protected.
	8.2.6     Security and privacy requirements 

	Centralised Power Generation 1.2
	The 5G system shall support concurrent, independent connections between the power unit and two or more mobile devices.
	8.2.2.3   service differentiation and isolation. 
.

	
	
	



[bookmark: _Toc489617422][bookmark: _Toc500938553]5.7.3	Data acquisition for non-real-time plant monitoring
[bookmark: _Toc489617428][bookmark: _Toc500938559]5.7.3.6	Potential requirements
	Reference Number
	Requirement text
	　

	Centralised Power Generation 2.1
	The 5G system shall offer communication services that offer a time-guaranteed upload service. The source application in question requests a upload of a specific amount of data to a target application. The source application also specifies by when the data shall be uploaded, and during what time intervals the upload may not take place.
	8.2.2.7     Others 




[bookmark: _Toc489617429][bookmark: _Toc500938560]5.7.4	Remote support for plant maintenance

[bookmark: _Toc489617435][bookmark: _Toc500938566]5.7.4.6	Potential requirements
	[bookmark: _Toc500938567]Reference Number
	Requirement text
	　

	Centralised Power Generation 3.1
	The 5G system should assist an end-to-end latency < 100 ms for distances between the communication end points of up to 5000 km.
	8.1     Network Service performance requirements



5.7.5   Customised access of stakeholders to wind power plant network
5.7.5.6 	Potential requirements

	Reference Number
	Requirement text
	　

	Centralised Power Generation 4.1
	The 5G system shall provide a communication service interface for negotiating communication service requirements during communication service requests in exclusive networks.
	8.2.5     Network service exposure requirements  

	Centralised Power Generation 4.2
	The 5G system shall support the automated, dynamic setup and configuration of communication services in exclusive networks.
	82.2.1 exclusive network deployment

	Centralised Power Generation 4.3
	The 5G system shall provide communication service admission control that does not infringe on guaranteed QoS of previously admitted communication services in exclusive networks.
	8.2.2.3     Service differentiation and isolation requirements

	Centralised Power Generation 4.4
	The 5G system shall be scalable with respect to (1) the number of concurrently established communication services and, (2) the number of concurrent setups of communication services in exclusive networks.
	8.2.7     Other General Requirement

	Centralised Power Generation 4.5
	The 5G system shall assure isolation and coexistence of running communication services in exclusive networks, including the case where the services serve applications with different QoS requirements.
	8.2.2.3     Service differentiation and isolation requirements 

	Centralised Power Generation 4.6
	The 5G system shall provide a monitoring interface for monitoring the exclusive network. Access to this interface shall be provided both locally and remotely.
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Centralised Power Generation 4.7
	The network components of the 5G system shall be remotely configurable and shall allow monitoring of device state and communication service state for an exclusive network.
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Centralised Power Generation 4.8
	The  5G system shall be able to run exclusive-network communication services that support an end-to-end latency of 16 ms, a communication service availability of 99,9999999%, and packet loss ratio of less than 10-9.
	8.1     Network Service performance requirements

	Centralised Power Generation 4.10
	The 5G system shall support multi-tenancy in an exclusive network, including tenants with restricted network access.
	8.2.2.1     Private network deployment requirements 

	Centralised Power Generation 4.11
	The 5G system shall be able to establish tenant-centric network slices in an exclusive network. It shall be able to enforce corresponding QoS parameters and communication service requirements in the slices (multi-tenancy).
	8.2.2.1     Private network deployment requirements 

	Centralised Power Generation 4.12
	The 5G system shall support dynamic setup of new tenant and user profiles in exclusive networks.	Comment by Amanda Xiang r0: This may need to be moved to service differentiation subclause?

	8.2.1.1     Subscription requirements 

	Centralised Power Generation 4.13
	The 5G system shall support Ethernet LAN services in exclusive network deployments.
	8.2.2.2     Ethernet support deployment requirements  




5.8	Programme Making and Special Events (PMSE)
[bookmark: _Toc355779204][bookmark: _Toc354586742][bookmark: _Toc354590101][bookmark: _Toc500938571]5.8.2	Low-latency audio streaming for live performance
[bookmark: _Toc500938577]5.8.2.6	Potential Requirements
	Reference Number
	Requirement text
	　

	PMSE 1.1
	The 5G system shall support ultra-low latency communication. Maximum end-to-end latency shall be 1 ms for user experienced data rates between 150kb/s and 4,61Mb/s.
NOTE: The end-to-end latency is  required for uplink (microphone to mixer) and downlink (mixer to ear piece).  
	8.1     Network Service performance requirements

	
	
	

	PMSE 1.2
	The 5G system shall support clock synchronicity of a communication group of 50 to 300 UEs of 1 us.
	8.2.2.6     Clock synchronization requirements 

	PMSE 1.3
	The 5G system shall support a communication service availability of 99,9999%.
	8.1     Network Service performance requirements

	PMSE 1.4
	The 5G system shall support data integrity and confidentiality protection, even for communication services with ultra-low latency and ultra-high reliability requirements.
	8.2.6     Security and privacy requirements 

	PMSE 1.5
	The 5G system shall support hot-plugging in the sense that new devices may dynamically be added to and removed from a live performance application, without any observable impact on other devices.
	8.2.2.3     Service differentiation and isolation requirements 

	PMSE 1.6
	The 5G system shall support UE speeds up to 14 m/s (50km/h), even for communication services with ultra-low latency and ultra-high reliability.
	8.1     Network Service performance requirements

	PMSE 1.7
	The 5G system shall support private network deployments (physical and virtual) within the service area for particular applications that require a high level of privacy.
	8.2.2.1     Private network deployment requirements 

	PMSE 1.8
	The 5G system shall support appropriate local interfaces for interworking with legacy PMSE devices (e.g. wireless microphones, wireless IEMs). Using e.g. Ethernet, legacy devices to be connected to the 5G and mixing system, respectively.
	8.2.2.5     Legacy and backward compatibility requirements  




[bookmark: _Toc500938578]5.8.3	Low-latency audio streaming for local conference systems
[bookmark: _Toc500938584]5.8.3.6	Potential Requirements
	Reference Number
	Requirement text
	

	PMSE 2.1
	The 5G system shall support a clock synchronicity of 20 µs or better at application level between a communication group of 50 to 500 UEs in multicast operation.
	8.2.2.6     Clock synchronization requirements 

	PMSE 2.2
	The 5G system shall support data integrity and confidentiality protection, even for communication services with ultra-low latency and ultra-high communication service availability  requirements
	8.2.6     Security and privacy requirements 

	PMSE 2.3
	The communication service availability of the 5G system shall exceed at least 99,9999%
	8.1     Network Service performance requirements

	PMSE 2.4
	The 5G system shall support hot-plugging in the sense that new devices may be dynamically added to and removed from a local conference application, without any observable impact on the communication to and from the other devices.
	8.2.2.3     Service differentiation and isolation requirements 

	PMSE 2.5
	The 5G system shall support industry standards for precision clock synchronisation (e.g., IEEE 1588) for IP-based A/V systems in a way that the synchronisation requirements outlined in PMSE 2.1 can be met.
	8.2.2.6     Clock synchronization requirements 

	PMSE 2.6
	The 5G system shall support private network deployments (physical and virtual), e.g. within a private conference location.
	8.2.2.1     Private network deployment requirements 


	



[bookmark: _Toc500938585]5.8.4	High data rate video streaming / professional video production
[bookmark: _Toc500938591]5.8.4.6	Potential Requirements
	Reference Number
	Requirement text
	　

	PMSE 3.1
	The 5G system shall support a 10 µs clock synchronicity between a communication group of 3 to 10 UEs. 
	8.2.2.6     Clock synchronization requirements 

	PMSE 3.2
	The 5G system shall support data integrity and confidentiality protection, even for communication services with high data rate, low latency and high communication service availability requirements.
	8.2.6     Security and privacy requirements 

	PMSE 3.3
	The 5G system shall support communication service availability exceeding 99,999%.
	8.1     Network Service performance requirements

	PMSE 3.4
	The 5G system shall support hot-plugging in the sense that new devices may be dynamically added to and removed from a live performance application, without any observable impact on the other devices and communication streams.
	8.2.2.3     Service differentiation and isolation requirements 

	PMSE 3.5
	The 5G system shall support UE speeds of up to 50 km/h and UE rotations of 0,52 rad/s, even for communication services with high data rate, low latency and high communication service availability.
	8.1     Network Service performance requirements

	PMSE 3.6
	The 5G system shall support industry standards for precision clock synchronisation (e.g., IEEE 1588) for IP based A/V systems in a way that the synchronisation requirements outlined in requirement PMSE 3.1 can be met
	8.2.2.6     Clock synchronization requirements 

	PMSE 3.8
	The 5G system shall support interworking with legacy PMSE devices supporting Ethernet (e.g. cameras).
	




5.9.2  Smart Farming – Automated Irrigation
[bookmark: _Toc457296700][bookmark: _Toc475357060][bookmark: _Ref479328962][bookmark: _Toc506562100]5.9.2.6	Potential requirements



	Reference Number
	Requirement text
	　

	Smart farming 1.1
	The 3GPP system shall optimize the resource use of the control plane and/or user plane to support high density connections (e.g., 1 million connections per square kilometre) with desirable quality of service
	8.1     Network Service performance requirements




5.9.3  Smart Farming – 5G system to support protection against animal poaching
[bookmark: _Toc506562107]5.9.3.6	Potential requirements
	Reference Number
	Requirement text
	　

	Smart farming 2.1
	The 3GPP system shall support mechanisms to provide high density connection up to 10,000 sensors per square kilometre with desirable quality of service.
	8.1     Network Service performance requirements

	Smart farming 2.2
	The 3GPP system shall support mechanisms to provide secure processing of data 
	8.2.6     Security and privacy requirements 

	Smart farming 2.3
	The 3GPP system shall support the automatic initiation of an alarm notification within 1s
	8.2.4. Communication monitoring, diagnosis, & error analysis requirements  

	Smart farming 2.4
	The 3GPP system shall support long range radio coverage up to 20 km
	8.1     Network Service performance requirements







[bookmark: _Toc500493048]6.4	5G security for automation applications
This table is updated based on agreed contributions in FUKUOKA
[bookmark: _Toc500493051]6.4.3	Potential security requirements
	Reference Number
	Requirement text
	　

	Security 2
	Private and exclusive 5G networks shall permit  over-the-top end-to-end security protocols  in general, and for "strigent QoS"–traffic in particular.
	8.2.6     Security and privacy requirements 

	Security 3
	An automation application that uses a 5G communication service shall be able to log and audit the 5G security mechanisms used by the communication service [43].
	8.2.6     Security and privacy requirements 

	
	The 5G system shall expose an interface that provides to the automation system operator security logging information for UEs of the automation system. Note.
	8.2.5     Network service exposure requirements  

	Security 4
	Mutual authentication of UE and of the 5G system—plus the integrity of transmitted messages on the user plane—shall always be ensured. This shall also be the case when communication confidentiality is not used, for instance due to telecom regulatory limitations. 
	8.2.1.3     Authentication & authorization requirements

	
	
	

	Security 5
	In case a 5G communication service in an exclusive network is provided through a network slice by a PLMN MNO, authentication should  still be possible even when backhaul connection is not available
	8.2.1.3     Authentication & authorization requirements

	
	
	




