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Abstract: This document proposes a use case including potential requirements to be included in FS_LUCIA TR 22.904.
---------- CHANGE BEGIN ----------
5.1.1
Description

Different users can share one UE. To improve the user experience it would be beneficial to automatically change settings of operator deployed services according to the users’ settings.

This requires the user to be identified in addition to the existing identification of subscription.

5.1.2
Pre-conditions

Lucy and Linus live at their parents’ home and use their mother’s tablet PC (actually a UE) mainly to surf the web. 

The mother is subscriber of operator TTT who has deployed some child protection service (web filter). 

Both Lucy and Linus have a user account at operator TTT. The user account contains some user identifier and specific service settings.

The tablet is configured in a way that Lucy and Linus can use it with their accounts.
5.1.3
Service Flows

Linus unlocks the tablet using the fingerprint sensor. Due to this the UE (tablet) selects Linus’ user account and triggers a user authentication procedure towards operator TTT. 

Linus is successfully authenticated over the 3GPP network. He starts to surf the web. Based on the user specific configuration stored in or linked with his user account the operator’s web filter is configured according to Linus’ needs to prevent him from receiving inappropriate content.
For a while Linus is distracted and does not use the tablet. After 5 minutes of inactivity it automatically enters the locked mode and the user account is deactivated. 

When he picks up the tablet again, he can quickly reactivate. For example, for the first log in after a long time a two-step authentication may be needed, but now one step is sufficient. 
After a while, Linus wants to call the neighbour kid, Charlie. Instead of searching his own UE, which is hidden under a blanket in his room, he calls from the tablet. The network’s communication settings are according to his user account settings and so Charlie sees an incoming call with Linus’ user identity. Charlie answers the call and they decide to meet outside for playing baseball.

Linus leaves the house. Now Lucy picks up the tablet and unlocks it. Her user account is selected and she is authenticated by the network. The service settings including the web filter are reconfigured according to Lucy’s account settings. 

5.1.4
Potential Requirements

[PR 5.1-1] The 3GPP system shall be able to provide a user identifier to a user. The user identifier shall be independent of existing identifiers relating to subscription (e.g. IMSI, MSISDN, IMPI, IMPU, SUPI, GPSI). The user identifier may be provided by some entity within the operator’s network or by a 3rd party.

[PR 5.1-2] The 3GPP system shall support a mechanism to perform authentication of a user identifier, regardless of the access, the UE and its HPLMN as well as the provider of the user identifier.

[PR 5.1-3] The 3GPP system shall be able to store or link user specific service settings and parameters with the user identifier. Those shall include network parameters (e.g. QoS parameters), IMS service (e.g. MMTEL supplementary services) and operator deployed service chain settings.

[PR 5.1-4] The 3GPP system shall be able to take user specific settings into account when delivering a service.

[PR 5.1-5] The operator shall be able to enable or disable the use of a user identifier in his network.

[PR 5.1-6] The operator shall be able to set the boundaries within which the user specific settings are taken into account in his network. The operator shall be able to restrict the feature depending of the provider of the user identifier, the roaming status of the UE, the service and its specific parameters. 

[PR 5.1-7] The operator shall be able to restrict the number of simultaneously active user identifiers per UE.

[PR 5.1-8] The user shall be able to activate and deactivate the use of the user identifier and the associated user account settings. With deactivation all links between a subscription and a certain user identifier shall be erased.

[PR 5.1-9] The 3GPP system shall be able to include the user identifier in the charging data for on- and offline charging.

[PR 5.1-10] The 3GPP system shall be able to support automatic deactivation of an active user identity after a certain period of time of inactivity, as configured by the operator.
[PR 5.1-11] The 3GPP system shall be able to support a fast activation mechanism, based on MNOs’ configuration.
---------- CHANGE END ----------

