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Change against S1-181468
· Updated the discussion part (clarification plus pointers to editor's notes that need to be included in TR22.804 and that they need to be resolved.
· Included "identities" in requirements X.Y.1.
· Included the “FFS” notes to be added to the slice related use cases and requirements.
· Spelling of "annexe" adjusted to 3GPP lingo.
Change against S1-181570

· Updated the entire document based on the outcome of an impromptu discussion session @ SA1#82
Discussion
In response to the discussion during 3GPP SA1#82 Q0, we propose the below steps in order to move forward concerning the definition of exclusive and private network.

SA1#82:

1. Introduce the following in TR 22.804 (see below):

a. type-a and type-b network definitions

b. introduction of related requirements

c. overview of related properties
2. Align the requirements in clause 8 in TR 22.804 with the new terminology in this document and insert an editor's note pertaining to network slices
3. 
4. In the cover letter to SA state that a terminology alignment will be done at SA1#83 (see below) and that the editor's notes will be resolved.
5. Add an action item to the cyberCAV WID about aligning the language used in normative requirements, i.e. type a and type b, with the terminology in TS 22.261.

SA1#83: CR for terminology alignment of remainder of TR 22.804 will be submitted by rapporteur.
Proposed Changes to TR 22.804, V1.1.0

------------------------- START OF PROPOSED CHANGES ----------------------------

------------------------- Start of Change 1 ----------------------------

Replace the current definition of exclusive network in subclause 3.1 with
type-a network: a 3GPP network that is not for public use and for which service continuity and roaming with a PLMN is possible. 
Add the following definitions to subclause 3.1 
type-b network: an isolated 3GPP network that does not interact with a PLMN. 

------------------------- End of Change 1 ----------------------------

------------------------- Start of Change 2 ----------------------------

Add the following requirements to the pertinent subclause in clause 8 
	Reference number
	Requirements
	Use case requirement 

reference

	X.Y.1
	Type-a networks shall only use 3GPP authentication methods, identities, and credentials for network access.
	–


	Reference number
	Requirements
	Use case requirement 

reference

	X.Y.2
	Out- and in-bound roaming is not supported between type-b networks and PLMN.
	–


	Reference number
	Requirements
	Use case requirement 

Reference

	X.Y.3
	The 5G system shall support operator-controlled alternative authentication methods (i.e., alternative to AKA) with different types of credentials for network access for IoT devices connecting to type-b networks (e.g., for industrial automation). (note)
	–

	NOTE: Taken from TS 22.261 V15.4.0, subclause 8.3 and aligned with terminology in the present document.


	Reference number
	Requirements
	Use case requirement 

Reference

	X.Y.4
	For a type-b network, the 5G system shall support network access using identities, credentials, and authentication methods provided and managed by a 3rd party and supported by 3GPP. (note)
	–

	NOTE: Taken from TS 22.261 V15.4.0, subclause 8.5 (private network) and aligned with terminology in the present document.


------------------------- End of Change 2 ----------------------------

------------------------- Start of Change 3 ----------------------------
Add the following annex to TR 22.804
Annex X: Properties synopsis of type-a and type-b networks

	Function
	PLMN
	Type-a network Type ‘a’
	Type-b network

	Service provided for
	Public access
	Limited access (e.g., enterprise)
	Limited access (e.g., enterprise)

	Authentication method, identities, credentials
	3GPP only
	3GPP only
	may use alternative

	Roaming support to a PLMN
	In- and out-bound
	In- and out-bound
	None

	Interaction with a PLMN (i.e. service continuity) 
	Yes 
	Yes 
	None 

	Functionality
	Typical PLMN capabilities
	May have specific capabilities (e.g.,  URLLC, TSN)
	May have specific capabilities (e.g.,  URLLC, TSN)

	Slice of a PLMN
	--
	Not possible (i.e., due to network identifier)
	Not possible (i.e., due to network identifier)


Editor's Note: The "slice of PLMN" row in the table above is FFS. See, for instance, the requirement Factories of the Future 15.1, note 1.
------------------------- End of Change 3 ----------------------------

------------------------- Start of Change 4 ----------------------------
Add the editor's notes listed below at the indicated location

Note that additional editor’s notes need to be added to the approved text proposals in this meeting.
#1:
5.3.18.6.3 
Public networks in flexible production scenarios

Editor's note: the “slice” related description needs further consideration.
The supply chain in the factory can include deliveries by external companies that use automated HGVs or AGVs (see also Subclause 5.3.15). Also, intelligent tags can be attached to incoming and outcome goods and these tags will require continuous services (e.g., localisation; clock; communication for low-bit-rate, non-deterministic data upload). The majority of all communication services will still run in the exclusive network, but some would be run in the PLMN. Here it is assumed that the MNO operates both a PLMN and the exclusive network in the factory. The exclusive network could be realised as a slice of the PLMN network. 

	Reference Number
	Requirement
	Comments

	… …

	Factories of Future 18.17
Editor's note: this “slice” related requirement needs further consideration.
	The 5G system shall be able to also offer PLMN services for authorised UEs that are connected to the slice of the PLMN that serves this UE. 

Shall enable device within private network to a
	The private slice is part of the PLMN. 

Here, access to the PLMN slice is conditioned on authorisation by the lists provided by the factory owner or their delegates. Such lists can include the exclusion of UEs that are black-listed in the slice. Communication between the PLMN and the PLMN slice in takes places via a secure interface.

Rationale: if, for instance, a laptop on the shop floor is connected to the slice, parallel connections to the public 5G network through a dedicated slice can be established. . 

	… …


#2:
5.3.20.5
Potential Requirements 
Editor's note: the “slice” related description needs further consideration.
	Reference number
	Requirement text
	Application / transport
	Comment

	Factories of the Future 20.1
	The 5G system shall support the deployment of private networks.
	
	A private network may be realised as e.g., private equipment, contracted with an MNO, network slice

This is a deployment requirement rather than a technical requirement.



	Factories of the Future20.2
	The 5G system shall support a mechanism for a UE to identify a private network.
	
	This requirement may be met in different ways, depending on how the private network is realised (e.g., private equipment, contracted with an MNO, network slice)

	Factories of the Future 20.3
	The 3GPP system shall support a mechanism to allow a UE to select a private network it is authorised to access.
	
	This requirement may be met in different ways, depending on how the private network is realised (e.g., private equipment, contracted with an MNO, network slice)

	Factories of the Future 20.4
	A UE shall be able to detect the availability of a private network supported by a cell before attempting to access the cell.
	
	This requirement may be met in different ways, depending on how the private network is realised (e.g., private equipment, contracted with an MNO, network slice)

	Factories of the Future 20.5
	The 3GPP system shall support a mechanism to prevent a UE from accessing a private network it is not authorised to select.
	
	This requirement may be met in different ways, depending on how the private network is realised (e.g., private equipment, contracted with an MNO, network slice)

	… …


#3:
5.3.21.1
Description

Editor's note: the “slice” related description needs further consideration.
… …
The related communication services can be provided by a locally deployed private 5G network or by a private slice in a PLMN.

#4:
5.5.2.1
Description

Editor's note: the “slice” related description needs further consideration.
… …
The purpose of using a dedicated network slice in this scenario is to ensure that the video streams have sufficient guaranteed quality of service to remain at a high quality (i.e. no UE rate adaptation), consistent latency & throughput to prevent buffering, and – very importantly – that the video stream is routed in such a way as to avoid network video optimisation functions which would otherwise compress the feed, making analysis more difficult.

… …
5.5.2.3
Service flows

Editor's note: the “slice” related description needs further consideration.
A camera is positioned and configured to monitor an emergency fire escape and door and the camera is provisioned with network credentials either prior to installation or remotely by (a) the MNO operating the public network, (b) the CCTV operator via a platform offered by the MNO operating the public network. The CCTV camera is also authorised to use the "CCTV" slice of the public network.

The CCTV camera detects motion and the CCTV camera is triggered by this activity to stream its feed to a video analytics server via the 5G MNO network covering the location.

The CCTV establishes a connection to the 5G MNO network to us the "CCTV" slice which offers sufficient GBR for 1080p@30f/s with low jitter & traffic routeing without a video optimisation server. The CCTV camera sets up a stream to the configured remote server at the video analytics company and the 5G MNO routes the traffic appropriately with the requisite QoS.
… …

5.5.2.5
Challenges to the 5G system

Editor's note: the “slice” related description needs further consideration.
This use reuses several of the existing features of the 5G system such as dedicated network slices supporting scalability, minimum reserved capacity, and data isolation.

Special challenges to the 5G system associated with this use case are the protection of the integrity of the user data.

5.5.2.6
Potential requirements

	Reference number
	Requirement text
	Application / transport
	Comment

	Smart Cities 1.1
Editor's note: this “slice” related requirement needs further consideration.
	The 5G system shall enable the network operator to protect the integrity of user data for services provided by a network slice
	Transport
	


#5:
5.7.5.6 
Potential requirements

	Reference number
	Requirement text
	Application / transport
	Comment

	… …

	Centralised Power Generation 4.11
Editor's note: this “slice” related requirement needs further consideration.
	The 5G system shall be able to establish tenant-centric network slices in an exclusive network. It shall be able to enforce corresponding QoS parameters and communication service requirements in the slices (multi-tenancy).
	T
	The network slices of different tenants are isolated from each other. Communication services of one tenant do not interfere with communication services from another tenant.

	… …


#6:
6.4.3
Potential security requirements

The following potential security requirements are considered to be essential for automation in vertical domains in addition to the potential requirements in Subclause 5.3.19.6.

	Reference number
	Requirement text
	Comment

	… …

	Security 5
Editor's note: this “slice” related requirement needs further consideration.
	In case a 5G communication service in an exclusive network is provided through a network slice by a PLMN MNO, authentication should  still be possible even when backhaul connection is not available
	

	… …


------------------------- End of Change 4 ----------------------------

�Put a reference to this Annexe in a note to the definitions in Subclause 3.1?





