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Abstract: This contribution proposes a use case for clause 5 of TR 22.854.  The use case involves an authorized Enterprise Network activation of DTS for MPS Subscribed UEs.
---------- Use Case template ----------
5.X
MPS Capable Enterprise Network Activation of DTS for MPS Subscribed UEs
5.X.1
Description

This use case involves an MPS capable Enterprise Network (e.g., Government Agency) having a subscription arrangement with a MPS Service Provider PLMN identifying the Enterprise Network as an entity that can activate DTS for MPS subscribed UEs.  
The MPS capable Enterprise network (e.g., Government Agency) needs to upgrade a data session with priority when there is network congestion (e.g., because normal data service is degraded as a result of a disaster or emergency event).  The MPS capable Enterprise network requests the MPS Service Provider PLMN to invoke DTS for a data session associated with an UE.  

This use case also includes the case where an MPS capable Enterprise network (e.g., Government Agency) needs to upgrade a group of data sessions (e.g., all users in an over-the-top (OTT) web meeting).  The MPS capable Enterprise network requests the MPS Service Provider PLMN to invoke DTS for a group of data sessions.

DTS invocation done by the MPS capable Enterprise network involves prearrangement and configuration (i.e., subscription arrangement identifying the Enterprise network authorization for DTS) with the MPS Service Provider PLMN.
NOTE: The key differences between this use case and the other DTS use cases is that the DTS Invocation is from an MPS capable Enterprise Network instead of from a UE.  

1. 
2. 
Once DTS is established for a data session or group of data sessions, the MPS capable Enterprise Network is able to support its normal data communication services over the DTS connection (e.g., OTT web meeting).
When the need for DTS ends, the Enterprise Network explicitly revokes the DTS.  
The MPS Service Provider PLMN should automatically revoke the DTS when the connections under control of the DTS are released (e.g., when the Enterprise closes all the connections but fails to explicitly release the DTS).


5.X.2
Pre-conditions

The following are pre-conditions for this use case:

· The UEs accessing the MPS capable Enterprise Network have subscription for MPS,
· The Enterprise Network is MPS capable,
· The UEs and Enterprise Network are connected via the same MPS Service Provider PLMN,
· The method for DTS invocation/revocation is pre-determined.  

5.X.3
Service Flows



The following describes the sequence of events:

1. The MPS capable Enterprise Network requests DTS from the MPS Service Provider PLMN for one or more UEs.  
2. The MPS capable Enterprise invocation of DTS is verified for authorization by the MPS Service Provider PLMN.

3. The MPS Service Provider PLMN establishes DTS between the Enterprise Network and affected UEs.

4. The MPS Service Provider PLMN provides priority treatment to the affected media flows.

5. MPS capable Enterprise Network ends DTS session (or group of DTS sessions) using a predetermine method.
5.X.4
Post-conditions

Upon end of the DTS session, the Enterprise Network and UEs return to normal conditions (i.e., use of normal data service).
5.X.5
Potential Impacts or Interactions with Existing Services/Features

Enterprise network methods for invocation/revocation of DTS, associated subscription and credential assignments (i.e., subscription arrangement identifying the Enterprise network authorization for DTS) are capabilities that need to be considered.
When the DTS service is activated, special QoS is provided to the bearer, which needs to:

-
Prioritize the allocation of PLMN resources for MPS session;

-
Prioritize packet transport and routing; and

-
Communicate priority to non-3GPP-specified nodes, e.g., IP routers.  
5.X.6
Potential Requirements

1. The MPS capable 3GPP system shall support MPS capable Enterprise Network activation of DTS to MPS Subscribed UEs on demand. 

2. The MPS capable 3GPP system shall support means for a MPS capable Enterprise Network to activate DTS for a specific MPS Subscribed UE.  
3. The MPS capable 3GPP system shall support means for a MPS capable Enterprise Network to activate DTS for a group of MPS Subscribed UEs.  
4. The MPS capable 3GPP system shall support security capabilities for the MPS Service Provider PLMN to verify a MPS capable Enterprise Network’s authorization for DTS.

5. The MPS capable 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows end-to-end between the MPS capable Enterprise Network and terminating end points (e.g., UEs) when DTS is activated by an authorized MPS capable Enterprise Network.  
6. The MPS capable 3GPP system shall support means for an authorized Enterprise Network end a DTS session or group of DTS sessions.
7. The MPS capable 3GPP system shall automatically end the DTS when the connections under control of the DTS session are released (e.g., when the MPS capable Enterprise closes all the connections but fails to explicitly release the DTS).
_______________________
