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Abstract: This contribution proposes to add a new potential business relation model for stakeholder role model 3 in TR 22.830 and new roles table for model 3e in section 5.6. A related potential requirement is proposed in 5.6.2
Discussion
It has been identified  a use case where a business client local cloud infrastructure may be used by the MNO to deploy VNFs and it is propose d to reflect this use case in the potential business relation with new roles table and related requirement.
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------------------------- START OF PROPOSED CHANGES ----------------------------

------------------------- Start of Change 1 ----------------------------

4
Overview

4.1
Business, stakeholder and management role models 5G supports new business role models relevant for 3GPP systems. In previous generations, business role models centered on two key types of relationships: those between Mobile Network Operators (MNOs) and their subscribers and those between MNOs (e.g., roaming, RAN sharing). To a limited extent, relationships between MNOs and 3rd party application providers have also been supported in the form of APIs (e.g. by the SCEF interface - see TS 23.682) allowing access to specific network capabilities, such as those used by 3rd party applications to access UE location information. 5G opens the door to new business role models for 3rd parties, allowing 3rd parties more control of system capabilities. This document considers these new business roles and how 3GPP can best support the trust relationships between MNOs and 3rd parties resulting from these new business role models.

In 5G three role models are envisaged for stakeholders.

1) The MNO owns and manages both the access and core network.

2) An MNO owns and manages the core network, the access network is shared among multiple operators (i.e., RAN sharing).

3) Only part of the network is owned and/or managed by the MNO, with other parts being owned and/or managed by a 3rd party.

The first two are essentially those found in previous generations of 3GPP systems, where MNOs are operating public networks. In 5G it is expected that a 3rd party can take on the role of an MNO, however in this case the 3rd party would operate a private network.  From a 3GPP perspective, stakeholder role models 1 and 2 are the same whether an MNO or vertical 3rd party is involved. Basic support for the 3rd party stakeholder role model was provided in previous generations via APIs which allowed minimal access to or management of network capabilities. In contrast, the 5G enhancements will allow greater control and ownership by the 3rd party, which will require increased trust between the MNO and 3rd party. These new trust relationships become even more impactful when network slicing is considered, particularly where the 3rd party is authorized to control some aspects of network slices that are owned by the MNO.

With the introduction of network slicing, the third stakeholder role model above warrants additional investigation to understand the trust relationships between MNOs and 3rd parties. There are four potential business relationship models impacting the trust relationships for stakeholder role model 3. 

Model 3a: MNO provides the virtual/physical infrastructure and V/NFs; a 3rd party uses the functionality provided by the MNO,

Model 3b: MNO provides the virtual/physical infrastructure and V/NFs; a 3rd party manages some V/NFs via APIs exposed by the MNO,

Model 3c: MNO provides virtual/physical infrastructure; a 3rd party provides some of the V/NFs,

Model 3d: a 3rd party provides and manages some of the virtual/physical infrastructure and V/NFs.

Model 3e: a 3rd party provides and manages some of the virtual/physical infrastructure and MNO provides V/NFs.  V/NFs are then managed either by the MNO or the 3rd party (similarly to model 3a or model 3b in the latter case). 

Of these models, 3a and 3b have been addressed by the requirements in place in TS 22.261. Provision has been made to ensure appropriate APIs and management functions to support this extended 3rd party access and control of capabilities provided by the MNO, and to do so in a secure manner. Within these two models, the 3rd party has increasing control over the network capabilities that support its service. However this control is limited to what is allowed by the MNO through the provided APIs.

------------------------- End of Change 1 ----------------------------

------------------------- Start of Change 2 ----------------------------
5.6 Fixed and nomadic local A/V production networks relying on public network infrastructure

5.6.1
Description

Consider the case of an audio/video production company producing professional live A/V content of an event (e.g. sports, culture, entertainment, politics, news gathering, etc.) in a location where 5G infrastructure is available. 

We distinguish two scenarios:

1) Fixed 5G installations, e.g. in a state theatre, stadium, convention centre, exhibition hall, etc.
2) Nomadic 5G installations, e.g. typical during a band tour or entertainment show hosting at several different cities

In both scenarios, it is assumed that 5G core network infrastructure is available at the desired locations. In the first scenario, the 5G access network infrastructure (RAN) is fixed installed at the desired location. In the second scenario, the 5G RAN infrastructure is installed on demand for the duration of the event in the desired locations. Any of the business relationship models 3b, 3c and 3d introduced in clause 4 of this TR are considered feasible in both scenarios, fixed or nomadic.

Table 5.6.1-1 illustrates each of the possible business relationships from the perspective of the A/V production business in charge of the event. The A/V production business should have the possibility to choose between any of the three business relationship models presented in Table 5.6.1-1. Depending on the selected model, the A/V production business should have again the possibility to decide for which roles it would like to act as the 3rd Party. For instance, in case of 3b, the A/V production company could take the role of the 3rd party managing the RAN, which would allow to have direct access to the content and context of the event. Referring to the original business cases of respective verticals that would then make monetizing and new business opportunities possible.

Further note that in a typical vertical use case, the network users are not, as in typical MNO business, the subscribers of the MNO, but subscribers of the service application of the vertical use case, in this subclause the A/V production business. In turn, the users of the A/V production business are the consumers, e.g. the live audience of an event or the off-line audience listening/watching CDs/DVDs or downloading the post-produced content from a media center, etc.

For all business relationship models in Table 5.6.1-1 following aspects apply:

· The A/V production business trusts the MNO and any other 3rd Party involved in its network slice to provide the agreed resources and functionality as described in [3].

· The privacy of communication within the A/V production network slice shall be ensured by the MNO and or any 3rd Party involved.

· The MNO is responsible for ensuring isolation of the slice communications from the rest of its network, including only allowing authorized UEs to access a slice and constraining authorized UEs to the authorized slice.

· Mutual sharing of assets (e.g. infrastructure, V/NFs) may be allowed between the 3rd Party and the MNO.

In addition, for business relationship 3d the following features are required:
· A 3rd Party may provide an additional authentication mechanism ensuring only authorized UEs can access the private A/V production network slice.

· An MNO shall allow connection (plug-in) of private network infrastructure (i.e. physical/virtual network entities at RAN/core level in the private slice) to its 5G core network through well-defined interfaces.

Table 5.6.1-1: Feasible business relationship models for fixed & nomadic A/V production network scenarios
[image: image1.emf]Roles  Business relationship models  

Model 3b   A/V  production  network slice with  l imited control  Model 3c   A/V  production  network slice with  e xtended control  Model 3d   Private A/V production   networ k  slice  

Spectrum  Owner  MNO  MNO  MNO  

Manager  MNO  MNO  MNO  

Infrastructure   (Physical)  CORE  MNO  MNO  3 rd   Party  

RAN  MNO  MNO  3 rd   Party  

V irtual  NFs  CORE  MNO  3 rd   Party   or MNO  3 rd   Party  

RAN  MNO  3 rd   Party   or MNO  3 rd   Party  

Management  CORE  MNO  3 rd   Party   or MNO  3 rd   Party  

RAN  3 rd   Party 1  3 rd   Party   or MNO  3 rd   Party  

Network  User 2  Service  A/V Production  business  A/V Production  business  A/V Production  business  

Service  User  Consumers 4  Consumers 4  Consumers 4  

Note 1:  via APIs exposed by the MNO   Note 2:  The network us er is the A/V application service   Note 3: Depending on the selected model, the A/V production business decides for which roles it would like to act as the 3 rd   Party.   Note  4 :  Consumer of the  A/V  application service can be  e.g.,  the live audience of an event   or the off - line  audience   listening/watching  CDs /DVDs   or   downloading the post - produced content from a media center, etc.    
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------------------------- End of Change 2 ----------------------------

------------------------- Start of Change 3 ----------------------------
5.6.2 Potential requirements

[PR 5.6.2-1] The 3GPP system shall provide suitable APIs to allow use of additional encryption mechanisms, provided by a trusted vertical 3rd party between any UE served by a private slice and a core network entity in that private slice.

[PR 5.6.2-2] The 3GPP system shall support a mechanism to prevent a UE from accessing a private slice it is not authorized to access.

[PR 5.6.2-3] The 3GPP system shall support a mechanism for a 3rd party to authenticate a UE for access to a private slice which is allocated to this 3rd party.

[PR 5.6.2-4] The 3GPP system shall support business models for a MNO to leverage from a 3rd party Infrastructure to deploy Virtual NFs by this MNO.
------------------------- End of Change 3 ----------------------------
------------------------- END OF PROPOSED CHANGES ----------------------------

