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Abstract: This contribution provides editorial clean-ups to clause 5.6.1 in TR 22.804 and it aligns subclause 5.6.1.1 to 5.6.1.4 with the remainder of clause 5.6.  The editorial changes include fixing punctuation and typos, as well as applying styles.

Proposed Changes:

------------------------- START OF PROPOSED CHANGES ----------------------------

------------------------- Start of Change 1 ----------------------------

5.6.1
Description of Vertical

5.6.1.1
Overview

The energy sector is currently subject to a fundamental change, which is caused by the evolution towards renewable energy, i.e. a very large number of power plants based on solar and wind power. These changes lead to bi-directional electricity flows and increasing dynamics of the power system. New sensors and actuators are being deployed in the power system to efficiently monitor and control the volatile conditions of the grid, requiring real-time information exchange [46] [47]. 
The emerging electrical-power distribution grid is also referred to as Smart Grid. The smartness enhances insight into both the grid as a power network and the grid as a system of systems. Enhanced insight improves controllability and predictability, both of which drive improved operation and economic performance and both of which are prerequisites for the sustainable and scalable integration of renewables into the grid and the potential transition to new grid architectures.  Smart Grid benefits spread across a broad spectrum but generally include improvements in: power reliability and quality, grid resiliency, power usage optimization, operational insights, renewable integration, insight into energy usage, safety and security.
Overviews of (future) electrical-power distribution can be found elsewhere in the literature [x1][x2].
5.6.1.2
Technical challenges of future electrical-power distribution 

-
Energy generation by a huge number of decentralised local units. In larger markets, hundreds of thousands of devices need to be connected via 5G. 

-
Many businesses and private homes connected to the energy network become prosumers, i.e., customers and producers of energy. They may also operate local energy storage systems. Their power system will be monitored and controlled by inverters, or electronic power converters, which communicate with other parts of the electrical grid. 

-
Up to 100% of the energy will be produced from highly volatile, renewable resources, mainly solar, wind and—where available—hydro power. Solar and wind energy do not inject mechanical inertia into the local power grid, which will make keeping the frequency at a constant value much more difficult. 

-
Control of voltage and frequency in distribution and transmission grids are the key challenges of future energy networks. These new procedures are still under development, and they will require many economic, legal and ICT changes (apart from the modifications in the electrical grid). 

-
Especially frequency control has tight requirements in terms of reaction time. 

The main goals of future electrical-power distribution includes―among others―the reduction of CO2 emissions by relying on renewable energy sources (RES), decentralisation of energy production, continuous matching of injected and outgoing energy levels, resource efficiency, cost efficiency, maximum security, and reliable provisioning of services to consumers. 

These improvements are important for addressing the needs of increasingly volatile and decentralised markets. A major enabler for all this are inter-connected communication systems and computing infrastructure, which interconnects control centres, substation automation units, energy storage systems, and power plants of all sizes in a flexible, secure and consistent manner.  

Today, the vast majority of communication technologies used in the energy sector is still wire-bound. This includes a variety of dedicated Industrial Ethernet and power line solutions. These communication technologies are used, for example, for interconnecting sensors, actuators, and controllers in an electrical network automation system. 

Nowadays, wireless communication is primarily used for connecting smart meters for customers of the power network. These meters only monitor the energy consumption of the connected facility. There was no need for wireless connectivity in the past, due to relatively static and long-lasting installation of the power grid equipment. In addition, this was because most existing wireless technologies fell short of the demanding requirements of industrial applications, especially with respect to end-to-end latency, communication service availability, jitter, and reliability. 

With the advent of future Smart Grids and 5G, however, this may change fundamentally, since only wireless connectivity can provide the degree of flexibility, mobility, versatility, and ergonomics that is required for the energy networks of the future. Thus, 5G may significantly contribute to revolutionising the way how electrical energy is monitored, stored, and controlled for the entire industry sector. 
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Figure 5.6.1.2 – 1: Overview of different application areas in electric-power distribution
In this respect, three different application areas can be distinguished, as shown in Figure 5.6.1.2-1.  

5.6.1.3
Application areas in (future) electrical-power distribution
The areas identified in Subclause 5.6.1.2 can be briefly characterised as follows:

Primary frequency control with up to 100% RES: The focus of this application area is on the instant monitoring and control of the frequency in the grid. In frequency control, the grid can be a long-distance transmission network covering countries or large parts there-of, or short-distance distribution networks connecting local consumers and distributed producers of energy. Primary frequency control ensures that a swift response on frequency variations is provided, while it may not lead to returning the measured frequency to the nominal, exact target value (e.g., 50 Hz in Europe). Typically, primary frequency control uses decentralised or distributed control architectures allowing taking corrective actions swiftly on a local level. 

Secondary frequency control with up to 100% RES: The focus of this application area is the second, less time-critical correction of the frequency in the grid. Again, the grid can be a long-distance transmission network covering countries or large parts there-of, or short-distance distribution networks connecting local consumers and distributed producers of energy. Secondary frequency control ensures that an accurate and lasting response on frequency variations is provided, and its goal is to return the measured frequency to the nominal, exact target value (e.g., 50 Hz in Europe). Typically, secondary frequency control uses centralised control architectures, allowing frequency control units to take corrective actions across all parts of the controlled power network. 

Distributed voltage control with up to 100% RES: The focus of this application area is monitoring and control of the voltage levels in distribution networks. Sensors located close to the electronic inverters in the local grid measure the impedance on the grid, and forward these values to a voltage control unit co-located with a secondary substation automation unit. The control unit analyses the impedance values and determines the need for corrective actions. The correction action is a target impedance value that is sent to the electronic inverters so that additional energy can be injected into the grid, or electronic inverters may throttle the energy added by power plants or storage systems. 

A high-level overview of the communication links is provided in Figure 5.6.1.3‑1.  
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Figure 5.6.1.3‑1: Communication Links in Future Energy Networks with up to 100% RES
5.6.1.4
Major challenges and particularities

Major general challenges and particularities include the following aspects:

1)
Utility-grade quality of service is required for many applications, with stringent requirements in terms of end-to-end latency, communication service availability, jitter, and determinism.

2)
There is not only a single class of use cases, but there are use cases with a wide variety of different requirements, resulting in the need for a high adaptability and scalability of the 5G system.

3)
Many electric-power distribution applications have stringent requirements on safety, security (esp. availability, data integrity, and confidentiality), and privacy.

4)
The 5G system shall support a seamless integration into the existing (primarily wire-bound) connectivity infrastructure. For example, the 5G-based solution shall allow to flexibly combine the 5G system with other (wire-bound) technologies in the same power network.

5)
Most types of electrical equipment usually have a rather long lifetime, which may be 20 years or even longer. Therefore, long-term availability of 5G communication services and components is essential.

6)
5G systems shall support private operation within a local distribution grid; the 5G systems are isolated from PLMNs. This is required by many distribution system owners (DSO) for security, liability, availability and business reasons. Nevertheless, standardised and flexible interfaces shall be supported for seamless interoperability and seamless handovers between 5G PLMNs and dedicated 5G systems.

7)
The radio propagation environment in a building with energy generation or storage equipment can be quite different from the situation in other application areas of the 5G system. Inverters may be located in the basement of industrial buildings, where radio connectivity can be challenging. These buildings can host a large number of—often metallic—objects in the immediate surroundings of transmitter and receiver, as well as potentially high interference caused by electric machines, power transformers, and the like.

8)
The 5G system shall be able to support continuous monitoring of the current network state in real-time, to take quick and automated actions in case of problems, and to do efficient root-cause analyses in order to avoid any undesired interruption of the production processes, which may incur huge financial damage. Particularly, if a third-party network operator is involved, accurate SLA monitoring is needed as the basis for possible liability disputes in case of SLA violations.

5.6.1.5
Description of this vertical’s communication architecture

The communication architecture electrical-power distribution grids (visualised in Figure 5.6.1.5-1) is mapped onto the power network it serves. This communication architecture covers multiple network domains, where each domain relates to a specific grid voltage and geographic area. Every network domain instance clearly belongs to exactly one power grid stakeholder.
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Figure 5.6.1.5-1: Smart grid communication architecture [48] 
NOTE:
CC: Control centre; DER: distributed energy resource; DSO: distribution system operator, HV: High voltage; LV: low voltage; MV: medium voltage; NMS: network management system; TSO: transmission system operator,
The following communication network domains can be distinguished:

· Backbone network: Communication network which connects the primary-substation LANs amongst each other and with regional control centres (often co-located) and central control centres.

· Primary-substation LAN: A primary substation LAN is quite complex and requires its own communication infrastructure that distinguishes between a process bus and a station bus. It is mainly based on a Gigabit Ethernet infrastructure.

· Backhaul network: Communication network which connects secondary-substation LANs with each other and with a control centre. This network domain might also connect to the respective primary-substation LAN in case the DSO and TSO roles are linked.

· Secondary-substation LAN: Network inside the secondary substation (today this network is quite trivial and may consist of just one single Ethernet switch / IP router). The secondary-substation LAN is implemented more in a distributed manner in US-Style regions, whereas the secondary-substation LAN is very often located in an encapsulated enclosure in Europe.

· Access network: Communication network which connects the customer premises or e.g., low-voltage sensors to a specific secondary substation. 

· Customer premises LAN: In-building communication network whereas a customer is characterised by consumption and production of energy (prosumers) and the customer can be a residential, public or industrial prosumer.

· Intra-DER Network: For medium-sized DERs like wind/solar parks, a dedicated LAN is required for control, management and supervision purposes.

· Intra-Control-Centre Network: LAN within a DSO’s or TSO’s control centre.

· Public network: Fixed or mobile public communication network which offers different connectivity services either via dedicated services or via the open Internet. 

Remarks: 

· -
Each of the described communication network domains usually belongs to one electrical-power distribution grid stakeholder. 

· -
Some stakeholders―like aggregator or metering operator―do not own private communication infrastructure. Usually they connect to their assets / customers via a public network. Thus, public networks are an important part of the overall grid architecture. 

· -
Not all communication network domains are mandatory to exist: for example the secondary-substation LAN can alternatively connect to prosumers via a public network service. In this case, no DSO-owned access network is required.

Mobile networks are used mainly for connecting secondary substation LANs and DERs to control centres and primary substations and for connecting devices like smart meters and sensors at customer premises to control and data centres. The requirements of this communication are relatively low regarding per-device bit rate, latency and communication service availability/reliability. 

Mission critical and real time communication (like tele-protection communication) is usually not done with mobile networks due to the relatively high latency, missing communication reliability/availability guarantees and quality-of-service capabilities of 2G, 3G and 4G networks. It is our expectation that suitably URLLC-enabled 5G systems will change this, and that grid control functions might also be connected via mobile networks. 

------------------------- End of Change 1 ----------------------------
------------------------- Start of Change 2 ----------------------------
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