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5.4
Enhanced network capability exposure for distribution network of smart grid

5.4.1
Description

A mobile network operator provides a slice for a power grid company. This slice supports power grid specific services such as MIoT service for grid sensors in the company's Distribution Network. These sensors, deployed at each home, could record the usage of power, and send the recorded data back to the company via the mobile network. The manager of power grid company could customized the slice to meet their specific needs, by using APIs provided by the mobile network operator.
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Figure 5.4.1-1: Overview of the role model scenario between MNO and power grid company

As depicted in Figure 5.4.1-1, the power grid company leases the MNO’s network slice to provide wireless coverage for their sensors across multiple areas. In the control centre, a management tool, which is called Unified device management platform, could manage these sensors distributed in different areas via the APIs provided by the mobile network operator. The unified device management platform could further cooperate with other specific tools or platforms for smart grid applications, e.g., electricity meters, charging pile, distributed generation, distribute automation and etc.
In this scenario, a power grid company wants to manage their numerous devices more effective via the APIs provided by the mobile network operator. For example, the company wants to know the current status (e.g., location, connection status and etc.) of their devices in a specific area to get the whole view for this area. The numbers of the devices could be in a range from digits to tens of thousands. Some devices performs normally, but some devices may be abnormal, i.e., there is no feedback from the UE at company’s application layer. Once there are one or more devices are abnormal, the company would like get further information from the operator that whether the problem comes from the network communication to a UE or from the UE itself. If a failure device is identified, a repair team will be sent to fix it.

Being able to provide more information via APIs allows the power grid company to get the whole picture for their deployed devices and to identify and repair the abnormal device in a more efficient way. These requirements would be added to the network capability exposure clause of TS 22.261 [2].

5.4.2
Potential requirements

[PR 5.4.2-1] The 3GPP network shall provide suitable APIs to allow a trusted 3rd party to monitor the status (e.g., locations, lifecycle, registration status) of its own UEs served by a private slice in a specific area that covered by this slice. 

NOTE: The number of UEs could be in the range from single digit to tens of thousands. 

[PR 5.4.2-2] The 3GPP network shall provide suitable APIs to allow a trusted 3rd party to get the network status information of a private slice dedicated for the 3rd party, e.g., the network communication status between the slice and  a specific UE.
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