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Abstract: This document provides text for BMNS study (TR 22.830 V0.1.0) regarding responsibility of the 3rd party for ensuring isolation of the slice communications.


Discussion
 For TR 22.830 (V0.1.0), section on the trust relationships in private slice selection scenario says:
The MNO is responsible for ensuring isolation of the slice communications from the rest of the network, including only allowing authorized UEs to access a slice and constraining authorized UEs to the authorized slice.
However, the current text does not mention the responsibility of 3rd parties. For example, in model 3c and 3d, some of the V/NFs are provided by the 3rd party, even some of the virtual/physical infrastructure is provided and managed by the 3rd party. For these 2 models, the 3rd party is also responsible for ensuring isolation of the slice communications, as well as the MNO. 
Considering it should be common for many scenarios, the responsibility of the 3rd party should be described in section 4.2 Overview-the trust relationship.

Proposal

	PROPOSED CHANGES 	

	Start of Change 1	
4.2	Trust relationships
The degree of trust between the MNO and 3rd party has an impact on the 3GPP system. In model 3a, the 3rd party must be able to trust the MNO to provide the necessary capabilities.  In the other models, the MNO must also be able to ensure that the degree of control provided to the 3rd party does not allow the 3rd party to negatively impact the MNOs network. TS 22.261 addresses the trust relationships for models 3a and 3b. For models 3c and 3d to be supported, additional consideration is needed on the mechanisms to provide the isolation and interfaces that give the 3rd party the appropriate level of control while securing the MNO’s network.

Editor’s Note:  A more detailed definition of isolation for models 3c and 3d is needed due to in these 2 models, the 3rd party provides or manages some of the virtual/physical infrastructure or VN/Fs.

The trust relationships underlying support such models may lead to new 3GPP requirements, such as the abilities to provide slice based authentication and slice based encryption and integrity protection. The present document considers the trust relationships related to extended control by 3rd party.

	End of Change 1	



